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PREFACE

1. Scope

This publication provides doctrine for joint operations to counter theater air and missile
threats across the range of military operations.

2. Purpose

This publication has been prepared under the direction of the Chairman of the Joint Chiefs
of Staff. It sets forth joint doctrine to govern the activities and performance of the Armed Forces
of the United States in operations and provides the doctrinal basis for interagency coordination
and for US military involvement in multinational operations. It provides military guidance for
the exercise of authority by combatant commanders and other joint force commanders (JFCs)
and prescribes joint doctrine for operations and training. It provides military guidance for use
by the Armed Forces in preparing their appropriate plans. It is not the intent of this publication
to restrict the authority of the JFC from organizing the force and executing the mission in a
manner the JFC deems most appropriate to ensure unity of effort in the accomplishment of the
overall objective.

3. Application

a. Joint doctrine established in this publication applies to the commanders of combatant
commands, subunified commands, joint task forces, subordinate components of these commands,
and the Services.

b. The guidance in this publication is authoritative; as such, this doctrine will be followed
except when, in the judgment of the commander, exceptional circumstances dictate otherwise.
If conflicts arise between the contents of this publication and the contents of Service publications,
this publication will take precedence unless the Chairman of the Joint Chiefs of Staff, normally
in coordination with the other members of the Joint Chiefs of Staff, has provided more current
and specific guidance. Commanders of forces operating as part of a multinational (alliance or
coalition) military command should follow multinational doctrine and procedures ratified by
the United States. For doctrine and procedures not ratified by the United States, commanders
should evaluate and follow the multinational command’s doctrine and procedures, where
applicable and consistent with US law, regulations, and doctrine.

For the Chairman of the Joint Chiefs of Staff:

oy ;y%y

WALTER L. SHARP
Lieutenant General, USA
Director, Joint Staff
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SUMMARY OF CHANGES
REVISION OF JOINT PUBLICATION 3-01
DATED 19 OCTOBER 1999

Subsumes doctrinal construct of Joint Publication (JP) 3-01.5, Doctrine for
Joint Theater Missile Defense, and incorporates its relevant doctrine that
was made parts of draft JPs 3-01.2, Joint Doctrine for Offensive Operations
for Countering Air and Missile Threats, and 3-01.3, Joint Doctrine for
Defensive Operations for Countering Air and Missile Threats. Deletes term,
acronym, and definition of joint theater missile defense (JTMD).

Incorporates relevant doctrine from JP 3-01.4, JTTP for Joint Suppression
of Enemy Air Defenses (J-SEAD), which was incorporated into JP 3-01.2.

Consolidates numerous details from texts of JPs 3-01.2 and 3-01.3.
Refines definition of air defense, defines missile defense, and uses the term
missile defense in the text, when more appropriate than the general term air

defense.

Adds significant discussion of identification process for tracking including
the identification, commitment, and engagement authorities.

Adds discussion of combat identification and recognizes its new definition in
JP 3-0, Joint Operations.

Defines battle management with short discussion.

Defines regional and sector air defense commanders and describes their
commands.

Adds discussion of the necessity and utility of Army air defense fire control
officer/element to an area/regional/sector air defense command.

Describes joint position of the deputy area air defense commander for air
and missile defense that may be held by the commander of an Army air and
missile defense command in addition to being a theater Army air and
missile defense coordinator.

Adds brief discussion about the joint interface control officer.

Updates discussion linking theater counterair to homeland defense.
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Summary of Changes

* Describes emergence of global missile defense and relationship to theater
missile defense under counterair and homeland defense.

* Adds appendix for combat identification and appendixes from JP 3-01.3
discussing the area air defense plan format, defensive counterair estimate
format, and theater missile systems.
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EXECUTIVE SUMMARY
COMMANDER’SOVERVIEW

e Provides Background and Fundamentals of Joint Counterair Operations

« Explains Command and Control Relationships, Responsibilities, and Key
Systems and Functions for Joint Counterair Operations

« DetailsKey Aspectsof Joint Counterair Planning

« Discusses Fundamentalsfor Planning and Executing Offensive Counterair
Operations

e Outlines Fundamentalsfor Planning and Executing Defensive Counterair
Operations

Overview of Joint Counterair Operations

Joint counterair The purpose of counterair isto attain the desired degree of air
operationsare executed by  superiority required by thejoint force commander (JFC) to
all components, using a accomplish the assigned mission. The degree of control of the
variety of integrated air domain may vary from local air superiority to theater air
weapons systems and supremeacy, depending on the situation and the JFC's concept of
sensorsto counter threats,  operations. Air superiority may be needed for different lengths
both before and after of time, ranging from afew minutesto the duration of the conflict,
launch. and aso may vary with geographic areas. In some stuationsthe

commander may beresourcelimited, having only adequate assets
to establish air superiority for specific periods of time. The JFC
normally seeksto gain and maintain air superiority asquickly as
possible to alow friendly forces to operate without prohibitive
interference from antiaircraft artillery (AAA) and enemy air and
missile threats while denying the enemy the same freedom of
action. USforcesmust be capableof counteringtheair and missle
threats from initial force projection through redeployment of
friendly forces or the joint force may yield the initiative to the
enemy. The proliferation of missles and advances in missile
technol ogies, coupled with wegpons of massdestruction (WMD),
make missiles a particularly difficult and dangerous threst.

The degree of air Thecounterair misson integratesboth offensveand defensive
superiority may vary. oper ations, by al capablejoint force components, to counter the
air and missilethreat by attaining and maintaining air superiority.
Counterair operations may use aircraft with weapons and/or
sensors, surface-to-surface missiles, surface-to-air missiles




Executive Summary

Counterair operations are
both offensive

and defensive.

I ntegration and
synchronization of
offensive counterair
(OCA) and defensive
counterair (DCA)
operationsisvital.

Potential adversary air
and missile threats
continueto growin
numbers and capabilities.

(SAMy), air defense artillery, air-to-surface missiles, specid
operations forces (SOF), and information operations (10) to
destroy or negate enemy aircraft and missiles, before and after
launch. Generdly, offensive counterair (OCA) operations seek
to dominate enemy airspace and prevent the launch of threats,
while defensive counterair (DCA) operations defeat enemy air
and missile threats attempting to penetrate or attack through
friendly airspace. Joint forces must be integrated to exploit the
mutually beneficid effectsof offensive and defensive operations
to destroy, neutralize, or minimize air and missilethreats. While
theater missile (TM) defenseisintegral to success of counterair
operations, rather than separating operati ons between countering
missiles and aircraft, the counterair framework is based on
integrating offensveand defensive operationsagainst both aircraft
and missile threats.

OCA isdefined as offensive oper ations to destroy, disrupt, or
neutralize enemy aircraft, missiles, launch platforms, and their
supporting structures and systems both before and after launch,
but as close to their source as possible. The goal of OCA
operationsisto prevent thelaunch of enemy aircraft and missiles
by destroying them and their overal supporting infrastructure
prior to employment. Thiscould mean preemptive action against
an adversary.

DCA is all defensve measures designed to detect, identify,
intercept, and destroy or negate enemy forces attempting to
penetrate or attack through friendly airspace. The goal of DCA
operations, in concert with OCA operations, isto providean area
fromwhich forcescan operate, securefromair and missilethreats.

Although OCA and DCA are consdered separate operations, they
must bemutually supportingtofacilitateunity of effort. Many
of the same forces may be required for both OCA and DCA
operations, and early, continuous, and clase coordinationisrequired.
Leveraging amixtureof capabilitiesfrom componentsbolstersthe
friendly forcepotentia andlikely will frusiratetheenemy’sahility to
defenditsdlf.

Expanded technology and proliferation of TMsexpand the scope
and complexity of protecting friendly forces and vital interests.
The proliferation of WMD, coupled with a conventional
means of delivery, greatly increases potential lethality of any
adversary and elevates the importance of employing a robust
counterair capability to protect US and friendly forcesand aress.

JP3-01
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Security and defense of
the US homeland.

Further, the detection cgpabilities, engagement ranges, mohility, and
lethdlity of SAM sysemsandfighter aircraft haves gnificantly incressed.
Cruisemissles(CMs) and unmanned aircraft systemsa so present
dusvetargetsand will remaindifficult to detect, identify, and engage.

Proliferation of advanced technologiesfor missles, guidancesysems,
and WMD warheads haveincr eased the potential missilethr eat
tothehomeland. Thereare potentia adversarieswith accessto
WMD and potentidly crediblearcraft or missleddivery sysems—
suchathreat will increasewithtime. Thisissignificant becausethe
predominant threat isnot from acompeting superpower, but more
likely fromthedeliberatelaunch of aballistic misslefroma“rogue
date” faleddate, or terrorist group. Deterrenceisnot possbleagang
somethreats. To protect thehome and, an overseas JFC may betasked
tosupport home and defenseby apreemptiveattack onhodilemissile
threstsor DCA support after thelaunch of ahostilemissile.

Command and Control of Joint Counterair Operations

Unity of effort, centralized  Themanner inwhich aJFC organizesforcesdirectly affectstheir

planning, and
decentralized execution
are key consderations.

A joint force commander
may designate a joint
forceair component
commander.

Area air defense
commander.

responsiveness and versatility. Based on the situation, the JFC
normally tailors forces to the specific tasks to enable effective
gpansof control, respong veness, tecticd flexibility, and protection.
Because the counterair mission can involve al components of
the joint force, clear command relationships and properly
assgned respongbilitiesareessential for effectiveand efficient
operations.

If the JFC designatesajoint forcear component commeander (FACC),
the JFC alsonormally desgnatesthe JFACC asthesupported
commander for thecounterair misson. Asajoint missonarea,
counterair is conducted by al components with the necessary
cgpatilities, with the JFC/JFA CC ensuring unity of effort, centralized
planning and direction, and decentralized execution. The JFC
determines the most gppropriate command relationships for the
component forces/cgpatilitiesmadeavaladlefor counterarr. Regardless
of thecommand relationship, al counterair forcesaresubject tothe
rules of engagement (ROE), airspace control, weapons control
measures, and firecontrol ordersestablished by the JFACC, areaar
defense commander (AADC), and/or airspace control authority
(ACA) and approved by the JFC.

The JFC designates an AADC with the authority to plan,
coordinate, and integrateoverall joint force DCA oper ations.
The AADC normaly is the component commander with the

Xi
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Airspace control
authority.

Multinational counterair
operations.

Command and control
systems and functions.
Requirements.

Infrastructure.

Resources.

preponderanceof air and missiledefense (AMD) cgpability and the
command and control (C2) and intelligence capability to plan,
coordinate, and execute integrated AMD operations, including
real time battle management. With the support of the component
commanders, theAADC develops, integrates, and distributes
a JFC-approved joint area air defense plan (AADP).

The JFC designates an ACA (normally the JFACC) who has
overall responsibility for establishing and operating the
airspacecontrol system (ACS). TheACA developspoliciesand
procedures for airspace control that are incorporated into an
airspace control plan (ACP) and promulgated throughout the
operational area. A key responsibility of the ACA isto provide
the flexibility needed within the ACS to meet contingency
Situations that necessitate rapid employment of forces.

Sincemodt joint operationsarenow conducted withinamultinationa
context (i.e., an dliance or codition), JFCs must evauate key
condderationsand differencesinvolvedin planning, coordinating, and
conducting counterair operationsinamultinationd environment. A
magor characteristic of operatinginthemultinationa environmentis
that consensusthrough compromiseisoften essentid tosuccess. The
traditionad command relationshipsused by USforcesgeneraly may
not bepossiblewithdl multinationa force (MNF) partnersbecause
of political necessity. The JFC should strive for documented
relationshipssuch asmemorandumsof agreement and/or status-of -
forcesagreementsto articulate not only command rel ationshipsbut
also collatera support requirements. No matter how theMNFis
organized, theorganizationd dructureand commandrdaionshipsmust
be clearly understood by al commandersand supported by the C2
cgpability. The JFACC/AADC should consider usngliasonofficers
toassessand/or assst MNF partners counterair capabilitiesand to
maintain span of control and keep forces connected at thetactical
leve.

Joint counterair operations require reliable C2 capabilities that
allow the JFC, JFACC, AADC, ACA, and component
commanders to integrate, synchronize, and deconflict OCA and
DCA operations. The C2 systems should be capable of rapidly
exchanging information, interfacing among components, and
displaying acommon operationd picture(COP) todl participating
components. The C2infrastructureshould consist of interoperable
systemsthat provide complete coveragefor anintegrated diverse
force spread acrossathester/joint operationsarea(JOA) including
considerations for any MNF assets. Systems that make up this

Xii
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Situational awareness —
aprerequidte for
commandersto
understand and anticipate
counterair opportunities
and challenges.

Battle Management.

Joint intelligence
preparation of the
operational environment
considerations.

architecture should be connected to commanders at appropriate
decisonandexecutionlevelstointegrateforcesand missons. Sarvice
components, thejoint forcespecia operationscomponent commandey,
and spedidized joint communicationselementsprovidethecoreof the
communicationscapahilitiesfor C2for thejoint force.

A primary objective the staff seeksto attain for the commander
and for subordinate commanders is situational awareness.
Knowledgeof friendly capabilities, aswell asenemy capabilities,
intentions, and likely courses of action enables commanders to
focus joint counterair efforts where they best and most directly
contribute to achieving air superiority objectives. The JFC uses
a COP as agraphic depiction of the situation within the theater/
JOA. The COPisnot red timeand isat best near red time. The
COPisdefined asasingleidentica digplay of relevant information
shared by more than one command. A COP facilitates
collaborative counterair planning and assists all echelons to
achieve situationa awareness.

Battlemanagement isdefined asthemanagement of activitieswithin
the operationa environment based on the commands, direction, and
guidancegiven by appropriateauthority. It entailsvisudizingwhere,
when, and withwhich forcesto apply capabilitiesagainst specific
threats. Successful counterair battle management supports
synchronizationandintegration of activeand passvear defenseefforts
with other air operations, supporting unity of effort and reducing
expenditureof resourcesandtherisksof fratricide.

Joint Counterair Planning

Counterair planning considerationsinclude accurateintel ligence
preparation of the operational environment (IPOE) and joint
intelligence preparation of the operational environment (JIPOE),
airspace control, ROE, identification (ID) and combat
identification (CID) requirements, and some magjor enabling
capabilities.

JPOE isdescribed asthe continuous, andytical processused by joint
intdlligenceorganizationsto produceintdlligenceassessments esimates
and other intelligence productsto support the JFC'sdecis on-making
processand dl joint force planning. JPOE helpsthe JFC to react
faster and makebetter decisons

Xiii
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Airspace control
considerations.

Rules of engagement.

| dentification
processin areas of
potential or actual
conflict.

thantheadversary, or Imply Sated, tostay inddetheenemy’sdecison
loop.

Theprimary god of combat zoneargpacecontrol isto enhancecombet
effectivenessof thejointforce. Airgpacecontrol should maximizethe
effectivenessof combat operationswithout adding unduerestrictions
andwithminima adverseimpact onthecapabilitiesof any Service/
functiond component. For counterair, dl componentsof thejoint force
may potentidly shareapart of thetheater/JOA argpacefor offensve/
defendveoperdions. Thisenvironment becomesincreasngly complex
withtheaddition of civilian, nongovernmenta andintergovernmenta
organizations, interagency, host nation, and MNF users.

The ACA establishes an ACS that is responsive to the needs of
the JFC and integrates when appropriate the ACSwith that of the
host nation. Beginning with an ACP approved by the JFC, the
ACA deveopshbroad policiesand proceduresfor airspace control
and for the coordination required among unitswithin the theater/
JOA. Implementation of the genera guidance of the ACP is
accomplished through airspace control orders(ACOs) that provide
specific airgpace control proceduresapplicablefor defined periods
of time. The ACO is an order that provides the details of the
approved requests for airsgpace coordinating measures (ACMS)
and ispublished either aspart of theair tasking order (ATO) or as
aseparatedocument. ACMsareemployedtofacilitatetheefficient
useof argpaceto accomplishmissonsand s multaneoudy provide
safeguards for friendly forces.

ROE are directivesissued by acompetent military authority that
delineatethe circumstancesand limitationsunder which USforces
will initiate and/or continue combat engagement with other forces
encountered. Normaly, the initial ROE are dready established
by higher authority or an existing plan. The JFC is responsible
for establishing and implementing the ROE and anticipating
changesto ROE based on operational necessity such aschanging
phases of an operation. Centrally planned ROE, ID, and
engagement procedures are vital for minimizing duplication of
effort and the potentia for fratricide while providing necessary
flexibility to engage.

ID, the process of determining thefriendly or hostile character of
an unknown detected contact, isan essential and inseparable part
of airspace control and air defense operations. For the purposes
of counterair, the intent of an ID process is to ether facilitate
arrspacecontrol or to support an engagement decisonthrough CID.

Xiv
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Enabling capabilities.

CID istheprocessof attaining anaccurate characterization of detected
objects in the operationa environment sufficient to support an
engagement decison. Idedly, the CID processusesthemost postive
|D methodsavailabletodlow thehighest confidencerequiredfor that
decison, becauseit normdly isoneof themogt criticd decisonstobe
made.

A number of mgjor enabling capabilitiesareavailableto thejoint
force and should be considered when planning counterair
operations. SOF core tasks should be considered when planning
counterair operations. SOF can aid counterair operations by
providing information or by destroying or disrupting air and
missile assets, bases, logistic sites, and C2 facilities. 10 canaso
provide significant capabilities against targets sets such as C2
systems, air defense nodes, missile sites, and airfields/operating
bases. Space forces provide balistic missile launch warnings,
cueing, and attack assessments, (launch locations, headings, and
impact areas), globa and theater-/JOA-wide communications,
current and forecast weather information, space-based
intelligence, surveillance, and reconnaissance (I1SR), global
positioning system, and theater-/JOA-wide ID/CID systems
support. Theintelligence system isvital to the decision-making
cycleand must support the status, assessment, planning, warning,
and JPOE and IPOE functions, as well as target prioritization
and engagement decisions. Situational awarenessreliesonjoint
force ISR capabilities. Findly, air refuding is one of the most
important force multipliers and enabling functions available for
counterair and joint air operations.

Offensive Counterair Planning and Operations

OCA planning.

OCA operations normally have a high-priority as long as the
enemy hastheair and missile capability to threaten friendly forces
and the JFC does not have the degree of air superiority desired to
accomplish the objectives required for the end state. OCA
oper ationsreducetherisk of air and missileattacks, allowing
friendly forces to focus on their mission objectives. The
preferred method of countering air and missilethreatsisto destroy
or disrupt them prior to launch usng OCA operations conducted
over enemy territory.

OCA planning beginswith JIPOE and | POE and congdersthe JFC's
assessment of theoverdl ar and missilethreet, target database, ROE,
objectives priorities missons avalablefriendly forces andtheweight
of effort or forcegpportionment decison. Throughcentrdized planning

XV



Executive Summary

OCA operations.

anddirection, the JFA CC synchronizes/deconflicts OCA operations
with DCA and other joint operationsand reiesonrobust C2 systems
for decentralized execution. Decentralized execution allows
componentsand unitstoexerdeinitictive, repongveness, andflexibility
within their command authoritiesto accomplish their tasks. The
preponderanceof OCA operationsareconducted withjoint air forces
cgpabilitiesthat areintegratedin actionthroughthejoint ar operations
plan (JAOP). OCA planningisanintegrd part of thisoverdl jointarr
operaionsplanning. Theair esimateprocesshassx phasesthat result
inthe JAOP.

Counterair operations can be preemptiveor reactive, but sustained
efforts may be required to reduce or neutralize hostile air and
missile capabilities until the desired degree of air superiority is
atanedfor the JFC. OCA missonsmay beplanned usng ddiberate
or dynamictargeting. Missonsusng ddiberatetargeting arescheduled
or on-cdl targetsandincludedintheATO and rely on continuousand
accurateintelligencetoidentify themat particular locationsand times
Missonsusing dynamictargeting areunanticipated/unplanned targets
that fal outsdetheATO cycleand requireimmediateaction. These
targets cannot be effectively attacked unless responsiveness and
flexibility isbuiltinto thetargeting processand the ATO.

To ensure unity of effort, conservation of force, and prevent
fratricide, attacks within adesignated surface area of operations
(AO) requires coordination with that supported component
commander, as designated by the JFC. For aland AQO, the land
force commander normally establishesafiresupport coordination
line (FSCL) as a permissive fire support coordination measure.
Attacks short of the FSCL are controlled by the land force
commander. Beyond the FSCL, coordination and restrictive
measures are used to avoid conflicting or redundant operations.
Forces attacking targets beyond the FSCL must coordinate with
all affected commanders to avoid fratricide, both in the air and
ontheground. Under exceptiona circumstances, if approved by
the JFC, the inability to perform coordination may not preclude
attacking the target, with the commander of the attacking force
assuming the increased risk of fratricide.

OCA operationsinclude attack operations, suppression of enemy
air defenses, fighter escort, and fighter sweep.
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DCA planning
considerations.

Defensive Counterair Planning and Operations

DCA operaionscond s of ectiveand passveAM D measuresexecuted
throughajoint C2infragtructure. TheAADC normdly isresponsble
for developinganintegrated air defensesysem (IADS) by integrating
thecapabilitiesof different componentswitharobust C2 architecture.
Becauseof their time-sengtivenature, DCA oper ationsrequire
streamlined coor dination and decison-making processes. The
AADC usesassgned campagn plantasksto devel optheAADPwith
thecoordination of Servicefunctiona component commanders MNF
partners, andthe JFC sgt&ff. TheAADPIstheintegrationof activeair
defense design, passive defense measures, and the C2 system to
provideacomprehendvegpproachto defending againg thethrest.

Through promulgation of the AADP, the AADC implements
theater-/JOA-wide DCA priorities, authorities, procedures, tasks,
and actions approved by the JFC. DCA operations employ amix
of weapon, sensor, communications, and C2 systems from al
components into an IADS to protect friendly forces, assets,
population centers, and interests from air and missile threats.
Assets used in conducting DCA operations normally include
fixed-wing aircraft, SAMs and AAA, and C2 systems, all
networked into an IADS using a redundant and flexible C2
architecturewithinteroperabledatalinks, voice command circuits,
and common displays. In DCA operations, the first action
generaly belongsto theadversary and thel ADS must beflexible
enough to respond to the most challenging thrests.

An IADS is not a forma system in itself but the aggregate of
Service/functional component air defense systems comprised of
sensors, weapons, C2, communications, intelligence systems, and
personnel, operating in a theater/JOA under the command of an
AADC. AnlADS providesthe best capability for mutual support
and economy of force for the air and missile defense of vital
areas and protection of the joint force in general. Competing
demands for DCA resources require detailed planning so that
every asset isemployed to the full extent of its capability.

Enemy counterair threatsare comprised of twomaindements aircraft
(manned and unmanned), and missles. Missilesposeasignificant
chdlengesncethey areoftendifficult to detect and destroy after launch.
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| dentification and
tracking.

DCA operations can be
passive.

Active air defense.

The geographi c combatant commanders should specifically focus
intelligenceeffortson potentid adversariesandtheir air and missile
threatsinther areaof respongbility/theater and adjacent areas of
interest. Emphad sshould beplaced onWM D capebilitiesand potentia
araatandmissleddivery sygems.

Detection, tracking, and | D, aredependent uponthesurveillanceplan.
Thethreemost commonly accepted plansinclude mutual support
(preferred method), track/report by exception, and track production
areas(or acombination). Each hasadvantages, depending onthemix
of surveillance sensors and platforms and their degree of

interoperbility.

Weapon engagement zones (WEZs) are a critical part of DCA
planning becausethey represent part of the current defense posture
against theair and missilethreats. WEZsare established through
the AADP and ACMs and can be changed as necessary. WEZs
also represent the integration of airspace control with air and
missile defenses.

Passive air defense provides individual and collective
protection of friendly forces and critical assets. Passive air
defense is the responsibility of commanders at al levels of the
jointforce. TheAADC isresponsiblefor timely warning of attack,
which initiates some of the passive defense measures. General
warnings indicate that attacks are imminent or have occurred.
Specificwarningssignify that specific unitsor areasarein danger
of attack. PassveAM D measuresinclude detection and warning
systems, camouflage, concealment, deception, hardening,
reconstruction, nuclear, biological, and chemical defensive
equipment and facilities, redundancy, dispersal, and mobility.

Activeair defenseisdirect defensive action taken to destroy,
nullify, or reduce the effectiveness of hostile air and missile
attacks. Although DCA operations are defensive in nature, they
should be conducted as far from friendly areas as feasible.
Advanced warningsof hostileair and missileactionsisvita for a
layered defense. Interceptsasearly aspossblefacilitate necessary
multipleengagements. To ensureattrition of enemy air andmissile
threats, the engagement process must continue throughout the
approach, entry, and departurefrom thefriendly operationa area.
The strength of an IADS isthe synchronization of theintegrated
surface-to-air and air-to-air systemsin mutua support of defensve
coverage for the operationa area.
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Active missile defense.

Under thecounterair framework, activemissledefenseisintegrated
with active air defense asa DCA operation. Generdly, the same
wegponsused for missledefensearecapableof ar defense. Certain
Army forcesand Navy forcesSAM systemsarepecificaly capable
agand thester balisicmisslesaswel| asair-breathing thrests(arcraft
and CMs). The important factor is the enemy threat and the
conservation of missledefenseforcesto ensurethat uniquecapability
isnot exhausted when dternative air defense strategiesand tactics
could beused againgt air-bregthing thrests.

CONCLUSION

Thispublication provides doctrinefor joint operationsto counter
theater air and missile threats across the range of military
operations.
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CHAPTER |
INTRODUCTION

“If we lose the war in the air, we lose the war and we lose it quickly.”
Field Marshal Bernard Montgomery

1. Genera

a To protect US and friendly forces and US vitd interests from air and missile threats,
joint force commanders (JFCs) (i.e., combatant commanders (CCDRS) or their designated
subordinate joint task force (JTF) commanders), integrate the capabilities of each component of
thejoint force to gain and maintain air superiority. Historically, air superiority has proven to be
a prerequisite to success for an operation/campaign because it prevents enemy air and missile
threatsfrominterfering with operationsof friendly air, land, maritime, space, and specid operations
forces (SOF), assuring freedom of action and movement. Air superiority also providesprotection
for friendly population centers, logistic sites and other critical assets, and politicaly sensitive
assets of host nations (HN'S). Using both defensive and offensive counterair (OCA) operations,
the JFC employs complementary weapon systems and sensors to protect the force. These
operations not only defend againgt attack, but also ensure that US forces can strike potential
threats prior to their employment against friendly forces. Unity of effort, centralized planning
and direction, and decentralized execution have proven to be vital tenets for countering air and
missile threats that may have an engagement window of only a matter of minutes. In such a
time-sengitive environment, the JFC must ensure that component systems are integrated and
interoperable.

Air superiority is essential for the success of most military operations.
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b. Thepurposeof counterair istoattain thedesired degreeof air superiority required
by the JFC to accomplish theassigned mission. Thedegree of control of the air domain may
vary fromlocal air superiority to theater air supremacy, depending on the situation and the JFC's
concept of operations. Air superiority may be needed for different lengths of time, ranging from
afew minutesto the duration of the conflict, and also may vary with geographic areas. In some
Situations the commander may be resource limited, having only adequate assets to establish air
superiority for specific periods of time. The JFC normally seeks to gain and maintain air
superiority as quickly as possible to allow friendly forces to operate without prohibitive
interference from antiaircraft artillery (AAA) and enemy air and missile threats while
denying theenemy the samefreedom of action. USforces must be capable of countering the
air and missile threats from initial force projection through redeployment of friendly forces or
the joint force may yield theinitiative to the enemy. The proliferation of missiles and advances
in missile technologies, coupled with weapons of mass destruction (WMD), make missiles a
particularly difficult and dangerous threst.

c. Counterair operations usualy begin early in the conduct of joint operations to produce
the desired degree of air superiority at the times and places chosen by the JFC. However, air
superiority may not totally eliminate the air and missile threat.

Counterair integrates capabilities from all components.

2. Counterair Framework

The counterair mission integrates both offensive and defensive operations, by all capable
joint force components, to counter the air and missile threat by attaining and maintaining air
superiority (seeFigurel-1). Counterair operationsmay useaircraft with wesponsand/or sensors,
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THE COUNTERAIR FRAMEWORK

COUNTERAIR

OFFENSIVE COUNTERAIR DEFENSIVE COUNTERAIR

® Attack Operations ® Active Air and Missile Defense

® Passive Air and Missile Defense
°
Suppression of Enemy Air
Defenses
)
Fighter Escort
)

Fighter Sweep

Figure I-1. The Counterair Framework

surface-to-surfacemissiles (SSMs), surface-to-air missiles(SAMs), air defenseartillery (ADA),
ar-to-surfacemissiles(ASMs), SOF, and information operations (10) to destroy or negate enemy
aircraft and missiles, before and after launch (see Figure I-2). Generaly, OCA operations seek
to dominate enemy airspace and prevent thelaunch of threats, while defensive counterair (DCA)
operationsdefeat enemy air and missilethreatsattempting to penetrate or attack through friendly
airspace. Joint forces must be integrated to exploit the mutually beneficia effects of offensive
and defensive operationsto destroy, neutralize, or minimizeair and missilethreats. Whiletheater
missile (TM) defense is integral to success of counterair operations, rather than separating
operations between countering missiles and aircraft, the counterair framework is based on
integrating offensive and defensive operations against both aircraft and missile thredts.

3. Offensive Counterair Operations

a OCA isdefined as” offensive operationsto destroy, disrupt, or neutralize enemy aircraft,
missiles, launch platforms, and their supporting structures and systems both before and after
launch, but as close to their source as possible.” The goa of OCA operationsisto prevent the
launch of enemy aircraft and missilesby destroying themand their overal supportinginfrastructure
prior to employment. This could mean preemptive action against an adversary.
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JOINT COUNTERAIR OPERATIONS

Surface to Informatlon
Surface MISSIIeS Operatlons

Surface-to-Alr

\\ / / -
Spemal 1
Operations A|r to- Surface

Forces Weapons
- '/

Joint Counterair
Operations

Offensive Defensive
Counterair Counterair

Figure I-2. Joint Counterair Operations

b. OCA operations are the preferred method of countering air and missile threats because
they reduce the level of the threat that defensive forces must face. OCA operations range
throughout enemy territory, generally are conducted at the initiative of friendly forces, and
normally are a high priority aslong as an enemy has the air and missile capability to threaten
friendly forces and conduct aeria surveillance and reconnaissance in friendly airspace. OCA
operations a so include targeting those assets that directly or indirectly enable enemy airpower,
such as petroleum, oils and lubricants, airfield facilities, missile reload and storage facilities,
aircraft repair structures, command and control (C2) facilities, etc. OCA includes the four
operations briefly described as follows:

(1) Attack Operations. Attack operationsincludetargeting enemy air and missleforces
onthesurfaceand theinfrastructure and systemsthat contributeto their capabilities. Some Services
refer totheseas” srike’ operations.

(2) Suppression of EnemyAir Defenses(SEAD). Activity that neutralizes, destroys, or
temporarily degrades surface-based enemy air defensesby destructiveand/or disruptivemeans.
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(3) Fighter Escort. Fighter escort includesproviding dedicated protection sortiesby air-
to-air cgpablefightersin support of other offensivear and air support operationsover enemy territory
orinaDCA roleto protect aircraft such ashighvauearborneassats (HVAAS).

(4) Fighter Sweep. Fighter sweep isan offensive mission by fighter aircraft to seek
out and destroy enemy aircraft or targets of opportunity in adesignated area.

Detailed discussionsof thesemissonscan befound in Chapter 1V, “ Offensive Counterair Planning
and Operations.”

OFFENSIVE COUNTERAIR IN THE DESERT

Each of the pilots of four F-15Cs from the 58th Tactical Fighter Squadron
was flying his first combat mission on 17 January [1991], sweeping for Iraqi
fighters. Around Baghdad, “The whole ground was red with Triple-A fire as
far as you could see,” recalled one pilot. The four F-15s were inbound
toward Mudaysis airfield when two Iraqgi Mirage F-1 fighters took off and
headed for them at low level. Using the look down, shoot down radar
capability, one F-15 fired an AIM-7 radar-guided missile and saw the F-1
explode. The Iragi wingman, evidently startled by this disaster, created an
even greater one for himself when he turned right and dove straight into
the desert floor.

SOURCE: 58th TFS Unit History
cited in DOD Final Report to Congress,
Conduct of the Persian Gulf War, April 1992

4. Defensive Counterair Operations

DCA isdefined as* dl defensive measuresdesigned to detect, identify, intercept, and destroy
or negate enemy forces attempting to penetrate or attack through friendly airspace” DCA
operations include both active and passive defense measures to protect friendly forces, critical
assets, population centers, infrastructure, etc. Thegoal of DCA operations, in concert with OCA
operations, is to provide an area from which forces can operate, secure from air and missile
threats. DCA operations are conducted using both active and passive air and missile defense
(AMD) measures. Since DCA operations employ weapon and sensor systems within the same
airgpace, these operationsare subject to JFC-approved weapons control proceduresand airspace
control measures. DCA operations must be integrated with OCA operations and all other joint
force operations.

Further discussion of responsbilities for developing weapons control procedures and airspace
control measures can be found in Chapter 111, “ Counterair Planning.”

a ActiveAir and MissleDefense. ActiveAMD isdirect defensive action taken to destroy,
nullify, or reduce the effectiveness of air and missilethreatsagainst friendly forcesand assets. It
includes the use of aircraft, air defense weapons, missile defense weapons, electronic warfare
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(EW), sensors, and other avall ablewegpons/cgpaiilities. 1dedly, integration of sysemswill dlow fora
defenseindepth, with the potentiad for multipleengagementsthat increasethe probability for success.
Bothar defenseand missledefenseareclosdy integrated toform anessentid capability within DCA.
Whilear defense”incdudesdefens vemeasuresdesignedto destroy attacking aircraft or misslesinthe
atmogphere, or to nullify or reducethe effectivenessof such attack,” missiledefenseisrecognized as
uniquebecauseof thes gnificanceof themisslethreat and thedifficulty of thedefense. Missledefense
isdefined as* defens ve measures designed to destroy attacking enemy missiles, or tonullify or reduce
theeffectivenessof suchanattack.” AMD assetsusudly provide complementary and overlapping
coverage. For example, whilemost DCA assetshavethecapability todefend againg arcraft and cruise
missile (CM) attack, fewer DCA assetshave acapability to defend againgt theater ballisticmissile
(TBM) atack. However, of those DCA assetswith acgpability todefend agang TBMsnot dl candso
defend againg aircraft and CMs. Ingenerd, whilethetermair defenseincludesaircraft and missiles,
whenever gppropriatein context, theterm missiledefense or air and missile defense should be used.
Also, inadditiontointerceptionsof enemy aircraft and missileattacks, activeair defensemissions
includefighter escortfor HVAAS

b. Passve Air and Missle Defense. Passive AMD is al measures, other than active
AMD, taken to minimize the effectiveness of hostile air and missile threats against friendly
forces and assets. These measures include detection, warning, camouflage, conceal ment,
deception, dispersion, and theuse of protective congtruction. PassveAMD improvessurvivability
by reducing the likelihood of detection and targeting of friendly assets and thereby minimizing
the potentia effects of adversary reconnaissance, surveillance, and attack. Passive defense
measures are consdered the same for AMDs with one exception: detection and warning of
ballistic missile (BM) attack isnormally provided by supporting assets from outside the theater/
joint operations area (JOA), not loca air control/AMD assets.

Further discussion of DCA can be found in Chapter V, “ Defensive Counterair Planning and
Operations.”

5. Integrating and Synchronizing Joint Counterair Operations

a Although OCA and DCA are considered separate operations, they must be mutually
supporting to facilitate unity of effort. Many of the same forces may be required for both OCA
and DCA operations, and early, continuous, and close coordination is required. Leveraging a
mixture of capabilities from components bolsters the friendly force potential and likely will
frustrate the enemy’s ability to defend itself. Synchronization of OCA and DCA operationsis
vita to avoid duplication of effort and help prevent fratricide.

b. Consderationsfor integrating and synchronizing OCA and DCA:

(1) A single commander with an adequate C2 system should be responsible for both
OCA and DCA operations.

(2) Aninteroperable, and robust C2 system from the JFC/joint force air component
commander (JFACC) through the component commandersand down to thetactical unitsmay be

-6 JP3-01



Introduction

requiredtofacilitatethe centrdized planning and direction and decentralized executionnormaly required
for counterair. The C2 system should beableto seamlesdy flow information and warningsand to
control assetsfrom onemiss on/task to another, based onthedaily requirementsto support the JFC's
operation/campaign. Communicationsarchitectureisacritical ement for counterair duetothetime-
sengtivity of sometargets TheC2 sysemmust connect sensorstointelligencenodesand decisonmeakers
andto operatorsthroughout the operationa area.

(3) Commanders must integrate counterair capabilities and optimize the balance
between OCA and DCA strengthsand vulnerabilities. For example, destruction of BMsprior to
their launch provides greater force protection than engaging them in flight. These prelaunch
attacks must be planned and synchronized with the overall DCA scheme to maximize the
effectiveness of resources.

c. Most units of the components of the joint force must rely on the defensive coverage
provided by US Navy Aegiscruisers and destroyersand USArmy air defense systemsfor TBM
defense. Also, the theater counterair effort must be capable of coordinating and synchronizing
its planning and actions with other theaters and worldwide integrating headquarters such asUS
Strategic Command (USSTRATCOM) and its subordinate Joint Functional Component
Command for Integrated Missile Defense (JFCC-IMD).

Offensive counterair and defensive counterair operations use many of the
same sensors, weapons, and command and control systems.
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d. OCA and DCA operaionsrequiresharing many of thesamesystems(i.e., Sensors, wegpons,
and C2), sointegration of thecomponent assets, aswell assynchronization of their useisnecessary for
unity of effort.

6. Air and Missile Threats

a Potential adversary air and missile threats continue to grow in numbers and capabilities.
Expanded technology and proliferation of TMs, whichinclude CMs, TBMs, and ASM's, expand
the scope and complexity of protecting friendly forces and vital interests.  The proliferation of
WMD, coupled with a conventiona means of ddivery (i.e., aircraft, CMs, or BMs), greetly
increases potential lethality of any adversary and elevatestheimportance of employing arobust
counterair capability to protect US and friendly forces and areas.

b. Other trends also complicate the counterair mission. The detection capabilities,
engagement ranges, mobility, and lethaity of SAM systemsand fighter aircraft havesignificantly
increased. CMs and unmanned aircraft systems (UASs) also present elusive targets and will
remain difficult to detect, identify, and engage.

c. Adversariesmay employ areadenia strategiesdesigned to prevent the protected buildup
of US forces. Most “anti-access’ strategies today rely in some measure on the threat or
employment of advanced aircraft and/or missilesthat may be employed alone or in coordinated
operations with other areadenial capabilities. Targets may include attacks on the infrastructure
supporting US power projection capability (e.g., segports, airfiel ds, and communications networks)
or relevant military and political targets. In thisenvironment, the use of WMD cannot be ruled
out. Since nations can acquire modern TMs rather cheaply, the number of countrieswith a
small but lethal offensive missile capability will continue to increase. The JFC aso must
assessthe cross-theater BM threat from a state/non-state that possesses long-range missilesand
may be aligned with the adversary.

d. Military arcraft and missiles aso can be instruments of political coercion. Political
targetsinclude civilian popul ation centersand government, cultural, and religious structuresand
locations. Inaddition, propagandava ueexistsin attacking US and multinational forces (MNFS)
to show their vulnerability, particularly in rear areas.

e. For agiven operation/campaign, proper assessment for counterair planning should take
into account the possibility that initial enemy attacks may employ TMsin conjunction with
aircraft and unmanned aerial systems against a variety of targets. ADA dites, C2 eements,
communications nodes, air facilities, seaports, logistic centers, key civilian facilities such as
power and water plants, nuclear delivery systems, storage sites, and industrial complexes.

7. Supporting Homeland Defense
a Thereisnohigher priority thanthe security and defense of theUShomeland. Proliferation

of advanced technologies for missiles, guidance systems, and WMD warheads have increased
the potential missile threat to the homeland. There are potential adversaries with access to
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WMD and potentidly crediblearcraft or missleddivery sysems—such athrest will increasewithtime.
Thisissgnificant becausethe predominant threat isnot from acompeting superpower, but morelikely
fromtheddiberatelaunch of aBM froma*“roguestate,” failed sate, or terrorist group. Deterrenceis
not possibleagaing somethreats. Although thispublication primarily focuseson countering theater air
andmisslethresats(i.e., thoseaffecting an overseasgeogrgphic CCDR’ sareaof respongbility (AOR)/
asubordinate JFC'sJOA), the concepts, activities, and capabilitiesdiscussed dso apply to countering
arandmisslethreastsagaing thehomeand.

b. The Commander, North American Aerospace Defense Command (CDRNORAD), is
tasked to provide aerospace warning for North Americathat conssts of the detection, validation,
and warning of an attack against North America, whether by aircraft, missilesor space vehicles.
CDRNORAD is aso tasked to provide the aerospace control for North America that includes
surveillance and control of Canadian and US airspace. The Commander, USSTRATCOM
(CDRUSSTRATCOM) supports CDRNORAD by providing the missile warning and space
surveillance necessary to fulfill the US commitment to the North American Aerospace Defense
Command (NORAD) agreement. CDRUSSTRATCOM al so providesintegrated tactical warning
and/or attack assessment of space or missile attacks on the continental United Statesand Alaska
to the Commander, US Element NORAD, should CDRNORAD be unable to accomplish the
assessment misson. CDRUSSTRATCOM provides the same warning and attack assessment
for BM launches to the Commander, US Southern Command (CDRUSSOUTHCOM) for
homeland defense of Puerto Rico and USVirgin Idands, the Commander, US Pacific Command
(CDRUSPACOM) for homeland defense of Hawaii and US Pacific idand territories, and to
other geographic CCDRs worldwide.

Rapid proliferation of theater missiles expands the scope and complexity
of protecting friendly forces and vital interests.




Chapter |

SR

. .-" I | I:i =) :--_'- - - -.‘ .-r__l- = ” -
North American Aerospace Defense Command air patrol over Washington DC
supporting homeland defense.

c. The Commander, US Northern Command (CDRUSNORTHCOM) is the supported
commander for homeland defense within that AOR, minus the air and CM defenses for which
CDRNORAD (or the Commander, US Element NORAD) is the supported commander in
accordance with the NORAD Agreement, NORAD Terms of Reference, eitc. CDRNORAD is
currently dlocated forcesto conduct thosemiss onsby the Operation NOBL E EAGL E Execute Order.
CDRUSNORTHCOM isrespongblefor air operationsouts dethe scopeof the NORAD agreements
dongwithlandand maritimedefensewithinthat AOR. CDRUSPACOM and CDRUSSOUTHCOM
areresponsblefor defense of UShome andswithintheir AORsincluding countering air and missile
thrests.

d. If offensve operations are necessary to protect the homeand, CORUSSTRATCOM
may provide global strike in complete coordination with a supported/supporting geographic
CCDR, as directed by the President. Or, an overseas geographic CCDR (or subordinate JFC)
may be tasked to support homeland defense by preemptive attack of hostile missile threats or
DCA support after the launch of ahostile missile. Because of the time-sengitivity of apotential
missile threat after launch, geographic and functional CCDRs should have plang/agreements
with appropriate operating proceduresfor offensive operations overseas supporting AMD of the
homeland and other friendly nations as may be directed by proper authority.

Refer to Joint Publication (JP) 3-27, Homeland Defense, for additional discussion of homeland
defense.
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8. Global Missle Defense

Theprdliferationof WM D and missletechnol ogy requiresaglobd missledefense(GMD) cgpability
for defense of thehomeland and overseastheaters. The Unified Command Plan (UCP) taskseach
CCDRwith* Deterring attacks against the United States, itsterritories, possess onsand bases, and
employing gppropriateforceshould deterrencefal.” Each CCDR thereforebecomesthe” supported”
commeander for dl operationsaimed at defeating BM threetstotherespectiveAOR. For TBM defense,
aCCDR may contral dl dementsinvolved. However, astherangeof athreat missileincreases, sotoo
doesthepotentia cross-AORimpact that it has. Thelinksfrom sensorsto decis onmakersto shooters
must occur rapidly and reliably, often acrosstraditiona geographicand AOR boundaries. For example,
amissile launch that crosses AOR boundaries complicates C2 of defensive assets and requires
coordinationamongs multiple CCDRs. TheUCPegtablished CDRUSSTRATCOM asthecoordingting
authority for planning and integrating GMD operations. All CCDRs (and their subordinate JFCsas
gpplicable) coordinatetheir GM D planning and support with CDRUSSTRATCOM (JFCC-IMD).
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CHAPTER 11
COMMAND AND CONTROL

“Our superiority in precision munitions, stealth, mobility and command, control,
communications, and computers proved to be decisive force multipliers.”

General H. Norman Schwarzkopf
Commander, US Central Command
1991

1. Genera

Thegrowing capabilitiesof air and missilethreats (speed, range, accuracy, sedlth, lethality)
and their proliferation require joint forces to be more responsive, flexible, and integrated in
order to effectively counter those threats. The manner in which a JFC organizesforces directly
affects thelr responsiveness and versatility. Based on the dtuation, the JFC normally tailors
forcesto the specific tasksto enabl e effective spans of control, responsiveness, tactical flexibility,
and protection. Because the counterair mission can involve al components of the joint force,
clear command relationships and properly assigned responsibilities are essentia for effective
and efficient operations.

SECTIONA. COMMAND RELATIONSHIPSAND RESPONSIBILITIES
2. Command Relationships

a. The JFC organizes forces, establishes command relationships, assigns responsibilities,
and promulgates necessary coordinating ingtructions. The organization should be sufficiently
flexibleto meet the planned phases of contemplated operationsand any subsequent devel opment
that may require a change in plans. In operations of limited scope or duration, the JFC may
organize and conduct counterair operationsusing thejoint force staff (the operationsdirectorate,
[J3]). If the JFC designates a JFACC, the JFC also normally designates the JFACC as the
supported commander for the counterair mission. Asajoint missionarea, counterair isconducted
by al componentswith the necessary capabilities, with the JFC/JFACC ensuring unity of effort,
centralized planning and direction, and decentralized execution. The JFC determines the most
appropriate command relationships for the component forces/capabilities made available for
counterair. Regardless of thecommand relationship, all counterair forcesare subject totherules
of engagement (ROE), airspace control, weapons control measures, and fire control orders
established by the JFACC, areaair defense commander (AADC), and/or airspace control authority
(ACA) and approved by the JFC. Additionally, theAADC will begranted the necessary command
authority to deconflict and control engagements and to exercise real-time battle management.

b. JFACCs, as functiona component commanders, normally have operationa control
(OPCON) over only their own Service component forces and tactica control (TACON) or
direct support of the other Service/functional component forces/capabilities made available for
tasking. For example, air sortiesmadeavailablefor tasking normaly are provided under TACON
while surface-based AMD forcesare provided in direct support with mission-type orders. Those
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other component forcestypically remain under the OPCON of their Service/functional component
commanders. All command rel ationships (especialy support rel ationships) between the JFACC,
AADC, and other joint force component commanders must be clearly established by the JFC.

¢. When the JFC organizesthejoint force, in addition to a JFACC, the JFC also normally
designatesan AADC and anACA. Normaly, the JFC designatesthe JFACC astheAADC and
ACA, becausethethree functions are so integral to one another. Those functions are described
in this chapter, paragraphs 6b, 7, and 8, respectively.

(1) If the situation dictates, the JFC may designate an AADC and/or ACA separate
fromthe JFACC. Inthat case, the JFC must clearly establish the command relationships of the
JFC and the JFACC totheAADC and the ACA. Thefunction of theACA isintegral to both the
JFACC and AADC, =0 either may be designated the ACA, if not designated separately by the
JFC.

(2) If the situation requiresthe JFACC, AADC, and ACA not be the sameindividua,
close coordination among al is essentia for unity of effort, synchronization/deconfliction of
operations, and prevention of fratricide.

See JP 3-30, Command and Control of Joint Air Operations, for details regarding the JFACC,
AADC, and ACA; and JP 3-52, Joint Doctrine for Airspace Control in the Combat Zone, for
additional details about the ACA and airspace control.

3. Supported and Supporting Combatant Commanders

a. Supported Combatant Commander. The supported CCDR is designated by the
Secretary of Defense in the appropriate warning/alert order. The supported CCDR may retain
direct responsibility for the campaign or operation asa JFC or may designate asubordinate JFC,
(acommander, JTF) to plan and execute it.

b. Supporting Combatant Commanders. Inthesamewarning/aert order that designates
the supported CCDR, the Secretary of Defense designatesthe supporting CCDRs based on their
capabilities. Three typica supporting functionad CCDRs are Commander, US Transportation
Command, who supports force deployments and movements, CDRUSSTRATCOM who
coordinates and integrates missile defense planning effortsto minimize operationa seamsacross
AOR boundaries, provides missile launch warnings, as well as space and strategic forces/
capabilities; and Commander, US Joint Forces Command (CDRUSJFCOM), who providesUS-
based forcesand capabilitiesto geographic CCDRs. A geographic CCDR aso may betasked as
supporting commander. The latter may happen when a conflict is on or near the boundaries of
adjacent geographic combatant commands and forcesfrom asupporting CCDR will be attached
to the supported CCDR. Another common example is federated intelligence support between
CCDRs, as described in JP 2-01.3, Intelligence Preparation of the Operational Environment.
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c. Thesupported CCDR inan overseastheater may concurrently betasked for asupporting
relationship with afunctional CCDR or one of the geographic CCDRswith ahomeland defense

respongbility.

Refer to JP 1, Doctrine for the Armed Forces of the United States, for further information on
command relationships and authorities.

4. Joint Force Commander

a Primary responshilitiesof the JFC asthey apply tojoint counterair includethefollowing:

(1) Develop and maintain aC2 system to unify the employment of subordinate forces
in carrying out assigned counterair missions.

(2) Develop and produce joint operation plans (OPLANS) for joint counterair and
airgpace control or delegate authority to subordinate commanders.

(3) Egtablish appropriate command relationships for the component commanders.

(4) Define and assign operationa areas within which subordinate joint forces will
operate.

(5) Assigntasks, functions, and responsbilitiesto, and direct coordination among, the
subordinate commands to ensure unity of effort in accomplishing joint counterair missions.

(&) Desgnatean AADC and approvean areaair defense plan (AADP) developed
by theAADC in conjunction with thejoint force components. TheAADPa so may beintegrated
into alarger GMD plan devel oped by direction of the supported CCDR and in coordination with
USSTRATCOM.

(b) Designate an ACA and approve the airspace control plan (ACP) developed
by the ACA in coordination with the joint force components.

(c) Establish a theater air and missile warning architecture to share warnings
with joint force components, alies, interagency entities, and HN agencies, as required by
agreements.

(6) Egablish, coordinate, and disseminate ROE to all subordinate commanders.

(7) A supported JFC normally designates a space coordinating authority (SCA) to
coordinate joint space operations and integrate space capabilities. Based on the complexity and
scope of operations, the JFC can either retain SCA or designate acomponent commander asthe
SCA.
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b. TheJFC sdtaff assgtsinthedecison-making process. Thedtaff’ssolefunctioniscommand
support anditsonly authority isdelegated toit by the JFC. Thestaff plans, monitors, advises, and
coordinatestheabovelisted JFC respongbilities. The JFC hastheauthority and | atitudeto organizethe
daff and assgn respongbilitiesto ensureunity of effort and accomplishment of assigned missons(to
includejoint counterair operations). Thecomposition of thestaff normaly reflectsthe compostion of
thejoint forceto ensurethoserespons blefor employingjoint forceshavethorough knowledgeof totd
forcecapabilities, needs, andlimitations. Normally, each saff divisonisresponsblefor agpecificarea
andisrequiredto coordinateitsactions, planning, and progresswith other concerned divisonsand
agencieswithinthecommand. Theprimary staff divisonsand their responsibilitiesarediscussedin
detail in JP3-33, Joint Task Force Headquarters.

5. Service Component Commanders

a The Service component commandersarerespons blefor making availabletothe JFACC
those counterair forces/capabilities not required for their primary roles and tasks per the
apportionment guidance by the JFC.

b. Service component commandersare responsiblefor passing warnings of air and missile
attacks to their forces and for establishing the means of C2 for the decentralized execution of
counterair operations. Some of the Service components are capable of establishing regional/
sector ar defense (AD) commandsand providing theregiond air defense commanders(RADCs)/
sector air defensecommanders (SADCs). Thefollowing areelementsof the Service components
that support counterair:

(1) Army. Thecommander, Army air and missiledefensecommand (AAMDC), isthe
Army forces(ARFOR) operationd lead for counterair operationswho ensurestheARFOR contribution
isproperly planned, coordinated, integrated, and synchronized. TheAAMDC providesasgnificant
focuson countering adversary offensiveair and misslecapabilities, especialy the TM threat. The
commander, AAMDC, isnormally designated thethesater Army air and missile defense coordinator
(TAAMDCOORD) for thetheater Army commander or thejoint forceland component commander
(JFLCC), if oneisestablished. Asapproved by the JFC, the AADC may designatethecommander,
AAMDC asadeputy areaair defensecommander for air and missiledefense(DAADC[AMD]) in
support of theAADC for DCA operations. TheAAMDC isresponsible for balancing the Army
counterair assets/cgpabilitiesbetweentheArmy/JAL CC maneuver unitsand thetheeter leve requirements
edtablishedinthe JFC approved defended asset list (DAL ) and theAADP. TheAAMDC ensuresthat
Army theater AMD operationsareinterndly coordinated and properly integrated with thejoint force
andMNFs. TheArmy providesC2, sensors, and wegpon systemsfor counterair, but doesnot provide
the capability for regiona/sector ar defense commandswithin theland component areaof operations
(AO). Regional/sector ar defense commandsare normally provided by C2 dements(control and
reporting center [CRC], tacticd air operationscenter [ TAOC], or Aegis) of the other components.

(2) Navy. Itisaninherent capability for theNavy forces(NAVFOR) to provideflest AMD
inaccordancewiththeir compostewarfarecommanddoctrine. DCA for maritimehighvaueassatsis
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therespongility of thear defensecommander (ADC) whoisnormdly deployed onanAegis-equipped
cruiser or destroyer. TheNavy hasanintegrated AMD capability, and when directed, anADC may
functionasaSADC/RADC. TheNavy canprovideaJFACC and/or anAADC, especidly for maritime-
centric operationssuch asan amphibiousforcibleentry operation. TheNavy OCA capability canbe
employed theater-/JOA-wide, but ther DCA cgpability isnormdly withinthemaritimeareaof operations
(AO).

(3) MarineCorps. The Marine Corpsforces (MARFOR) task organizeasaMarine
air-ground task force (MAGTF) that remains under the OPCON of the commander, MARFOR
(COMMARFOR). The COMMARFOR makes OCA or DCA sorties available for counterair
over MARFOR requirementsand under TACON of the JFACC/AADC. MAGTF antiair warfare
(AAW) assetsvary according to the size of theforce, but are primarily dedicated to protection of
the MARFOR. MARFOR air assets are made available for counterair through the air
apportionment decison. The MAGTF can provide ajoint SADC for alimited scope operation
utilizing their tactical air command center (TACC) and its subordinate elements.

(4) Air Force. Counterair is a primary function of the Air Force forces (AFFOR)
duringjoint operations. TheAFFOR can make avail able sensor systems, C2 systems, and weapon
systemsand iscapableof providing oneor more RADCs'SADCsthroughout the JOA, including
within the land component AO. The Air Force operates a number of air and space operations
centersworldwide. For joint operations, one of thesewith suitablejoint augmentation iscapable
of being used asajoint air operations center (JAOC). The commander, AFFOR (COMAFFOR)
maintains centralized control of air operations through the Air Force air and space operations
center and the daily air tasking order (ATO). Decentralized execution of the ATO is normally
accomplished by subordinate air commanders using elements of the theater air control system
(TACS). The CRC may be used as the core element for an air defense region/sector and can
monitor/direct implementation of airspace control, identification (ID), and weapons control
procedures. For alarge-scale, extended campaign, the COMAFFOR may provide appropriate
elements of the TACS(i.e., CRCs and the Airborne Warning and Control System [AWACS]) in
support of joint air operations and counterair operations. If required, severd CRCs may be
provided to cover various operationa areas within the JOA. AWACS may provide an initial
TACS capability inthe JOA until the CRCsare deployed and operational. TheAWACS provides
elevated sensorsand radiosfor operational reach and in operationsof alimited scopeor duration
can provide some of the functions of a CRC such as monitor/control airspace, 1D, and weapons
control procedures.

C. The Services support a complex array of air control/integrated AMD, air-ground, and
C2 systemsthat areintegrated into the airgpace control system (ACS), theater air-ground system
(TAGS), and integrated air defense system (IADS).

For more information on TAGS, see Fiedd Manual (FM) 3-52.2/Marine Corps Reference
Publication (MCRP) 3-25F/Naval Tactics, Techniques, and Procedures (NTTP) 3- 56.2/Air Force
Tactics, Techniques, and Procedures (Instruction) (AFTTP[1]) 3-2.17, Multi-Service Tactics,
Techniques, and Proceduresfor the Theater Air-Ground System (TAGS).
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6. Functional Component Commanders

a Functiona component commandsserveto easetheburden onthetheater and JTF gaffs, free
the JFC tofocusmore on strategi c agpectsof thecampaign, and provideindividud air, land, maritime,
and SOF heedquartersfor coordination with the other components. The JFC assgnsrespongbilitiesto
and establishescommeand rdaionshipsamong thefunctiond component commanders toindudeplanning,
organizing, coordinating, and executing functiona areajoint operationsbased on the JFCsconcept of
operations.

b. Joint Force Air Component Commander. The JFC will normally designate
responsibility for counterair to a JFACC. Normaly, the JFACC is the Service component
commander having the preponderance of air assets and the capability to plan, task, and control
joint air operations. The need for a JFACC is based on the JFC's overal mission, concept of
operations, missions and tasks assigned to subordinate commanders, forces available, duration
and natureof joint air operationsdesired, and the degree of control requiredfor joint air operations.
Thefunctionsof the JFACC, AADC, and ACA must beintegrated to ensurethat joint air
operations, OCA, DCA, and air space control arefully integrated and synchronized. The
responsibilities of the JFACC, AADC, and ACA are interrdlated and are normally assigned to
oneindividual, but they may be assigned to two or more individuals when the situation dictates.
Based on the gituation, if the JFC decides not to assign the JFACC, AADC, or ACA as one
individua, then close coordination between al three positionsis essential.

(1) The JFACCs normally have OPCON over their own Service component forces
and TACON or direct support of the other forces/capabilities made available to the JFACC for
tasking. The JFACC generaly uses centralized direction and planning with decentralized
execution for counterair operations. This pardlels the JFACC using centraized control with
decentraized execution for joint air operations. Thesearenot to be confused withthe surfaceair
defense control modes of centralized control, when higher echelon air defense unitsdirect target
assgnmentsover ther fireunits, and the normal mode of decentralized control, when the higher
echelon monitorsfireunit actions, making direct target ass gnmentsto unitsonly when necessary
to ensure proper fire distribution or to prevent engagement of friendly aircraft.

(2) Theresponsibilitiesof the JFACC normaly include, but arenot limited to, joint air
operationsplanning, coordinating, alocating, and tasking, based on the JFC' sconcept of operations
and air apportionment decision. Other responsibilities of the JFACC relating to joint
counterair operationsinclude the following:

(8) Deveop, coordinate, and integrate joint counterair planning with operations
of other components for JFC approval.

(b) Makean air apportionment recommendation to the JFC, after consulting with
other components and supporting commanders, which includes counterair, strategic attack,
interdiction, and close air support.
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() Providecentrdizeddirectionfor alocating and taskingjoint counterair cgpabilities
andforcesmadeavailableby the JFC.

(d) Providel O graegiestoneutrdizeenemy ar and misslethreatswhile preserving
friendly offensveand defengvecapahility.

(e) Perform the duties of the AADC when directed by the JFC.
(f) Perform the duties of the ACA when directed by the JFC.

(3) TheJFACC plans, directs, and executes counterair operationsthroughout thetheater/
JOA in accordance with JFC guidance and priorities. The JFACC normaly is the supported
commander for the JFC'soverall counterair effort, and therefore determinesthe priority, timing,
and effects of counterair fires throughout the theater/JOA. When the JFC designates land/
maritime force commanders, they are the supported commanders within their designated AOs
and they synchronize maneuver, fires, and interdiction within their AOs, to include prioritizing
targets, effects, and timing of fires. The JFACC, as the supported commander for counterair
throughout the theater/JOA, hasthe latitude to plan and execute JFC prioritized missonswithin
aland or maritime AO in coordination with that land or maritime force commander.

(& Althoughthe JFACC normally hasthelatitudeto plan and execute high-priority
counterair operations and to attack targets within the land and maritime AOs, the JFACC must
coordinate specific counterair operations with those component commanders to avoid adverse

Successful counterair operations require coordination, integration, and
deconfliction with other component operations.
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affectsandfratricide. If counterair operationswould have adverseeffectswithin acomponent’' sAO,
thenthe JFACC must adjust the plan, resol vetheissuewith that component commeander, or consult with
the JFCfor resolution.

(b) TheJFCmay desgnateand prioritizecartantime-sengtivetargets(TSTs) that require
immediateactionwhenever andwherever those TSTsarefound. 1ndoing so, the JFC hasassessed and
goprovedthehigher risk for thet priority target. TheJFACC, JFL CC,jaint for cemar itimecomponent
commander (JFMCC), and joint special operations component commander must plan,
coor dinate, and rehear sshow the JFACC will engage T STswithin theland and maritimeAOs
and thejoint special oper ationsar eas.

(4) A JAOC normaly functions as the JFACC's principa operations center. It links
with national and theater sensors, intelligence, communications, and component operations
centers. The Service component commanders dua-designated as JFACCswill normally usethe
organic air operation center to form the core of the JAOC. Other component commanders
normally will augment the JAOC. The successof the JAOC rests on the expertise of component
liaisons such as the Army battlefield coordination detachment (BCD), nava and amphibious
liaison dement (NALE), Marineliaison officer (MARLO), the specia operationsliaison dement
(SOLE), and the AAMDC element. These liaison elements enhance coordination between the
JFACC and their component commanders. The COMAFFOR (as a Service component
commander or when the JFACC) normally will provide an air component coordination element
(ACCE) asliaison to theland force component commander, and to the JFC or other component
commanders as necessary to facilitate effective joint air operations and support. The ACCE
represents its respective component commander on time-sensitive and critical issues. The
component operations centers and liaison elements facilitate the planning, coordination,
integration, and deconfliction of al joint counterair operationswith other component operations.

(5) AnlADS normally is established by the JFACC/AADC for DCA, and the JAOC
normally would bethefocal point of thel ADS. ThelADSisarobust integration of the Services
AMD capabilities and comprises sensors, weapons, communications networks, C2 systems,
intelligence systems, and personnel. The IADS dlows the JFACC/AADC to optimize mutual
support with the strengths of the Services' capabilitieswhile “covering” for their limitations.

Refer to JP 3-30, Command and Control for Joint Air Operations, for more detailed information
regarding the JFACC, the JAOC, and joint air operations.

Refer to FM 3-01.15/MCRP 3-25E/NTTP 3-01.8/AFTTP(l) 3-2.31, Multi-Service Tactics,
Techniques, and Proceduresfor an Integrated Air Defense System, for additional detailsregarding
anlADS

c. Joint Force Land Component Commander. The JFC normally designatesa JFLCC
when the land forces comprise two or more component forces (e.g., ARFOR and MARFOR)
and aJFLCC will provide a better degree of centralized planning and direction for an expansive
or complex land operation. The JFLCC, as a single commander for joint land operations, not
only enhances synchronization of al land operations, but also provides forces/capabilities in
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direct support of thecounterair misson. WhileARFOR and MARFOR maneuver unitshaveorganic
ar defenseassts, they havedifferent counterair capabilities. TheMARFOR hasorganicfixed-wing
arcraft capableof OCA and DCA operations, limited SAM capability, and armed rotary-wing aircraft
capableof limited OCA operations. TheARFOR hasarmed rotary-wing maneuver unitsand ground
based air defense unitseffective against theater missilesand aircraft, but nofixed-wing air defense
arcraft. TheARFOR dsohastheArmy Teacticd Missle Systemfor ashort to mediumrangeoffensve
capability that could beusedin support of OCA.

(1) The MAGTF normaly has an aviation combat element (ACE) sized to support
their ground combat element. The ACE has fixed- and rotary-wing assets with air control and
C2 assets. The MAGTF can support both OCA and DCA operations. The MAGTF normally
makesaircraft sortiesavailablefor counterair tasking under TACON tothe JFACC/AADC. The
MAGTF commander’sair defense battle manager isa SADC whose authority isdetermined by
the ACE commander. The MAGTF air control assets while supporting the ACE are normally
part of the joint force IADS, and if sized to the mission, can function as a sector air defense
command.

(2) Asdiscussed previoudly, the Army component provides an AAMDC integrating
the operationa elements of active air defense, passive air defense, attack operations, and C2
systemsand intelligenceto synchronize Army contributionsto counterair operations. Normally,
the AAMDC is OPCON to the JFLCC and in direct support of the JFACC. The AAMDC
conducts split-based operations to provide the necessary support and deploys liaison teams to
magjor theater C2 headquartersto ensure integrated and synchronized operations. TheAAMDC
also commands al Army theater-level AMD forces.

d. Joint Force Maritime Component Commander. The NAVFOR component of a
JFMCC normally hasarobust integrated, organic air and missiledefense system. The NAVFOR/
JFMCC makes aircraft sorties available for counterair tasking under TACON of the JFACC/
AADC and can provide a sector/regiona air defense command based on an Aegis ship. The
MARFOR may be part of the JFMCC for maritime operations such as an amphibious forcible
entry operation. Onceestablished asalandforce, theMARFOR may remain aService component
force, or may become part of a JFLCC.

e. Jaint Force Special OperationsComponent Commander (JFSOCC). TheJFSOCC
may be designated acommander, joint specia operationstask force (JISOTF). The JFSOCC can
provide OCA support through employment of some of their core tasks such as direct action,
gpecia reconnaissance, unconventional warfare, and 10, normally in enemy territory. These
core tasks represent the collective capabilities of al SOF rather than those of any one unit.
Normally, the JFSOCC has no capability to support DCA outside of self-defense. The JFSOCC
normally providesa SOL E to the JFACC at the JAOC and aspecial operations C2 element tothe
JFLCC.
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7. AreaAir Defense Commander

a TheJFC desgnatesanAADC withtheauthority to plan, coordinate, and integrate overal
joint force DCA operations. The AADC normaly is the component commander with the
preponderance of AMD capability and the C2 and intelligence capability to plan, coordinate,
and execute integrated AMD operations, including real time battle management.

b. Normaly, for a large operation/campaign, the AADC will establish an IADS through
the comprehensive integration of al available component C2 systems and DCA capabilities/
assets. In the interest of decentralized execution, the AADC and RADCS'SADCs should be
granted the necessary command authorities to synchronize/deconflict and control engagements
and to exercise battle management.

c. TheJFCwill definethe command rel ationships between theAADC and other joint force
component commanders. Componentswill providerepresentatives, asappropriate, totheAADC's
headquartersto provide both specific weapon systems expertise and broader mission expertise.
If the JFACC isthe AADC, or they are collocated, those representatives normally are within the
sameliaison elements provided to the JAOC (BCD,AAMDC, NALE, MARLO and SOLE). If
the AADC isnot located at the JAOC, then appropriate liaison eementswill berequired
from the Service/functional components.

d. Withthe support of the component commanders, the AADC develops, integr ates, and
distributes a JFC-approved joint AADP. A critical feature of a joint, integrated plan is a
common operationa picture (COP) (i.e., afused and corrlated air, ground, and maritime picture)
avallablein al supporting C2 facilities.

(1) Theplanasoshould contain detailed weapons control and engagement procedures
for al DCA weapons systems and forces integral to DCA operations.

(2) The plan should be closely integrated with the ACP through the ACA.

(3) The AADP should include 10 measures and actions supporting counterair
operations.

e. Primary responsibilities of the AADC include the following:
(1) Deveop, integrate, and distribute a JFC-approved joint AADP.

(2) Deveopandexecute, incoordinaionwiththeintelligencedirectorateof ajoint saff (F-
2), J-3, communicationssystem directorateof ajoint staff (J-6), andjoint force components, adetailed
plantodisseminatetimey ar and misslewarning and cuenginformationto components, forces, dlies,
coditionpartners anddvil authorities, asgppropriate. Flanningfor BM defenseshouldindudecoordination
for launchwarnings attack assessments, and other agpectsof missledefense, @ther throughthe supported
CCDR or directly with USSTRATCOM, if authorized.
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(3) Deveopandimplement, incoordinaionwiththecomponent commandersandwith JFC
approvd, 1D and combat 1D (CI D) procedures and authorities, and engagement proceduresthat are
goppropriateto counterair.

(4) Establishtimely and accuratetrack reporting proceduresamong participating units
to provide a COP.

(5) Peform the duties of the ACA when directed by the JFC.

(6) Egtablish air defense sectors or regions, as appropriate, and designate RADCg
SADCsto enhance decentralized execution of DCA operations.

(7) Establish appropriate joint, fighter, and missile engagement zones (MEZs) in
coordination with the RADCYSADCs and the ACA.

(8) Appoint DAADC(AMD)sasrequired, to adviseon how tointegrateand synchronize
their Service component DCA capabilities/assets for complex DCA plans and operations.

(9) Ensuredl support assets, including surface-based and space-based early warning
systems, are fully coordinated to support DCA operations.

(10) Make DCA recommendations to the JFC/JFACC after consultation with DCA
representatives from the joint force components. The AADC should prioritize those desired
effects and objectives that may be achieved through the OCA efforts to counter the air and
missile threats.

f. DAADC(AMD). When asgnificant portion of the DCA capability is contributed by a
component other than that of theAADC, asenior officer from that component may be designated
by the JFC or AADC asaDAADC(AMD). DAADC(AMD) responsibilitiesinclude assisting
in AADP development, integrating respective component and multinational AMD into DCA
operations, and advising on ROE, airspace coordinating measures (ACMs), weapons control
measures, air defense warnings (ADW), and respective component AMD operations and
capabilities. Asthe senior Army air defender, the commander, AAMDC normally assumesthe
role of a DAADC(AMD) and advises the AADC on the best distribution of the Army AMD
capabilities between the requirements for the theater level DAL (previously known as echelon
above corps) and maneuver forcesof theARFOR/JFLCC. AsaDAADC(AMD), thecommander,
AAMDC will deploy personnel and equipment to the JAOC. Similarly, the NAVFOR and
MARFOR should be prepared to assign an equivaent position (e.g., Navy ADC or Marine
Corps sector air defense coordinator, respectively) asa DAADC(AMD) when their air defense
expertiseisrequired by the AADC/JFACC.

Note: TheArmy BCD normally deployed to theAir Force air and space operations center or the
JAOC isonly aliaison element. Although the BCD hasan air defense section, responsibility to
integratetheARFOR AMDsresideswith the senior ADA commander, normally the commander,
AAMDC.
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g. RADC/SADC. During complex operations/campaigns conducted in alarge theater of
operations, theAADC may recommend and the JFC may chooseto divide the JOA into separate
air defense regions, each with a RADC who could be delegated responsibilities and decision-
making authority for DCA operations within the region. The AADC and RADC, as approved
by the JFC, may chooseto further divideregionsinto sectors, each withaSADC with appropriate
authority for their respongbilities. Generdly, the regions/sectors are based on geographic size
and obstacles/features overland. The open-ocean and littorals normaly are part of amaritime
region and the RADC/SADC may be afloat, so its compl ete integration with the bordering land-
based RADC/SADC and the AADC is essential to prevent aseaminthe |ADS. Thecoreof a
RADC/SADC isa Service component air control organization with radar and necessary
C2linksupward totheAADC/JFACC/JFC, down to thetactical units operation centers,
and laterally to other RADCS/SADCs.

(1) The maritime component (NAVFOR/JFMCC) normally has the open-ocean and
littorals as a region with a Navy ADC on an Aegis ship. Over land, there may be numerous
RADCSSADCs, normaly operated by the Air Force or the MARFOR. TheAir Force usualy
has a preponderance of capability because of itsrolein controlling air operationsover land. The
role of the Army does not require a capability to operate aRADC/SADC nor an air-to-air DCA
capability. Similarly, the Air Force does not have a surface-to-air defensive capability.

(2) The AADC adso may delegate certain planning functions to a RADC/SADC
concerning the deployment of air and surface DCA assets. In dl cases, the AADC should
establish clear guidance concerning the responsibilities and authorities del egated to the RADC/
SADC.

(3) Each RADC/SADC with a surface-based AD requirement/capability must have
that expertiseon staff and therequisite C2 links. For aNavy/maritime component theintegration
of ar-to-air and surface-to-air capabilitiesisorganicto established fleet air defense. TheMAGTF
also has an integrated organic AD capability. The Air Force must rely on Army augmentation/
liaison for surface-to-air expertise. A Navy or Marine Corps RADC/SADC should have that
Army expertise as aliaison if they rely on an Army air/missile defense capability within their
region/sector. Additiondly, if a ground-based RADC/SADC is being supported by a Navy/
JFM CC surface-based air/missile defense system (e.g., Aegis-equi pped ship), then an equival ent
Navy AD specidist should augment or be liaison to that RADC/SADC.

(4) Army Air Defense Artillery Fire Control Officer (ADAFCO). An ADAFCO is
required in any regiona/sector air defense command in which an Army AMD capability is
employed. The ADAFCO is responsible for coordinating Army AMD for designated assets/
areas on the DAL in that region/sector and for coordinating and monitoring the tracking and
engagement activitiesof individual Army AMD fireunits. TheADAFCO istheAMD engagement
operation subject matter expert to the RADC/SADC on what course of action (COA) Army
AMD unitswould likely follow during any situations, especialy with degraded communications,
and what limitations ROE can have on autonomousArmy AMD units, what tacticsmay bemore
effective, etc. ADAFCO eements should be part of/liaison to any Service component AMD
operations centers that may have control of or support from Army AMD assets. Typicdly, an

11-12 JP3-01



Command and Control

ADAFCO e ement deploysto the appropriate AD region/sector location and isresponsibleto the
RADC/SADC for integrating Army AMD capabilitiesinto that part of thelADS. TheADAFCO
eement should be cagpableof continuous(24-hour) operationsasthesinglepoint of contact betweenthe
AMD firedirection centersand theRADC/SADC, and normally isplaced under thedirect control of
the senior weagpons director, mission crew commander, etc. TheADAFCO must have accessto
dedicated AD communicationlinks(e.g., dedicated AD voicecircuit) withArmy AD C2 nodeswhen
conducting activear defenseoperations. Normaly, anADAFCO should not beplaced onanairborne
warning and control/airborne C2 arcraft that isnot designated asafulltime SADC directing ground-
based AD inconjunctionwith activeair intercepts. Thoseair control typeaircraft normally lack a
dedi cated seat podition and communi cationsfor theADAFCO. However, someoperationsmay require
ADAFCO support onthoseaircraft, sotheArmy and air component plannersmust anticipateand
properly coordinatefor that requirement to ensureeffective use of theavailableADAFCO assets.

8. Airgpace Control Authority

a The JFC designates an ACA (normally the JFACC) who has overal responsbility for
establishing and operatingtheACS. TheACA aso developspoliciesand proceduresfor airgpace
control that are incorporated into an ACP and promulgated throughout the theater/JOA. A key
respons bility of theACA isto providetheflexibility needed within theACSto meet contingency
Situations that necessitate rapid employment of forces.

b. The ACA coordinates use of airspace through the ACP, including integration with the
HN ACS, and synchronizes/deconflicts al user requirements using the airgpace control order
(ACO). The ACA must be able to rapidly implement ACMs in the dynamic counterair
environment to enhance freedom of action of componentswhile preventing fratricide. TheACP
isimplemented by the ACO and al component forcesthat affect joint air operations are subject
tothe ACO. However, thiscontrol of airspace by theACA doesnot imply any type of command
authority (OPCON or TACON) over any air asset.

c. TheACA responsibilitiesfor counterair operationsinclude, but are not limited to:
(1) Link the ACPto the AADP when designating volumes of airspace.
(2) Develop ACMsthat support and enhance operations.

(3) Provide aflexible ACP that can adapt to changing requirements of the tactica
Stuation.

Refer to JP 3-52, Joint Doctrinefor Airgpace Control in the Combat Zone, and JP 3-30, Command
and Control for Joint Air Operations, for more details concerning the ACA, JFACC, and AADC.
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SECTIONB. MULTINATIONAL CONSIDERATIONS
9. Geneal

Most joint operations are now conducted within amultinational context (i.e., an dliance or
codition). Each MNF operation is unique, and the international situation, along with the
perspectives, motives, and values of each MNF member may vary. The JFC (who may be the
MNF commander [MNFC]) must evaluate key considerations and differences involved in
planning, coordinating, and conducting counterair operationsin amultinational environment. A
maor characteristic of operating in the multinational environment is that consensus through
compromise is often essential to success. Within designated command authorities and in close
coordination with the civilian leadership, the MNFC may have responsibilities to both national
and foreign leaders and must be prepared to negotiate with MNF partners when planning and
developing ROE, ACMs, weapon control measures, and other appropriate procedures and
processes such as CID.

10. Command Relationships

a. Thetraditional command rel ationships used by USforces generally may not be possible
with al MNF partners because of politica necessity. Some MNF partners may accept US
command authorities; others may not. In MNF operations, understanding the agreed upon
command relationships and the related command authorities are key to developing the desired
unity of effort for counterair operations.

b. TheJFC should strivefor documented rel ationshi ps such asmemorandums of agreement
and/or status-of-forces agreements to articulate not only command relationships but collateral
support requirements (e.g., security and logistics) between US and MNF members conducting
counterair operations.

¢. The JFC must be aware that many different interpretations of OPCON and TACON
exist among MNF partners, and al must ensure complete understanding of the terms early
during the planning of the operation. The JFACC/AADC may expect no more than TACON
over MNF counterair units/capabilities, and very likely, may have smple support relationships
based on mission-type orders.

Refer to JP 3-16, Multinational Operations, for moredetailson organizing allianceand coalition
command structures and headquarters.

11. Organization

a. No matter how the MNF is organized, the organizational structure and command
relationships must be clearly understood by all commandersand supported by the C2 capability.

b. Some significant organizational considerations affecting counterair include force
capabilitiesand disparities, information and equipment security, unit procedural and organizationa
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differences, culturd differences, language barriers(including differing use of commonterms), and
interoperability of the C2 systems of the MNF components. SeeFigurell-1for alisting of some
principlefactorsaffecting nationa military capabilities.

FACTORS AFFECTING THE MILITARY
CAPABILITIES OF NATIONS

® National Interests ® Leader Development

® Objectives ® Equipment
® Arms Control Limitations @ History
@ Doctrine @ Defense Budget

® Training ® Domestic Politics

Figure II-1. Factors Affecting the Military Capabilities of Nations

(1) Eachnationnormdly establishesanationd center or cell asafocd point toensureeffective
support and contral of itsforces, toincludecounterair forces.

(2) Nationa intelligence systems should be integrated to ensure responsiveness to
counterair operational needs. Because sharing intelligence and warning information isvita to
unity of effort, any issuesrelated to the release of intelligence information and productsto MNF
partners must be resolved early during planning. At dl levels, the senior US officer needsto be
concerned with theissuesof intelligence sharing and releasing of information early in the process
in order to ensure the commander’ s requirements have been clearly stated and understood.

(3) Some nations are particularly senditive to certain force protection measures (use
of flares, security patrols by nationa forces other than their own, arming of force protection
personnel, limiting access of airfield support personnel to aircraft, etc.) Theseissues should be
coordinated ahead of time, and agreements must be continually updated as situations warrant.

(4) Before assigning tasks to MNF units, the JFJACC/AADC should ensure that all
elements can make meaningful contributions to the overal counterair misson. Some partners
may be restricted to the types of targetsthey are permitted to attack and thelevel of risk they are
willing to accept due to domestic politics, arms limitation agreements, or their capabilities.

c. All critical forcesand geopolitical areas should receive adequate protection fromair and
missle threats. Some MNF partners are not uniformly capable of defending against air and
missile threats and may require DCA assets from another theater or nation.
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d. TheJFACC/AADC should consder usingliaison officer stoassessand/or asss MNF
partners counterair capabilitiesand tomaintain span of control and keep for cesconnected at
thetactical level. Also, depending uponthemakeup of the MNF, theneed for interpretersshould be
conddered.

See JP 3-0, Joint Operations, and JP 3-16, Multinational Operations, for further detail concerning
multinational operations.

SECTION C. COMMAND AND CONTROL SYSTEMSAND FUNCTIONS
12. General

Joint counterair operationsrequirereiable C2 capabilitiesthat dlow the JFC/JFACC/AADC
and component commandersto integrate and synchronize/deconflict OCA and DCA operations.
Effective C2 systemsfacilitate centralized planning and direction and decentralized execution,
helping commanders to synchronize geographically separated operations into a unified effort.
C2 systems must support preemptive or responsive OCA operations; while at the same time
detecting, identifying, and tracking threats in order to warn, cue, and coordinate DCA assets,
including providing accurate warnings of enemy missile launches and impact points.

Refer to JP 6-0, Joint Communications System, for details regarding planning communications
systems for joint operations.

13. Requirements, Infrastructure, and Resources

a Reguirements. The C2 systems should be capable of rapidly exchanging information,
interfacing among components, and displaying a COP to all participating components. The
information flow should be as complete, reliable, secure, and as near real time as possible to
support commanders decision cycles. These systems should be flexible enough to alow near
real time retasking and coordination for attacks on TSTs. The C2 architecture among al levels
of command should be survivable, interoperable, flexible, secure, and redundant to the maximum
extent possible. C2 integration includes communications and data links for sensors, weapons
systems, staffs and liaisons, and supporting agencies. Effective C2 systems support unity of
effort during counterair operations by enabling commanders to fuse disparate databases and
geographicaly separated offensive and defensive operations into a single COP that enhances
stuationa awareness and understanding. For every operational € ement involved in counterair
the C2 family of systems must support the following:

(1) Rapid communications and coordination links and procedures.
(2) Datafusion and decision-making nodes.
(3) Warning and cueing systems.

(4) Linksto dedicated weaponssystems, other MNF partnersand/or civilian authorities.
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(5) Verticd, horizontd, technicd, and procedurd interoperability. Counterair C2processes
arebuilt usngexistingjoint and Servicesystemsand capabilities.

b. Infrastructure. The C2infrastructure should consist of interoperablesystemsthat provide
complete coverage for an integrated diverse force spread across a theater/JOA including
congderationsfor any MNF assets. Thesystemswill includelarge, fixed site C2 facilities, small
remote relay sites, mobileland and maritime Sites, and airborne systems. These systems should
be connected to commanders at appropriate decision and execution level stointegrate forcesand
missons. The C2 architecture provides the timely intelligence and operational information
needed to plan, employ, coordinate, deconflict, execute, and sustain joint counterair operations.
These systems also facilitate the integration of counterair with other joint operations viarapid
communi cationsamong commanders, staffs, sensors, weapon systems, and supporting agencies.

(1) Part of that infrastructure is the TAGS, a system of the various component air-
ground systems integrated for planning and execution of air-ground operations. The TAGS
congstsof an overarching joint C2 architecture and Service coordinationlinks. Itisnot aformal
systeminitself but rather the sum of the component air-ground systems operating in the theater.
Itisapplicabletoall theater operationstoincludeair, ground, maritime, and amphibiousoperations.

Refer toFM 3-52.2/MCRP 3-25F/NTTP 3-56.2/AFTTP(I) 3-2.17, Multi-Service Tactics, Techniques,
and Proceduresfor the Theater Air-Ground System, for detailed discussion of the TAGS and the
Service component contribution to the infrastructure.

(2) ThelADSisanother part of the infrastructure that is not aformal system, but an
integration of numerous systemsthat includes not only C2, but sensors, weapons, etc. Although
primarily for DCA operations, some componentsof thel ADSinfrastructure and C2 architecture
comprise acomponent of the TAGS.

Refer to FM 3-01.15/MCRP 3-25E/NTTP 3-01.8/AFTTP(l) 3-2.31, Multi-Service Tactics,
Techniques, and Procedures for an Integrated Air Defense System, for details regarding the
IADS

c. Resources. Service components, the JFSOCC, and specidized joint communications
elements provide the core of the communications capabilities for C2 for the joint force. The
following summarize some of those capabilities that contribute to C2 for various aspects of
counterair:

(1) Air Force C2. TheAir Force TACS provides resources for a C2 infrastructure
that can support theAFFOR or joint operations. The TACSincludesthefollowing elementsthat
function under thetenetsof centralized control and decentralized executionfor joint air operations.

(8 The Air Force air and space operations center is the senior air operations
element of the TACS with the primary function of planning, directing, coordinating, and
controlling air operations. It is capable of operating asa JAOC for the JFACC.
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(b) TheCRC, asaworldwide deployableairspace control and battle management
platform, is employed a the tactical level to support ar operations planning and execution
acrossthe entire range of operations. The CRC operates independently or in combination with
other tactical C2 eements (e.g., Joint Surveillance Target Attack Radar System [JSTARS], the
air support operations center [ASOC], and AWACYS). It supports horizonta integration with
tactical resources and vertical integration with the Air Force air and space operations center. A
CRC is capable of being aregiona/sector air defense center.

(©) TheASOC plans, coordinates, and directsair support for land forces, normally
at corps level and below. It is directly subordinate to the Air Force air and space operations
center and isresponsible for the integration of air operations within its assigned corps sector to
includecloseair support, air interdiction, air surveillance, reconnai ssance, and targeting, SEAD,
theater airlift, and personnel recovery.

(d) JSTARS E-8C aircraft provide near real time surveillance and targeting
information on moving and stationary ground targets, dow-moving rotary and fixed-wing aircraft,
and rotating antennae. These surveillance platforms also provide attack support to friendly
offensvear dementsinall ambient light and weather conditions. Based onthe JFC'sobjectives,
JSTARS supportsthe JFL CC’'sscheme of maneuver aswell asthe JFACC. JSTARSIisconsdered
aHVAA.

(e) AWACSE-3B/C arrcraft isaC2 platform with organic sensorsthat provides
battle management and air surveillancefunctions, that includesairspace management, identifying
and tracking friendly aircraft, detecting, identifying, and tracking enemy air threats for early
warning and air defense purposes; and supports execution of the ATO. AWACSworksdirectly
with other Services AD aircraft and SAM unitssupporting thejoint defenseagainst air breathing
and BM threats. ANAWACS may be designated asaSADC if aCRC or other ground-based C2
node is not in the JOA/AOR. Thisisusualy a short-term solution until a CRC deploys into
theater, or if an operationisof limited scopeor ashort duration. AWACSisconsderedaHVAA.

(20 Army C2Agencies. TheArmy air-ground system (AAGY) isthe control system
for synchronizing, coordinating, and integrating air operations with an Army land force
commander’s scheme of maneuver. The AAGS initiates, recelves, processes, and executes
requestsfor air support and disseminatesinformation and intelligence produced by aerial assets.
Although some elementswithin AAGS (such asthetactica air control party [TACP]) belong to
different Services or other nations, they function as a single entity in planning, coordinating,
deconflicting, and integrating air support operationswith ground operations. TheArmy e ements
of theAAGS cons s of: operations, firesupport, air defense, C2, and coordination/liaison eements.
The Army may utilizefire support e ements of oneform or another, depending on the size of the
organization, for planning, execution and coordination of joint fires, and fire support within the
Army/JFLCCAO. Theseeementscan support OCA operationshby advisingthe Army unit
commander/JFL CC on capabilities and the effective use of assetsand by asssting in the
planning and coor dination of attacks of OCA targetswithin the AO.
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(@ Battlefidd Coordination Detachment. TheArmy providesaBCD astheinterface
for selected battl efield functionsbetween theARFOR/JFL CC and the AFFOR/JFACC. Typicaly, a
BCD iscollocated withthe JAOC. TheBCD supportsOCA oper ationsby advisngthe JFACC/
JAOC on the capabilities and effective employment of ARFOR systems. The BCD passes
JFACC requestsfor ARFOR/JFL CC support for OCA. The BCD assstsinthe synchronization of
jointar operationswithArmy/J-L CC maneuver andfiresand theexchangeof operationd andintdligence
data

(b) AAMDC. For OCA, the AAMDOC, through its attack operations cell, plans,
andyzes, tracks, develops, and nominatesenemy air and TM targets. TheAAMDC should collocate
with, or nearby the JAOC, or providealiaisonelement tothe JFACC. For DCA, theAAMDC isthe
senior ar and missiledefender for both thethesater Army commander/JALCC (asthe TAAMDCOORD)
andtheAADC (astheDAADC[AMD]).

For moreinformation on Army fire support C2 agencies, see JP 3-09, Joint Fire Support.

(3) Navy Tactical Air Control System (NTACS). NTACSistheprincipal air control
system afloat. Thesenior Navy air control agency isthe Navy tactical air control center (TACC)
andthesubordinatearbornedement isthe E-2 Hawkeyeaircraft. TheNavy TACCisresponsible
for planning and conducting naval air operations as well as coordinating operations that affect
airspace. If the JFACC's command operations center is afloat, the Navy TACC may support
operations as the JAOC. The link between the JFACC and nava commanders is the NALE
located inthe JAOC. TheNALE assistsinintegrating naval air capabilities (toinclude counterair
capabilities) to help the JFACC meet JFC objectives through the NTACS.

(4) The Marine Air Command and Control Syssem (MACCS). The MACCS
providesthe Marine A CE commander with the capability to C2 and influence the application of
Marine aviation assets. The Marine air command and control agenciesinvolved in OCA arethe
TACC and the TAOC.

(& TheTACCisthesenior agency for theA CE commander and battlestaff to plan,
command, supervise, anddirect MAGTF ar operations. The TACC maintainscompleteinformation
onthefriendly Stuation, including anintegrated air picturewith ground combat information essentid to
theair effort. It can provideautomated displays, ATO generation equipment, and datalink feeds.
Functiondly, itisdividedintofour mutualy supporting sections: current operations, futureoperations,
futureplans, andair combat intelligence. Thecurrent operationssection executesand assessesthedally
ATO, whilethefuture operationssection hel psdeve op futureATOsand operation ordersfor theACE.
Thefuture planssaction conductsaviation planning in support of thenext mission, or potentid mission,
assignedtotheMAGTFE Theair combat intelligence section supportstheentiretactica air command
center by producing and disseminating aviation-specific, al-sourceintel ligencerequired to planand
executeair operations, toincludecounterair operations. The TACC canprovideasector ar defense
center for limited scope operationsusing the TAOC and subordinate e ements.

(b) TheTAOC stheprincipd ar defenseagency intheMAGTF. Subordinatetothe
TACC, theTAOC providesred timesurvelllance, direction, postivecontrol, and navigationd asssance
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Airborne warning and control aircraft assists in the synchronization of
defensive counterair operations.

forfriendly arcraft. It performsred timedirection and control of al AAW operations, indluding manned
interceptorsand surface-to-air wegpons.

() The MARFOR normally provides a MARLO to the JAOC to serve as the
Service conduit to the JFACC/AADC.

(5) The SOF under aJFSOCC (or acommander, JSOTF designated for an operation)
havetheir ownjoint force C2 architectureand arelinked to and apart of the JFC'sC2 architecture. The
commander, JSOTF, has at |east one secure dedicated C2 network for their operationsand other
networkswiththe SOF Servicecomponents. Although SOF canplay asgnificant rolein OCA operations
and they may sharecommon operationa areaswith the JFACC (both routingy operate degpinenemy
territory), the SOF only control their own operationsor operationsin which they arethe supported
command. The SOF haveno capability for DCA. Therefore, SOF aviation and surfaceactivitiesmust
beclosaly coordinated with al other joint operations, from planning through execution, to provide
synchronization/deconflictionandto prevent fratricide. The SOLE sarvesasthe JFSOCC srepresantative
tothe JFA CC and coordinates, deconflicts, andintegratesal SOF air and surfaceactivity intotheATOs
andACOs.

(6) Joint InterfaceControl Officer (JICO). TheJICOisthesenior interface control
officer in support of the joint multi-tactical data link network (MTN) operations within the
theater/JOA. The JICO isresponsiblefor planning and managing the architecture and technical
integration of joint dataand communications systemsfor theMTN. The MTN componentsare
thetactical datalinks (TDLs) such asLink 11, Link 11B, Link 16, etc. The JICO controls and
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actsasthecoordinating authority for thejoint interfacecontrol cdl (JCC) andfor any regiond interface
control officer (RICO)/sector interfacecontral officer (S CO) for planningand executing TDL functions
that crossregiond and/or sector boundariesor impact thetheater-wideM TN. WhenaJTFisformed,
therewill be only one JICO per JTF, and the ICO will normally belocated in a C2 facility with
connectivity totheprimary TDLs(normdly the JAOC). Theremay be Service componentinterface
control officerslocated at the JCC.

(8 Whenregiona/sector AD commandsare established, the JCO will coordinate
with the RICOs/SICOs designated for those commands. The RICO/SICO coordinates with the
JCO but is responsible to the RADC/SADC for TDL continuity at their level. RICOS/SICOs
may require interface control cells depending upon the complexity of their TDL networks. See
Figurel1-2 for adepiction of that notional MTN interface control structure.

(b) The JICO isresponsbleto thejoint data network operations officer (JDNO)
for the MTN, which isone of four networksin thejoint datanetwork (JDN). Inturn, the JIDNO
is responsible to the JFC for integration of information from the sub-networks into a common
track database used to generatethe common tactical picture (CTP). TheJDN istheprimary feed
to support generation of the CTRP. The CTP and information from the Joint Planning Network
contributes to the COP.

Refer to Chairman of the Joint Chiefs of Saff Manual (CIJCSM) 3115.01, Joint Data Network
(JDN) Operations, and CJICSM 6120.01, Joint Multi-Tactical Data Link (TDL) Operating
Procedures, for full details regarding the JICO and JDN and TDL operations.

“When we started our deployment, we had only the most rudimentary
communications infrastructure in Southwest Asia and the challenge of distance
was daunting. Thanks to good planning and our understanding of the importance
of satellites, we quickly and smoothly transitioned to a mature tactical theater
network.”

General Colin L. Powell, CJICS
December 1990

14. Situational Awareness

a A primary objective the staff seeks to attain for the commander and for subordinate
commandersisstuational awareness— a prerequisitefor commander sto under stand and
anticipate counterair opportunities and challenges. In smplest terms, this results in the
ability “to seefirgt, understand first, and act first” across the full range of military operations.
True understanding should be the basis for information provided to commanders in order to
make decisons. Knowledge of friendly capabilities and enemy capabilities, intentions, and
likely COAs enables commanders to focus joint counterair efforts where they best and most
directly contributeto achieving ar superiority objectives. Further, the JFC' sStuationd avarenessmust
bebroad to includetherel evant actionsand intentionsof MNF partners, civilian agencies, adjacent
commands, higher heedquarters, and HN authorities.
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JOINT INTERFACE CONTROL OFFICER
FUNCTIONAL/COMMAND RELATIONSHIP EXAMPLE

Single AADC/RADC Multiple RADC's

AADC AADC

AADC area air defense commander RICO regional interface control officer
RADC regional air defense commander JICO joint interface control officer

Figure II-2. Joint Interface Control Officer Functional/Command Relationship Example

b. TheJFC usesaCOP asagraphic depiction of thestuationwithinthethester/JOA. The COP
normally indicateslocationsof sgnificant friendly, neutrd, unknown, and enemy forces. The COPis
normally shared with thecomponent commands. TheCOPisnot red timeandisat best near red time.
The COPisdefined asasingleidentical display of relevant information shared by morethan one
commeand. A COPfadilitatescollaborativecounterar planningand assssal echd onstoachievestuationa
awareness. The JFACC normally hasthe COPat the JAOC.

(1) For counterair situational awareness, a properly managed COP:
(8 Reducesthe degree of operational uncertainty.

(b) Allowscommandersto createand control thedynamicsof theoperationd areaand
not react tothem.

(c) Givescommandersmorestuationa awarenessof theoperationa tempo of MNF
andUSforces.
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Reliable command and control capability is required to detect, identify, and
track threats to warn and cue defensive assets.

(d) Reducesdecision-makingtime, thereby dominatingtheopponent’sdecisoncyde.

(e) Givescommanderstheability toidentify, focusand control counterair operations
agang theenemy’scagpabilities.

(f) Allows commander to monitor the execution phase of counterair operations
and assess how well the operations are progressing in accordance with the plan.

(9 Providescommanderswith shared Stugtiond avarenessto coordinetejoint counterair
operations.

(2) An accurate COP requires proper track management that is the responsibility of
thegeographic CCDR or adesignated representative. For asubordinatejoint force, track managers
areassigned at the headquartersand component commandswho areresponsiblefor their reporting
and database management. Track information from the componentsis consolidated in the COP
utilizing data link interfaces.

(3) Thedatalink interfacesused for consolidating thetrack reportstothe COParenormdly
therespongbility of theJ CO. TheJ COandtheJ CO cdl normdly resdeat the JAOCto manageadl
theeter/JOA datalink interfaces. Theremay be Service component interface control officerslocated at
the JCO cdl and theremay besubordinateinterface control officersdesgnated at regional/sector air
defensecommandsto managelinksfor the RADC/SADC who report counterair related tracksupto
the JAOC.
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c. Additiona counterair Situational awarenessis provided by the theater joint intelligence
operations center by processing information/intelligence from surveillance and reconnai ssance
sensors for display on various mediums, including on the COP.

d. Atthetacticd level, the CTPisasourceof Situational awareness. The CTPisan accurate
and complete display of relevant tactical datathat integratestactical information fromthe MTN,
compositetracking network, intelligence network, and ground digital network. The CTPenables
C2, stuationa awareness, and CID, aswell assupporting thetactical elementsof al joint mission
aress, to include counterair operations. The CTP supports the COP.

15. Battle Management

a Battle management is defined as the management of activities within the operational
environment based on the commands, direction, and guidance given by appropriate authority.
C2, including battle management, isthe binding el ement that integrates capabilitiesand operations
within and among joint force commands.

b. Battle management entails visualizing where, when, and with which forces to apply
capabilities against specific threats. The dynamics of the counterair misson often requires
flexibility during decentralized execution that normally takes place at the tactica level. This
flexibility accomplished through battle management dlowsthedirect, oftenrea timemonitoringand
execution of operationsbased on theintent and within thescope of the operationd-level commander’s
orders. Somecounterair examples: AWACSaircraft, withan air battle manager, may providebattle
management of an OCA multistage attack against TSTsusing Tomahawk |and-attack missilesand
arcraft; anAWA CSassging theair-to-air interception of enemy fighter-bombersbeyond visud range;
orthe SADC (at aCRC) usng baitlemanagement of friendly fightersand SAMsto defend assetsinthe
sector againgt anair attack by enemy arcraft and CMs.

C. Successful counterair battle management supports synchronization and integration of
active and passve air defense efforts with other air operations, supporting unity of effort and
reducing the expenditure of resources and the risks of fratricide. For subordinate commanders
and controllers, effective battle management requires situational awareness, managing
available resour ces, directing and controlling the correct action in a timely manner, and
monitoring and assessing the execution.
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COUNTERAIR PLANNING

“Know the enemy and know yourself, in a hundred battles you will be successful.”

Sun Tzu

1. Genera

a The JFC devel ops an operation/campaign plan focused on the enemy centers of gravity
(COGs) while ensuring that friendly COGs are protected. Counterair operations strive for the
degree of air superiority required by the JFC's COA to attain the desired objectives.

b. Counterair requires acombination of OCA and DCA operations based on the JFC's air
apportionment decisions and balanced against the enemy’s potentiadl COAs and air and missile
threats. The integration and synchronization of OCA and DCA, in conjunction with the other
joint missions supporting the JFC, are the bases for counterair planning.

c. This chapter discusses counterair planning in the context of preparation, major
considerations, and enabling capabilities that support both OCA and DCA. This discussion
assumes a JFACC isresponsible for counterair (specifically OCA operations) and an AADC is
responsiblefor DCA operations, whether or not the JFACC isdesignated as both theAADC and
ACA. Thejoint air operations plan (JAOP) and the AADP, as well as other detailed planning
factors, will be discussed in the respective chapters for OCA and DCA.

d. Counterair planning considerations include accurate intelligence preparation of the
operational environment (IPOE) and joint |POE (JIPOE), airspace control, ROE, 1D and CID
requirements, and some major enabling capabilities.

SECTIONA. JOINT INTELLIGENCE PREPARATION OF THE
OPERATIONAL ENVIRONMENT

2. General

Knowledge of the potential enemy isoneof thefundamentalsof joint warfare. Theprimary
purpose of JPOE isto support the JFC's and component commanders’ planning and decision-
making needsby identifying, ng, and estimating theenemy COGs, critica vulnerabilities,
capabilities, limitations, intentions, most likely COA, and COA most dangerous to friendly
forces and mission accomplishment. To support the decision-making process, the J POE effort
also must remain dynamic, constantly integrating new informationinto theinitial set of factsand
assumptions. JIPOE is a continuous process that enables the JFC and component commanders
tovisudizethefull spectrum of adversary capabilitiesand potential COA sthroughout the operationa
environment. JPOE providesthedirection and synchronization of intelligencethat supportsthe COA
selection processand the concept of operations (order/fragmentary order) devel opment process. The
JPOE effort must befully integrated and coordinated with the separate | POE effortsof thecomponent
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commandsand Serviceintdligencecenters. JPOE and | POE should beginasearly aspossbleduring
theplanning process, preferably during pescetime.

3. Joint Intelligence Preparation of the Operational Environment and Oper ations
Planning

a. JPOE is described as the continuous, anaytical process used by joint intelligence
organizations to produce intelligence assessments, estimates, and other intelligence productsto
support the JFC's decision-making process and all joint force planning. The JPOE process
asssts JFCsand their staffsin achieving information superiority by identifying adversary COGs
and focusing intelligence collection at the right time and place. JIPOE helps the JFC to react
faster and make better decisions than the adversary, or smply stated, to stay inside the enemy’s
decisonloop. JPOE providesthe basisfor intelligence direction, collection management, and
synchronization that supports not only the COA selected by the JFC, but all joint force planning.
The processisused to analyzethe operational environment. JPOE supportscounterair planning
by identifying adversary air and missile capabilities, and their likely employment. JPOE products
are used by JFC and component staffs in preparing their estimates and analysis, selection of
friendly COAs, and continuing planning requirements (e.g., development of aviable concept of
operations.

b. JPOE and I POE products generaly differ in terms of their relative purpose, focus, and
level of detail. Thefocusof JPOE ison providing predictive intelligence designed to help the
JFC discern an adversary’s probable intent and most likely COA. IPOE specifically supports
the component commands by concentrating on the capabilities and vulnerabilities of the
adversary’s force components of interest. The process for JJPOE involves four mgjor steps:

(1) Defining the total operationa environment.
(2) Describing the effects of the operationa environment.
(3) Evaluating the adversary.

(4) Determiningand describing adversary potential COAS, particularly theadversary’s
most likely COA and the COA most dangerousto friendly forces and mission accomplishment.
During analysisof theadversary’spotential COASs, consi deration must be given to the escalation
potential when attacking adversary’s C2 and other strategic systems.

c. The components' |POE focuses on the adversary’s forces and operations necessary to
accomplish the most likely and most dangerous COAs identified by JIPOE. Certain factors of
operation planning are particularly important when conducting the | POE process and failure to
properly consider an adversary’s most likely and most dangerous COAs can have serious
consequences. Thisisafoca point of OCA/DCA integration, and procedures must be devel oped
to rapidly share data between OCA and DCA forces.
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d. IPOEassgsthecounterar planner invisudizingtheoperationd environment, assessngadversary
arandmisslecgpabilitiesand will andidentifying theadversary’ sprobableintent and attack locations.
IPOEisnot amply enumeration of adversary ar and missilesystems, but must describehow theadversary
arandmissleforcesoperate.

e. JPOE/IPOE for counterair relates to any information about adversary air and missile
threatsand supporting infrastructure, including information on enemy air defenses, C2 networks,
radar coverage, and other early warning/detection systems, etc. JJPOE/IPOE will provideavailable
information on the following:

(1) Location, status, and disposition of WM D and the capabilitiesfor employing them.

(2) Aircraft operating bases and dispersal sites, to include aircraft carriers and other
air capable ships.

(3) Missletarget systems, including ther infrastructure, storageand operating locations,
launch platforms, C2 nodes, missile stocks, forward operating locations/bases (FOLS/FOBS),
trand oad sites, reloading/refueling Sites, terrain and road infrastructure (bridges, tunnels) where
their destruction could interrupt enemy missileoperationsand logistics. For example, intelligence
will identify BM operating areas where an adversary’s TBM C2, infrastructure, and forces may
operate.

(4) Order of battle of adversary 1ADS (i.e, aircraft, SAMs, arfields, and AAA)
including C2 systems (i.e., early warning/ground control intercept [GCI] sites and facilities),
communication links, and any associated facilities.

(5) Signdsintelligence capabilities and EW assets, including operating instructions,
vulnerabilities, redundancies, capabilities, and locations.

(6) Changes by adversary in direct and indirect threat emitters, including wartime
reserve modes and reprogramming of target sensing weapon systems.

(7) Climate and terrain within the JOA and their effects on friendly and enemy
operations.

(8) Overdl assessment of the strengths and vulnerabilities of adversary offensive and
defensive air systems, including location and status of al key nodes and targets that affect their
ability to sustain air operations.

Details regarding the JIPOE process can be found in JP 2-01.3, Joint Intelligence Preparation
of the Operational Environment.
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SECTIONB. AIRSPACE CONTROL CONSIDERATIONS
4. General

a Theprimary god of combat zoneairspace control isto enhance combeat effectivenessof the
jointforce. Airgpacecontrol should maximizetheeffectivenessof combat operationswithout adding
undueregtrictionsandwithminima adverseimpect onthecgpatilitiesof any Sarvicefunctiona component.
For counterair, dl componentsof thejoint forcemay potentidly shareapart of thetheeter/ JOA arspace
for offendve/defengveoperaions. Thisenvironment becomesincreasingly complex withtheaddition of
civilian, nongovernmenta and intergovernmenta organizations, interagency, HN, and MNF users.
Airgpace control proceduresand planning considerationsmust alow for atrangition from peecetime
operationsto combat operations, and back to peacetime operations.

b. Airgpace control is provided to reduce the risk of friendly fire, enhance air defense
operations, and permit greater flexibility of operations. Although airspace control is the
responsibility of theACA, the controlling authority of theACA doesnot infringe on the command
authoritiesvested in commandersto approve, disapprove, or deny combat operations. TheACA
recommends and the JFC approves the boundaries within which airspace control is exercised
and provides priorities and restrictions regarding its use. Airspace control requires positive
and procedural controls.

(1) Postivecontrol isamethod of airgpace control that relieson positive 1D, tracking,
and direction of aircraft within an airspace and is conducted with € ectronic means by an agency
having the authority and responsibility therein.

(2) Procedural control isthemethod of airspace control that relies on acombination of
previoudy agreed and promulgated orders and procedures.

c. AirspaceControl System. TheACA establishesan ACSthat isresponsive to the needs
of the JFC and integrates when appropriate the ACS with that of the HN. The ACSis an
arrangement of those organizations, personnel, policies, procedures, and facilities required to
perform airgpace control functions. Airspace control should be executed through aresponsive
theater/tactical air control system capable of real time control that includes surface and airborne
assets, ashecessary (e.g., CRC andAWACS). TheACSrequirestimely exchangeof information
through reliable, secure, and interoperable communications networks. Elements of the ACS
may have dua-roles as DCA assets (e.g., aCRC can beaRADC/SADC).

d. AirspaceControl Plan. Beginning withan ACPapproved by the JFC, theACA develops
broad policies and procedures for airgpace control and for the coordination required among
units within the theater/JOA. The ACP establishes the procedures for the ACS in the
operational area. The ACP must consider procedures and interfaces with the international or
regiond air traffic systems, because the ACPis designed to identify all airspace users, facilitate
the engagement of hostile air and missile threats, and expedite the safe passage of friendly and
neutral forces.
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e AirgpaceContro Orders. Implementation of thegenerd guidanceof theACPisaccomplished
through ACOsthat provide specific airgpace control procedures goplicablefor defined periodsof time.
ACOsaredesigned to deconflict and identify dl airgpace usersaswell asdiminatefratricide. The
ACO isanorder that providesthedetailsof theapproved requestsfor ACMs. Itispublished
either aspart of theATO or asaseparate document and must be adhered to by all components. It
definesand establishesa rgpacefor military operationsdeemed necessary by the gppropriate military
authority. It notifiesall agenciesof the effectivetimeof activation and thecompositestructureof the
arspaceto beused. TheACO may includeACMsand fire support coordination measures(FSCMs)
suchasair routes, base defense zones, coordinating measures/lines, drop zones, pickup points, restricted
aress, etc. A changetotheACO should bedigtributed whenever anew areaisestablished or anexigting
areaddeted.

f. Airgpace Coordinating M easures. ACMsare designed to facilitate the efficient use of
airgpace to accomplish missions and smultaneoudy provide safeguards for friendly forces.
ACMs may take severa forms and will be discussed in paragraph 6.

g. Integration of theACPwiththeAADP. TheACPfadlitatessynchronizationand deconfliction
of joint operations. Prioritization of airgpaceusersfor deconfliction/synchronizationisessentid. The
ACPmus beintegrated withthe A ADPbecauseargpace control areas/sectorsnormally coincidewith
ar defenseareas/sectorsand thereare DCA operationsand proceduresthat couldinterferewith normal
argpacecontrol procedures. Both plansshould complement available C2 sysemsand capabilities.
JFC-gpproved ACM shdpintegratethetwo plans. Airgpace control must beflexibleenoughto meet
rapid changessuch asthered timeretasking of OCA forcesagang TSTs.

Airspace control integrates different airspace users and provides them with
responsive and timely support.

[1-5



Chapter 111

5. Planning and Coordination Requirements

a Planning for Airspace Control in the Combat Zone. Every JTF isdifferent and
each oper ational areahasspecific operational requirementsfor air pace. Theserequirements
must be determined as early as possible and incorporated in the overdl joint force planning
effort. Palitical congtraintsand nationa and military argpace management systemsand procedures
andtheir capabilitiesand limitationsareimportant condgderations. ROE, disposition of air defense
weapons, fire support plans, and procedures for ID of US and MNF aircraft are also important
itemsto consider. Thefollowing broad principlesof planning (seeFigurelll-1) areessential
for effective air space control:

(1) Interoperability. Plansfor airspace control should be exercised in the joint and
multinationa environmentsduring peacetimeandin conflict. Planning should striveto maximizethe

PRINCIPLES FOR PLANNING AIRSPACE CONTROL
IN THE COMBAT ZONE

Interoperability Mass and Timing

Unity of Effort Integrated Planning Cycles
Degraded Operations

Figure IlI-1. Principles for Planning Airspace Control in the Combat Zone

interoperability of equipment, personne, and terminol ogy and facilitate continuous, detailed coordination
whereinteroperability isnot possible. TheACSmust function withtheAM D system and may
includedual tasking of certainradar, sensor, and C2assets. Interoperability isessentid toeffective
operations, conservation of force, andto prevent fratricide.

(2) Massand Timing. Planning should consider theaircraft traffic volumeand timing
to fully integrate DCA with OCA and other joint missions. Constraints may require changesin
positive or procedural control measures.

(3) Unity of Effort. The ACS must be integrated and coordinated with the AMD
system, including dual-tasking of assetsasnecessary. Integration of aHN air defense system (as
pat of an IADS) and air traffic control (ATC) system should be properly planned. Proper
liasonisessentia and should beidentified and exercised prior to hotilitieswhenintegrating HN and
joint forcearsgpace control.
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(4) Integrated Planning Cycles. The airspace control planning cycle must be
integrated with the joint operation/campaign planning cycle, and more specificaly, the AADP
planning cycle. The ACP normally isadded as an appendix to the operations annex of the joint
OPLAN or operation order.

(5) Degraded Operations. TheACPmust anticipate degraded operationsof airspace
control and air defense systems as the results of attacks (combat 1osses) and enemy EW efforts.
Loss of communications can dramatically degrade positive control measures. Effective plans
should span the spectrum from minimal to full degradation and consider the effects of adverse
weather and night operations.

Refer to JP 3-52, Joint Doctrinefor Airgpace Control inthe Combat Zone, for detailed information
regarding airspace control, the ACP, and the ACO.

b. Military ATC facilities and radar control units (e.g., Marine TAOC, or Air Force CRC)
normally will provide flight following and monitoring throughout the airspace control area. If a
HN ATC system is used before hogtilities, then procedures must be in place to revert to the
military systemwhen required. The urgent exchange of information between theATC facilities,
radar control units, and airspace usersrequiresreliablevoiceand datanets, radars; identification,
friend or foe (IFF); and selective ID features. Accurateand timely | D enhances engagement
of enemy aircraft and missiles, conserves friendly resour ces, and reducesrisk to friendly
forces.

c. Key factorsto consder when developing the ACP are asfollows:
(1) TheACPshouldbecoordinatedwiththeHN if itincludesitsairspaceor itssystems.

(2) Whendeveloping theACP, combinefamiliarity withthebasic OPLAN or operation
order, knowledge of host and multinational constraintsand restraints, capabilitiesand procedures
of HN civil and military airgpace management systems, and general locations of friendly and
enemy forces.

(3) The ACP needs to support an orderly transition between peacetime and combat
operations. Such a transition could occur during a period of increasing tensions or suddenly
without warning.

(4) TheACPspecifiesACMsto beusedintheoperationd areaand how thesemeasures
will bedistributed and implemented. TheACPshould provide guidanceonwhat FSCMswill be
placed on the ACO. The ACP dso should provide guidance on component-unique ACMS,
terms, or graphicsthat may beincluded inthe ACO.

(5) TheACPprovidesprocedurestofully integratetheresourcesof military ATCfecilities
respong blefor termind-areaargpacecontrol or enrouteATC. ATCfacilitiesshould beinterfaced and
linked withACS communicationstoformasystemthat ensuresthessfeand efficient flow of air traffic.
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(6) The ACP shdll include processes for establishing procedura ACMs, including
activating/deactivating weapon engagement zones and minimum-risk routes (MRRs), and
proceduresfor air defenseand air control operationsin adegraded communi cationsenvironment.
Detailed engagement procedures and decentralized weapons control procedures (as applied to
ar defense) arekey to counterair operationsin adegraded environment. Thegeographic placement
of weapons, the location of specific air defense operations, and specific procedures for ID of
arcraft and missiles are critical factorsto include in the ACP.

(7) TheACPand AADPmust be distributed to dl joint force components, applicable
HN and MNF agencies, aswell asthose commands providing direct delivery (intertheater) and/
or intratheater support to the theater/JOA. Not understanding or following the ACP and
AADPmay result in hazardousair traffic Stuations, cause confusion between air craft and
control agencies, and increasetherisk of fratricide.

d. Some specific counterair requirementsthat must be accounted for inthe ACP or through
ACMsinclude:

(1) Generd orbit locationsfor DCA combat air patrols (CAPs), airbornewarning and
control, C2, surveillance, reconnaissance, air refueling (AR), and EW platforms.

(2) Coordinating authorities for controlled airspace and their responsibilities and
coverage aress, including the RADCS/SADCs and other C2 nodes.

(3) Weapons engagement zones (WEZs) and their activation procedures.
(4) Proceduresfor postive and procedura airspace controls.
(5) Podtive ID and procedural 1D criteriaand procedures.

(6) Procedures to expeditiously route outbound OCA packages through friendly
airspace. Thiswill become more complex in amultinationa environment.

(7) Develop airspace control procedures for OCA missions including the
communications conduits (e.g., arborne C2 or satellite communications) for missons that may
occur beyond the visual/communications range of ground-based C2 agencies.

(8) Locationsand proceduresfor MRRs, for turning on/off | FF equipment, air defense
ID, and areas for sanitizing returning OCA packages from enemy aircraft.

(9) Proceduresto support planned responses for air defense emergencies.

(10) Proceduresto support immediateattackson TSTsby aircraft or long-range surface
firessuchas SSM s, rockets, and CMs.
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(11) Identify argpacecontrol tasksfor airbornee ementsof theTACS (e.g.,AWACS). The
sensor capability of airborne platformsmakesthemwell suited for providing airspace control for redl
timeexecution of OCA and DCA operdions.

(12) Procedures to recover aircraft unable to self-identify and UASs recovering
autonomoudly.

(13) Identify potentiadl ACMs that allow aircraft and surface fires to simultaneoudy
engage ground targets in support of the land forces — the aircraft being above the airspace
required for supporting surface fires.

6. Airspace Coordinating Measures

a ACMs are employed to facilitate the efficient use of airspace to accomplish missions
and simultaneously provide safeguards for friendly forces. Airspace control requires a
combination of positive and procedura controls that rely on proper ID of the users. ID is
discussed in Section D. Positive control requires radar or other sensor tracking and direct
communications between theairspace controller and theuser. Procedura controlsare established
through ACMs.

b. ACMs not established in the ACP are normally forwarded through a component
command’s senior airgpace control e ement to the ACA for processing and approval. Approved
ACMsarenormally promulgated through ACOs and, when necessary, intheATO. SomeACMs
are planned, requested, and approved, but not promulgated or activated until required.

c. For gandardization, morethan ahundred ACM shavebeen categorized and defined/
described with applicableusesand planning consider ations. ThoseACMshavebeen grouped
in the following categories. air defense aress, air defense operations areas, ATC, air corridors/
routes, procedural controls, reference points, restricted operationszones, and specid useairspace.

d. A good example of the use of ACMs for integrating procedural airspace control with
DCA operationsisthe WEZ. In air defense, aWEZ is airspace of defined dimensions within
which the responsibility for engagement of air threats normally rests with a particular weapons
system. WEZsinclude fighter engagement zone (FEZ), high-altitude missile engagement zone
(HIMEZ), low-altitude missile engagement zone (LOMEZ), and short-range air defense
engagement zone (SHORADEZ), each of whichisestablished by anACM. WEZsarediscussed
in more detail in Chapter V, “ Defensive Counterair Planning and Operations.”

Refer to JP 3-52, Joint Doctrine for Airspace Control in the Combat Zone, for more details
regarding ACMs, including a representative airspace control request format for a procedural
ACM, and for thelist of the most common ACMs.
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7. Other Considerations

a Maitimedrikegroupsarenct gatic; they areusudly a* movingjoint engagement zone (JEZ).”
Inalittora environment, an amphibious operationsareamay encompassasector of alandAOand
includeaMEZ. Inthiscase, maritime combatants may berestricted by geography when defending
selected coastal assets. Linking land-based SAM systemswith sear ch and fire control data
from maritimefor ces, or vicever sa, can result inimproved ability todefend littor al areasof
thetheater. Without that kind of closecoordination betweenland and maritimeair defenders, aseam
may befoundintheAMDs.

b. Operations aong the edges of WEZS, sectors, or other geographically defined areas of
airgpace with separate controlling units'commands may create seams and present commanders
with extensive coordination chalenges. Enemy aircraft may cross into adjacent sectors during
engagement or may fly through friendly corridorsor attack targetsin one sector or WEZ froman
adjacent area. Thefollowing are some considerations that may facilitate coordination:

(1) Establish procedures to coordinate handoffs of flight operations between sectors
and regions that grant permissions to enter and depart airspace and coordinate combat zone
control activities with HN ATC services. A dedicated communications network/line for the
regions/sectorsisamust if real time handoffs are required.

(2) Liaison officersshould belocated at ATC centersthat provide positive control for
areas overlapping or adjacent to air defense areas.

(3) Designatebuffer zonesinwhich one DCA region/sector can authorize engagement
in an adjacent area.

(4) Whenever possible, establish friendly air corridors outside the ranges of friendly
air defenseforcesthat rely only onvisua 1D to reducetherisk of fratricide, sncevisualy amed
surface weapons often have no capability to readily identify airgpace boundaries or control
measuresintheir portion of theoperationa environment. TheACA and AADC must collectively
plan to addressthe issue.

c. During forcible entry operations or in undevel oped theaters C2 should be smple and
facilitate the joint force's ability to respond to agiven threat. The ACP must be continuously
assessed through feedback from commander sto ensureit adequately suppor tsoper ational
requirementsin a potentially dynamic operational environment. The initia architectures
may need to be modified based on the Stuation and/or additiond assetsarriving into the operationd
area
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SECTIONC. RULESOF ENGAGEMENT
8. General

ROE aredirectivesissued by acompetent military authority that delinestethecircumstancesand
limitationsunder which USforceswill initiateand/or continue combat engagement with other forces
encountered. ROE, asgpproved by the President/Secretary of Defense, arefound in Chairman of the
Joint Chiefsof Staff Ingtruction (CJCSI) 3121.01B, Sanding Rulesof Engagement/Sanding Rules
for the Use of Force for USForces.

a With SecDef gpprova, CCDRsmay augment the standing rules of engagement (SROE)/
standing rules for the use of force (SRUF) with theater-specific ROE and with supplemental
instructions. The JFC and commanders at every echelon are responsible for establishing/
implementing ROE, but their ROE cannot be less restrictive than that approved for a superior
commander.

b. The JFC implements the approved SROE/SRUF/theater ROE and may request more
specific ROE for the JOA/mission. Thekey isto anticipatethe requirement so the changes
may be staffed and approved at the appropriateleve for implementation when needed at
aspecifictimeor for agpecial circumstance. The JFC normally requestsinputsfrom subordinate
commanders when developing the ROE. To prevent violations or misunderstandings, ROE
should be smple and easy to understand with little room for interpretation. ROE must be not
only promulgated to thejoint for ce, but membersmust also betrained on theROE. When
planning counterair operations, the component commanders must ensure they comply with the
established ROE for the theater/JOA that may include specia (and somewhat different) ROE for
separate operations. ROE can limit or restrict certain options, targets, and methods. For example,
theair ROE may redtrict firing of air-to-air weaponsin self-defenseif thetarget isbeyond visual
range or across an international boundary. ROE is promulgated through command channels by
numerous means, and normally can be found in the specia instructions (SPINS) section of the
ATO. The JFACC/AADC should offer ROE recommendationsto the JFC in anticipation of the
need, or when requested to do so. In conjunction with ROE recommendations, engagement
authority and its delegation and other authorities must be considered and may be part of the
ROE. MNF operations may further complicate processes for establishing and executing ROE.

c. For MNF operations, nationsmay have specific ROE that cannot be changed or overruled
by dliance or codition chains of command. These nationa procedures must be identified,
published, and understood by dl other nations and command echelons within the MNF.

9. Criteria

a Obligation and Responsbility for Defense. Unit commandersawaysretaintheinherent
right and obligation to exercise unit self-defense in response to a hostile act or a demonstrated
hostile intent. Self-defense includes defense of other US miilitary forces in the vicinity. The
commanders of all USforces must ensure that the ROE as established do not place constraints
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onaunit'sahility todefenditsaf. Two dementsthat ensureadequateflexibility in ROE arehogtility
criteriaand scaleof for ce, andthey apply to ROE indll operations.

(1) Hodility criteriaprovidethe commander with guiddinesto judgewhether apotentia
attecker exhibitshogtileintent, darifying whether an engagement isgppropriateand/or isauthorized.

(2) Theprincipleof proportionality requiresthat theuseof forcebeinal circumstances
limited in intengity, duration, and scopeto that which isreasonably required to counter the attack
or threat of attack and to ensure the continued safety of USforces. Graduated escalation of force
usudly isappropriatein ambiguous situationsbeforeresorting to deadly force. A graduated set
of criteriaisintended to provide a selection of responses from which to choosg; it isnot a
checklist to take offensive actions. Commanders must ensure that subordinates do not feel
constrained to progress sequentially through the graduated responses, nor should they
automatically beinclined to continuoudly escal ate severity of the responsesbased on subsequent
or additiona hostile provocations. Theprincipleof proportionality appliesto all stagesof conflict.

b. Functional Rules. Commanders should also develop functiond rules asto how ROE
areto betecticaly implemented. Someexamplesarear ming or der s, which specify circumstances
under which commanders will permit loading or arming of munitions and border crossing
authority (BCA). Prior to aforma declaration, adversary national borders are sovereign and
cannot be violated without specific authorization. Permission to violate borders may be pre-
delegated to the JFC after hostilities or under specific conditions or restrictions to enable force
protection. BCA aso appliesto aerial reconnaissance. Space platformsare not restricted asthe
United Statesadheresto apolicy of freedom of navigationin space based on treaty and customary
international law.

c. Integration with theACPand AADP. The ROE arean integra part of the AADPand
theACP. Commandersand their staffsmust ensure that the AADP contains specific instructions
that implement the ROE. It is an important point to ensure the ACP, AADP, and the ROE are
consistent with regard to aircraft in internationa air corridors. These corridors are usable by
civilian aircraft, even those operated by an adversary, until the internationa governing body or
an appropriate authority closes a route and a notice to airmen is issued. Commanders must
ensure the proper response is made when penetrations of the friendly airspace occur under the
auspices of international air flight.

10. Planning

a Normdly, theinitial ROE areaready established by higher authority or an existing plan.
The JFC isresponsible for establishing and implementing the ROE and antici pating changesto
ROE based on operational necessity such as changing phases of an operation. The ROE arean
integral part of the operations planning process and the J-3 isresponsible for its integration for
the JFC. Centraly planned ROE, ID, and engagement procedures are vital for minimizing
duplication of effort and the potentia for fratricidewhile providing necessary flexihility to engage.
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b. Somepermissve ROE may benecessary. For example, permissve ROE may dlow useof
beyond visud rangewegponstoengagehodiletargetsasearly aspossble. Another exampleof permissve
ROEwouldentall ingtructionsdirecting decentrdized execution by thejoint forcetoimmediatdy engege
any incoming TBMs. However, that same ROE may redtrict retdiatory or preemptiveattacksaganst
thelauncher that may resultinitsdestruction but permit theuseof nonlethd capabilitiesthat dissbleor
neutraizethelaunch system. JFCsmay elect toincludeany category of CM or antishipmissilesfor
accd erated engagement asthestuationwarrants.

¢. Whendeveloping their ROE recommendations, commandersand staffsmust coordinate
with their staff judge advocates (SJAS) for compliance with US and customary internationa
law. Once the ROE are approved, commanders, assisted by their SIAS, are responsible for
promulgating the ROE and ensuring that all subordinateforcesunderstand theROE. Commanders
must a so maintain close coordination with the public affairs office to ensure their awareness of
any 10 consderations.

d. Lower echdlon MNFCs and local HN commanders may lack the authority to speak on
behdf of their nationsin the ROE devel opment process. Complete consensusor standardization
of ROE should be sought, but obtaining concurrence for ROE from other nationa authoritiesis
atime consuming process. MNF ROE should be kept smple so that nationa policies can be
more readily adapted.

e. USforcesparticipatingin MNF operationswill follow the ROE established by the MNFC
if authorized by the Secretary of Defense. US forceswill be under the control of aMNFC only
if the Secretary of Defense determinesthat the ROE for that MNF are consistent with the policy
guidance on unit self-defense and with the rules of individua self-defense contained in the
SROE/SRUEF. If theMNFC hasnot issued ROE, USforceswill operate under the SROE/SRUF.

SECTION D. IDENTIFICATION
11. General

a IDistheprocessof determining thefriendly or hostile character of an unknown detected
contact. ThelD of atrack isthe product of that process. Assigning ID requires|D authority and
criteria. 1D authority is the authority to assign an identity of friendly, hostile, or neutral to an
unknown contact, if possible. Thisauthority isinherent withinthe C2 chain, normally beginning
with JFC approva and delegation to the AADC and can and should be delegated to subordinate
commandersfor decentralized execution asalowed by the JFC through the ROE and necessitated
by the operationa situation. 1D authority and ID criteria should be stated and discussed in the
AADP and ACP for approva by the JFC. Both ID authority and criteria may require
modification, sometimesin conjunction with ROE, in a dynamic oper ational environment
and/or with changesin phases of the campaign.

b. IDisanessentid andinseparablepart of airgpace control and air defenseoperations. Reliable
and accurate sensors(e.g., radar) with accurateand timely | D enhancesSituationd awareness, improves
wesgponsemployment options, hel psconservefriendly resources, and reducestherisk of fratricide.
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c. TheCID processcomplementsthel D processto support gpplication of weaponsresources
and other military options. For counterair, CID should be accomplished with near real time or
better exchange of information between airspace control/air defense units and airspace usersto
meet the time and accuracy demands of combat operations. CID is discussed separately in

paragraph 14.

12. Methods of Identification

a For the purposes of counterair, theintent of an ID processisto either facilitate airspace
control or to support an engagement decisionthrough CID. Theobjectiveof CID isto obtainthe
highest confidence, positive ID possible. Lacking positive D, the objectiveisto reach thelevel
of confidencein an ID that can be supported by the ROE for an engagement authority to make
adecison. ID can beaccomplished through several recognized methods. The JFC approvesthe
procedures used for ID and designates who may be delegated that authority in the AADP and
ACP.

b. Postive ID. Postive ID isan ID derived from visua observation and/or eectronic
systems, possibly combined with other factors. Positive ID normally is required by ROE asa
basisfor CID for engagement (shoot/no-shoot) decisions, soit alsoisuseablefor ID for airspace
control and air defensetracking. Normally, apositive ID means much morethan asimple”lack
of friend” or “lack of enemy” level of accuracy. The degree of accuracy of apositive ID method
isspecific to that method and should remain aconstant, whereas CID criteriacan be changed by
the JFC based on ROE. Positive|D ACMsshould be established intheAADPand ACPand can
be modified through ACMs promulgated by ACOs and the SPINS.

c. Procedural ID. Procedurd ID isID based on procedura methods previoudy agreed
upon asACMs and promulgated through the ACP, ACOs, and SPINS. Procedural 1D separates
airgpace users by geography, atitude, heading, time, and/or maneuver. Normally, acombination
of positive and procedurd ID is used to identify friendly and hostile tracks. Procedura ID can
be advantageous for some missions and scenarios, but generally not for engagement decisions
for which positive ID isnormally required because of therisk of fratricide. The AADP should
includeamatrix with criteriadeveloped by theAADC in coor dination with thecomponents
and approved by the JFC that can be used to establish atrack 1D for a detected object.
The ID matrix isatool for categorizing atrack (e.g., friendly, hostile, unknown or neutra) and
following it throughout its life in the AOR/JOA. The ID matrix applies logica stepsto ID a
track using all available meansin the operationa area. By following the criteriain the matrix,
users assess the identity of an unknown for tracking and additiona action, if necessary. If not
identified asfriendly, an object being tracked may require further assessment based on position,
the ROE, and weapons control status (WCS). WCSwill be discussed in Chapter V, “ Defensive
Counterair Planning and Operations,” paragraph 11.

d. Auto-1D Sysems. Somewegpon systemshavethe cgpability to executeanauto-ID function
(e.g., arcraft carrier auto-1D, Aegis-equipped ships, and PATRIOT misslesystems). Useof auto-ID
can reduce thework load (no man in theloop) and improvethetimeliness of the ID processinan
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extremdy dynamic/saturated air defenseenvironment, butit also canresultinmistaken 1D andfratricide,
engagement of noncombatants, or inadvertent protectionfor theenemy. TheCID and ROE criteriafor
engagement should explicitly discusswhen auto-1 D isallowed. Automation should not replacethe
judgment of operatorsinatacticd stuation, and should be used only to keep the operatorsfrom being
s0 overwhe med they becomeineffectiveand cannot make enough knowledgesbledecisons.

e. Formation assessment isa procedura |ID method used to apply the ID (from positive
or procedura means) of oneair track to other aircraft operating in mutual support asdetermined
by their spatia relationship. That spatial relationship (horizonta range, altitude separation,
speed, and course), which can be caled formation criteria, must be determined by the AADC
and ACA, approved by the JFC, and published in the AADP and ACP. Formation criteriamay
vary by theater/JOA. SeeFigurelll-2for adepiction of that spatia relationship. Thisformation
criteriaisaprocedural ACM to help manage the volume of tracks (and operator workload) that
must be displayed onthejoint TDL and elsewhere (e.g., COP). Formation strength information
may be handled in various ways by those surveillance elements of the IADS that contribute to
theMTN. To declutter theair tracking displays of surveillance systems, asingletrack iscarried
with the number of objects meeting the formation criteria entered as a number on the track
information associated with the ID symbol. Referred to by various systems as strength/flight
szefraid numbers/composition, the process is described as formation tracking. The purpose of
formation assessment isto providetimely and accuratetrack 1D to engagement platforms (airborne
or surface-based air defense assets) to support engagement decisions for hostiles yet minimize
the chances of fratricide. The use of formation assessment presumes that aformation track has
been established and that an ID has been placed upon the formation track by competent 1D
authority. Also, the same formation assessment criteriamust be applied to the other local tracks
(non-TDL tracks) aswas used by the surveillance system used to create the formation track to
ensure integrity of the process. Failure to use the same specified criteriafor formation tracking
and formation assessment may mistakenly result in the application of “friend protection” to
hostile aircraft or engagement of friendly aircraft by friendly weapons platforms. The risk of
friendly engagements and friendly protection to hostile aircraft is greater with formation
assessment in effect, but to hel p mitigate thisrisk, care should betaken in the devel opment of the
gpatial criteria used for the formation assessment.

f. Formation Tracking. Formation tracking isthe use of asingle datalink air track (with
a strength field indicating the number or estimated number of aeria vehicles comprising the
formation) to represent a formation of two or more aerial vehicles. To quaify for formation
tracking, theaircraft in the formation must maintain atheater-specified (though variable) spatia
relationship with each other (e.g., horizontal range, atitude separation, speed and course
differentids). Air survelllance systems selectively employ formation tracking when displaying
air tracks. Formationtracksare displayed to the operatorsand transmitted to other air surveillance
and air defense systemsviajoint TDL. Formation tracking reduces operator workload, allows
older C2 sysemsto handlelarger surveillancerespongbilitiesand reducesthe number of transmitted
tracksrequiredtorepresent theentireair picture.
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FORMATION ASSESSMENT
SPATIAL RELATIONSHIP
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Figure IlI-2. Formation Assessment Spatial Relationship
13. Identification, Commitment, and Engagement Authorities

a TheAADC hascertain authorities, delegated by the JFC, that must be understood and may be
delegated to subordinate commanderssuchasaRADC/SADC. Theauthoritiesof identification,
commitment, and engagement arerequired for deci 5 onsbased on established criteriathat may betied
to operational capability and arerooted inthe ROE. Delegation of thoseauthoritiesisameansof
decentralizing theexecution of DCA operations. Injointand MNF operations, subtledifferencesmay
exig inthe processesand terminol ogy used to authorizetheemployment of wegpons. Itisimperdtive
that the command lines, engagement authorities, engagement procedures, ROE, and terminology be
Sandardized, documented, dearly understood, and rehearsed (if possible) beforean engagement decison
isnecessay.

b. Identification Authority. The AADC will establish the palicy for ID authority, with
JFC approval, and will promulgate it via the AADP, SPINS, and/or an operations task link
(OPTASKLINK) supplement. Executionof thel D policy normaly isddegated tothetactica leve, but
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caremust betaken that thetactical commander iscapableof performingthel D functioninrea time.
Therearesaventrack dassification symbols, but duetovarying hog-sysemimplementationsof Military
Standard 6016A, Tactical Digital Information Link (TADIL) J Message Sandard, only three can
beusad acrossthel ADSto produceacommon and unambiguous (unique) track display: friend, hogtile,
andunknown. Thenext dosest uniquesymbol is* neutrd,” but thereareincons enciesinhow “ neutrd”
isinterpreted and displayed by some Servicecomponent sysems. Somesysemsimplement variations
insymbolssuchthat useof “pending,” “ sugpect,” and* assumedfriend” carry asignificant risk of system-
to-sysemvarianceandwill producean uncommon M TN picture. Proper and cons stent execution of
thelD policy isextremely important to minimizefratricideand prevent misdentified friendly/neutra
tracksfrom successfully penetrating the defensesfor an atack.

(1) Thecriteriafor track classifications and the meanings of those classifications are
approved by the JFC as part of the AADP, and any changes, especially those regarding ROE
(e.g., meaning of hostile and engagement criteria) would be promulgated on the current SPINS
and through ROE serid changes. An ID of hostile, subsequently placed on the TDL with a
hostile symbol, normally does not necessarily constitute authority to engage (employ
weapons). Based onthe ROE, a positiveengagement order normally istherequired author ity,
such asavoice or specific eectronic direction to “engage.” An D of hostile may be assigned a
track based on procedura 1D, but the engagement decision normally is based on positive ID or
affirming hogtile intent or ahostile act. To avoid fratricide and potential TDL ambiguities,
any uncertainty asto what specifically constitutesengagement authority must beresolved
within tactical timelines befor e allowing weapons employment (engagement).

(2) Inadditionto employing ID authority, proper application of ROE must be madein
conjunction with WCS (free, tight, or hold/safe). Once identified, atrack is followed until no
longer of significance (friendly or neutral) or required to be engaged (confirmed hostile by CID
or hostileintent), but tracksdo not haveto be hostileto continueto betracked. 1tisnot uncommon
for aprocedura 1D of atrack to be changed, based on better information, such asalater positive
ID or achangein the determined intent.

c. Commit Authority. Commit authority may be used (and del egated) by theAADC asa
battle management tool. Commit authority describesthe air defense echel on that may dedicate
an asset to prepare to engage an entity (e.g., position a DCA fighter to intercept or direct an
ADA unit to track and target). Commit authority does not imply engagement authority.
Further permissionisrequired to engage an entity that hasbeen committed upon. If theunit with
commit authority also holds engagement authority, the engagement decisionisstill separate and
unique. Commit and engagement authorities are typically split during the transition phase of a
mag or campaign or during containment and show of force operationsto avoid accidenta escaation
of conflict. For example, during a deter/engage phase, the JFC may approve delegation of
commit authority downtothetactica level (e.g., RADC/SADC) but retain engagement authority
with the AADC or the JFC to prevent inadvertent escalation by alower level command.

d. Engagement Authority. TheJFCisvested with authority to prosecute engagementswithin
thetheater/JOA consstent with ROE currently ineffect. For air defenseengagementswithinthel ADS,
theauthority normally isdelegated totheAADC who may further dd egatetheengagement authority to
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tacticd levels(e.g.,, RADC/SADC). Thedegreeof del egation must be consistent withthe ROE, the
DAL, andtheinherent right of self-defense. Inadditionto engagement authority, the processand means
of ordering engagements (shoot/no-shoot) must beclearly statedintheAADPor ACO and SPINS.
For example, aTDL track identified and carried ashostile (by symbol) and perhaps passed fromone
sector to another remainshostile unlessthereisal ossof tracking, and normally cannot be engaged
without further assessment (CID or known hodtileact or intent) and ared timeengagement order by the
controlling ar defensecommand with engagement authority.

14. Combat Identification

a CID istheprocessof attaining an accur ate characterization of detected objectsin
the operational environment sufficient to support an engagement decision. ldedly, the
CID process usesthe most positive | D methodsavailableto alow the highest confidencerequired
for that decision, because it normally is one of the mogt critical decisons to be made. Some
commanders use the CID process as the basis for high confidence, timely application of other
military options, and not just for the employment of weapons.

b. The CID processis determined by the JFC (normally in coordination with subordinate
commanders), supported by the ROE, and may be situationa dependent and/or time-sensitive.
CID dlowsthe commander to balance thelevel of confidencein the ID method against the risk
associated with an erroneous ID. While high confidence-low risk is always desired, the
commander may face Situationswhen the absence of positive 1D requires procedura 1D be used
with arecognized increase in therisk of fratricide or to mis-1D an enemy (i.e., low confidence-
highrisk). Thisremainsacommander’sdecison. For example, during DCA operationsagainst
numerous s multaneous attacks by enemy aircraft and CMs, potentially with WMD, it may be
necessary to acoept lower confidencel D methodsfor hostilesandincreasad risk of fratricidetominimize
therisk of a"legker” getting throughtothetarget. Unambiguouslinesof command and dlarity of ROE
areparticularly important to the CID process, especidly when delegating authority for engagement
decisgonsduring decentralized execution.

c. TheCID processisfor all joint forces, and for defensive action aswell asoffensive.
For example, CID may provide apositive ID of friendly SOF positioned in close proximity to a
high priority target system deep in enemy territory being attacked fromtheair. Theleader/battle
manager of the attacking force would use that CID when making an engagement decision on
that target.

d. A CID matrix is agood tool for the CID process for counterair. To that end, the CID
matrix should mirror the ID criteriaand the CID process contained in the counterair plans and
must be coordinated to ensure no conflicts arise during joint operations.

See Appendix A, “ Combat Identification,” for additional discussion of CID and a sample ID
process matrix.
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15. Multinational Consider ations

a Specid atention must bepaidto establishing aworkable CID system during MNF operations.
A mix of unitswith dissmilar cgpabilitiesand differing e ectronic systems, fire control doctrine, and
training can presant theAADC withanextremdy difficult ar defensestuation. Advanced planningmay
be required to compensatefor a*“patch work” of separate MNF CID capabilities, not just for the
surfacealr defenseand air control units, but for their aircraft aswell.

b. No matter how integrated a CID system is established, as much training as possible
should be conducted to facilitate the CID processes. Meansof positive I D should be stressed as
early inthe planning phases as possible, and every effort made to devise asystem of positive ID
for each MNF members' aircraft when airborne.

c. In addition to the ID/CID obstacles, the AADC must ensure the promulgation of that
datathroughout the MNF. While USjoint forces may have TDL, many MNF may not havethe
same TDL interoperability.

SECTION E. ASSET PROTECTION
16. General

a TheJ-Cand gaff will normaly develop aprioritized critica assetlist (CAL) (seeFigurelll-3)
withinputsfrom the componentsand based on thethegter level protection required to support tasks/
missionsassigned by the JFC. The CAL shouldindudedesignated assetswithinthejoint security aress
(JSAS) of the JOA.. Protectionfor JSAsoutsdetheJOA, but withintheAOR, normaly remainsthe
respong bility of thesupported CCDR. Protection of thelinesof communication outs detheAOR and
vulnerabletoenemy (or their dly’s) air and missleattack must be coordinated withtheresponsible
CCDR by thesupported CCDR. For DCA protection, thejoint security coordinator designated by the

COMBATANT COMMANDER'’S CRITICAL ASSET LIST

EXAMPLES OF CRITICAL THEATER ASSETS BY PHASE

Phase |I: Deployment Phase ll: Defense Phase lll: Offense

Seaports Air Bases Air Bases

Air Bases Fleet Operating Areas Seaports

Population Centers Population Centers Maneuver Forces

Fleet Operating Areas Maneuver Forces Fleet Operating Areas

Command and Control (C2) C2 Nodes Population Centers
Nodes Supply Routes C2 Nodes

Figure IlI-3. Combatant Commander’s Critical Asset List
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JFC normdly coordinateswiththeAADC to ensurethe JSAsaregppropriately covered by theAADP
Usudly thenumber of assetsrequiring someleve of AMD will begreater thantheresourcesavalableto
defendthem. Also, duetothedynamicsof joint operations, prioritiesmay changeover thecourseof the
operationor campaign.

b. The completed CAL isforwarded to AADC who will alocate available active air and
missile defense forces to defend the prioritized assets listed. The product of this effort is the
DAL. TheDAL isalist of those assetson the CAL that receive theater level asset protection.
Each defended asset onthe DAL should be prioritized asrequiring activeair defenseor gppropriate
passivemeasuresif that isall that isavailable. After initid active defensealocation, commanders
should consider “clustering” to conserve air and missile defense forces and assess if passive
measures aone satisfy an assets required defensive posture. If passive measures alone are
insufficient to defend an asset on the DAL, the issue should be resolved by the JFC. Once
completed, the DAL is approved by the JFC.

17. Critical Asset List Development

a All assets nominated for the CAL usudly are prioritized based on a methodology of
assessing the three mgjor factors of criticdity, vulnerability (includes recoverability), and the
threat (CVT). ThisiscaledtheCVT methodology.” TheCV T processisobjectiveand considers
intelligence, air operations, ground combat operations, maritime operations, and support
operations. Each asset isevaluated against defined criteria, and these criteriaare weighed based
on the congderation of the JFC's intent, concept of operations, and COG concerns.

b. CAL Development Factors

(1) Criticality isthedegreetowhich an asset isessential to accomplishing themission.
It is determined by assessing the impact that damage to or destruction of the asset will have on
the success of the operation/campaign. Damage to an asset may prevent, significantly delay,
or have no impact on success of the plan.

(2) Vulnerability congstsof two parts: susceptibility (thedegreean asset issusceptible
tosurveillance, atack, or damage), and recover ability, if attacked and damaged. Recoverahility,
once a factor itsalf, is now a subset of vulnerability and is the degree and ability to recover/
recongtitute from inflicted damage in terms of time, equipment, and manpower and to continue
the misson. Commanders should consider the time to replace personnel, equipment, or entire
units, as well as whether other forces can perform the same mission. The following factors
should be considered when assessing vulnerability:

(& Survivahility and cover (hardening).
(b) Camouflageand conced ment.

(c) Mohility and dispersion.
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(d) Abilitytoadequatdy defenditsdlf fromar/misslethreats

(3) Threat. Assesstheprobability anasset will betargeted for surveillanceor attack by a
credible/cgpableadversary. A thorough JPOE ariented spedificdly onadversary ar and missilecgpabilities
iskey toanaccuratethreat assessment. Examplesindudetargetinginformation provided by intdligence
esimates, past adversary survelllanceand attack methods, and threat doctrine.

c. High ValueAssets. High value assets are classified asfriendly critical assets requiring
protection. They may be any asset (i.e., forces, facilities) the friendly commander requires for
the successful completion of the mission. They are categorized asfollows:

(1) High Value Geopolitical Assets. Those assets so important that the loss of even
one could serioudy impact the JFC’ soperation/campaign. Inaddition, the political ramifications
of destroying one of these assets could provide the adversary with a tremendous propaganda
victory.

(2) HVAA
(@ Includeall mgor arborne platformsfor C2, reconnai ssance and surveillance,
targeting, aerid refueling, and EW (e.g., AWACS, Rivet Joint, JSTARS, Compass Call, Cobra

Bdl, Global Hawk, and U-2). Depending on the defensive situation, other special mission
aircraft also may be considered.

(b) Activeprotectionfor HVAA normaly isperformed by fighter escorts, afighter
CAPbetweentheHVAA and dl potentid air-to-air threats, or surface-based AD systemsbetween
the HVAA and the enemy.

(¢) Passveprotectionincludespositioning HVAA gationsor orbitsbeyond enemy
interceptor or SAM range.

(3) High Value Units

(& Maritime assets including aircraft carriers, maritime pre-positioning ships,
combat logi sticsforce ships, and amphibious ships conducting amphibious assaultsand landings.

(b) Active protection normally is provided by maritime AAW capable systems
(e.g., fleet air defense assets).

(c) Passive protection is accomplished by operating outside of the range of the
enemy’s weapons envelope.

(d) Land assetsinclude air and surface ports of debarkation, mgor supply route
checkpoints, early entry forces, operations centers, and logistical centers.

(e) Active protection normally is provided by organic ADA systems.

[1-21



Chapter 111

(f) Pessveprotectionisaccomplished by cover and conced ment, dispersd and operating
outs detheenve opeof theenemy’ swegponscapabilities.

18. Defended Asset List Development

a DAL Deveopment Considerations. TheDAL isaproduct fromthe processof applying
the CVT methodology, AMD resources, and defense design to the CAL while identifying the
risk. It identifies the prioritized assets from the CAL to be actualy defended with resources
available. For prioritizingthe DAL, thefollowing arethose considerationsfor levelsof protection
and levels of engagement effectiveness.

(1) Levelsof Protection. A level of protection is an aggregated probability that an
asset will not suffer mission critical damage from an air or missile attack. It encompasses dl
joint force capabilitiesused to defeat theair and missilethreat. Levelsof protection areassigned
to each entry onthe CAL list based upon the outcome of the CVT anadysis.

(8 Leve 1. Level 1 providesthehighest level of protectionto assigned assets. It
is a primary driver for resource positioning, planned methods of firefintegration of fires and
initialization of DCA systems to obtain the highest feasible probability of protection against
specific threats.

(b) Level 2. Leve 2 providesthehighest protection achievablewhile maintaining
the highest level of protection for highest ranked assets.

(o) Levd 3. Leve 3 providesthehighest protection achievablewhile maintaining
directed level for higher ranked assets.

(2) Levels of Engagement Effectiveness. There are five levels of operational
engagement effectiveness. TheAADC normally establishestherequired leve for each defended
asset on the DAL based on mission, enemy, terrain and wegther, troops and support available—
timeavailableand civil considerationsand the JFC directed levelsof protection, including active
and passveAMD measures. After aleve isestablished, the defense design and firing parameters
aredeveloped. Levelsof engagement effectiveness 0-4 are employed using tiers or methods of
coverage with some employing multiple tiers and a variety of active and passive measures.
Tiers are commonly categorized as upper and lower.

(8 Leve 0(None) — defined asthe commander’s decision to accept maximum
risk where active defense forces provide no tiers of protection.

(b) Levd 1(Low)—forcommandersthat wishto providesomelevd of protection
throughout their defended areas. Onetier of protectionwill beused.

(¢) Leve 2 (Medium) — the normal level of defense used to provide specific
military assets using a single tier of protection. While a single tier operating aone normally
provides Leve 2, it may employ two integrated tiers of defense.
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(d) Levd 3(High)— defined asthegppropriateleve of defensefor assetsthat require
amorerobust level of protectionthanLeved 2. Level 3normally employstwotiersbut may useonetier
operatingindependently. Thisalso may include areaswhere coordination between upper and lower
tiersisused to defend acommon asst.

() Levd 4 (Very High) — defined as the maximum defense for high priority
assets. Thislevel normaly requirestwo tiers operating together in an integrated defense. This
may include areaswhere coordination between upper and lower tiersisused to defend acommon
asset.

b. TheDAL must becontinuoudy assessed, especialy inadynamic, multi-phased campaign.
TheAADC normally delegates further assessment of the DAL to aworking group/coordination
board with appropriate staff and component representation (e.g., aDAL reprioritization board or
DAL synchronization board). The assessment and recommended adjustments to the DAL are
presented to the AADC for concurrence and forwarding to the JFC for final approval. Changes
to the DAL should be anticipated with changes in phases of an operation/campaign. Normaly,
DAADC(AMD) will chair the working group/board for assessing the DAL for changes.

See FM 3-01.2/AFTTP(I) 3-2.30, Multi-Service Tactics, Techniques, and Procedures for Joint
Air Operations Center and Army Air and Missile Defense Command Cooperation (JAOC/
AAMDC), for detailed discussion of CAL and DAL, including sample worksheets for the CVT
process.

SECTION F. ENABLING CAPABILITIES
19. Special Operations

SOF core tasks should be considered when planning counterair operations. SOF can aid
counterair operations by providing information or by destroying or disrupting air and missile
assats, bases, logigtic Sites, and C2 facilities. For example, SOF canlocate enemy assets (especidly
those being conced ed/camouflaged) behind the lines, provide termina guidance (e.g., laser
target designation) for joint air attacks, and provide post-attack assessment. They may be used
for OCA operations, but they are not arecognized DCA asset. To ensure proper 1D and reduce
the potentia for fratricide, SOF liaisons must ensure proper procedures arein place for CID of
SOF teams and aircraft during cross-border operations or those considered behind enemy lines
or in enemy rear areas. Often specia liaison or trusted agents will coordinate/facilitate SOF
movements, including usng ACMsfor activation of joint specia operations areas or restricted
fire areas.

For moredetailed information on SOF, refer to JP 3-05, Doctrinefor Joint Special Operations.
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20. Information Operations

a Counterar operationsaremod effectivewhenthey areconducted fromapaostion of information
superiority. 10 can providesignificant capabilitiesagainst OCA targetssetssuch asC2 systems, air
defensenodes, missledtes and arfiel ds/operating bases. Adversary IO vulnerabilitiesreated totheir
offensveand defensvear and missilesysemsshould beidentified asearly aspossbleintheplanning
process. Denying theadversary knowledgeof friendly counterair capabilitiesand their locationsis
integrd to effective counterair operationsandisachieved viathefull range of |O measures, suchas
operationssecurity (OPSEC), military deception, and EW.

b. 10 can be employed offensively to degrade the adversary’s Situationa awareness and
their decison-making processes, disrupt vita air defense information transmissions and their
capability to synchronize AMDs, disrupt their ability to coordinate attacks, and deny them
reconnai ssance and survelllance capabilities. Military deception can be used tolead theadversary
into making erroneous decisions and wasting resources, or to mask friendly force intentions.

c. EW isnormally a multifaceted very high demand/low density capability. EW aircraft
are especially heavily tasked to support amyriad of joint missons. An EW coor dination cell
(EWCCQC), or itsfunctional equivalent, isrequired within the JAOC, separated from but
integrated with the IO cell, to coordinate requirements, set prioritiesfor EW assets, and
take advantage of reachback capabilitieswithin the reprogramming center sthat support
specialized and sdlf-protection EW systems. Airborne EW is especially important to SEAD
operations throughout a campaign.

d. The development and updating of the joint restricted frequency list (JRFL) iscritical to
successful counterair operations because of the EW and 10 implications. All joint operations
requireaJRFL toidentify and deconflict/synchronizefriendly force use of frequencies. Thislist
isacritica tool in the management of the use of the el ectromagnetic spectrum, and it specifies
protected frequencies that should not be disrupted either because of friendly use or friendly
exploitation. The JRFL is maintained and promulgated by the J-6 through the joint frequency
management office (JFMO) in coordination with the J-2, J-3, and the JFC's EW saff or an
EWCC, if delegated. The JFMO must manage al frequencies used by the joint force. For
defensive purposes, the JRFL is a means of preventing radio frequency interference among
friendly users. Frequency deconfliction through the use of the JRFL isalso akey to asuccessful
coordinated defense against enemy C2-attack operations. EW planners must know what
frequencies to protect from enemy EW action. The JRFL is constantly being modified and a
daily EW deconfliction message normally is used to protect frequenciesfrom jamming or other
forms of manipulation. Experience has shown that during intense SEAD operations, friendly
forces have been erroneoudly attacked because their electronic emitters were not recognized as
friendly.

For moredetailsregarding the JFRL and JFMO and a broad, in-depth discussion on EW, see JP
3-13.1, ElectronicWarfare.

For more information on 10 see JP 3-13, Information Operations.
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21. Space Operations

a Theenabling capabilitiesthat space operationsbring to thejoint force are significant for
counterair operations. Spaceforcesprovide BM launch warningsand attack assessments, launch
locations, predicted headingsand impect aress, globd and thester-/JOA-widecommunications, current
and forecast weather information, space based intelligence, surveillance, and reconnaissance (I1SR),
globd pogtioning system (and navigeation andtiming assetsfor accuracy of precison munitions), and
theater-/JOA-widelD/CID systemssupport. Spaceassetsalso may beusedtofacilitateemisson
control andjamming/spoofing when conducting SEAD missons.

b. TheJFC normally designatesaSCA asthefocal point for coordinating user requirements
for space support with USSTRATCOM . Each geographic CCDR hasanetwork of space operators
resident on staffsat multiple echelons. Their primary purposeisto serve asweapons and tactics
advisorsfor space systems (national, civil, commercial, military, and foreign) and for integrating
space capabilities into joint force planning and employment. These individuas concentrate
primarily on working the detailed activities of theater space operations.

For more information on space operations, see JP 3-14, Joint Doctrine for Space Operations.
22. Intelligence Support

a Intelligencesupport for counterair operationsbeginswith the JPOE and | POE processes.
Ongoing intelligence support provides current, integrated, accurate, and timely all-source
intelligence of adversary capabilitiesand activitiesdevel oped frominterface with existing national
andthegter intdligencesources. Theintdligencesysemisvita to decisonmakingand must support the
gatus, assessment, planning, warning, and JIPOE and | POE functions, aswel | astarget prioritization
and engagement decisons. Intelligencee ementsshoul d betail ored to support red timeoperationsas
well ascontingency planning. Intdlligencefunctionsind udecollection management; combet assessmert,
including battle damageassessment from OCA efforts, indicationsand warning/early warning/launch
warning, predicting wegther effects, and providing thenear redl timedataon enemy targets; operating
bases, misslelaunch stesand hidesites, EW systems; C2fadilities; survelllanceand control systems;
andlogigicandinfrastructure support.

b. The JFC normally will be supported by a joint intelligence operations center where
gppropriateand by anationd intelligence support team. Although thefunctiona systems(sensors,
decision support, or fusion centers and firing units) may be dissimilar, interoperable
communications and software must be possible, including making allowances for systems of
MNF members. Issuesregarding therelease of intelligenceto MNF partners must be addressed
as early as possible during counterair planning.

c. Increasingthereadinessposiureincludesperforming thevita operating functionsthat prepare
wegpon systems, | SR assets, and C2 nodesfor theleve of hodtileactivity anticipated. Onceenemy air
and missi|eactivitiesaredetected, the preparation and planning measuresprovideacapability for parald
defensiveand offensiveresponses. Hostileair and missileactivity observed and identified through
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sensor and surveillance systems (national, theater, and tactical) keys the C2 process that uses
communicationsinterfacesto providenear red timeDCA and OCA responses. Dataismeadeavailabdle
innear red timeto C2 centers, systems, and forces supporting counterair operations. Smultaneoudly,
whileenemy ar and misslesareinflight, updated enemy launchlocationsand target detabaseinformation
arepassed to the gppropriate C2 and attack systemsand launch warningsareprovidedto dl unitsor
commeandswithinthetheeter.

For moreinformation, see JP 2-01, Joint and Nationd Intelligence Support to Military Operations.
23. Survelllance and Reconnaissance

a Stuationd awarenessreliesonjoint forcel SR capabilities. Thosecapabilitiesareprovided
by air-, land-, space-, and sea-based platforms, but the air and space platforms provide the bulk
of ISR support for counterair. Asagroup, | SR platformswith multidimensional sensorsprovide
the most accurate “picture” of the adversary. 1SR assetsare generaly high demand/low density
and require careful planning for ther utilization.

b. Thebackboneof ISR capabilitiesisatheater |SR concept of operationsbased onacoherent
collectiondrategy that fully integratesand optimizestheuseof dl organic, multinationd, commerdd, and
requested nationd or interagency | SR assets. Thecapatilitiesinc udeboth periodic reconna ssanceand
continuoussurvelllanceof theoperationa area. Whilesomeof theinformation requiresprocessing for
intelligence, other producerscan bedirectly linked to commandersand OCA or DCA forcesasrequired.
Thisisespecidly truefor time-sengitivetargeting and decis onmaking. Depending onthecapabilitiesof
thesensor and survelllance systemsand the sourceand qudity of theintelligence, cueing of additiond
systemsmay be necessary to provide morerefined adversary air and missilethreat datato ensure
accuratetargeting and assessment. Nationa or theater sensor and surveillance assetsmay beableto
detect, footprint, or search areastha will then requiremorerefined | SR activitiesby theater and tactica
asats. Fiendly agrid reconnaissance, ground survelllance systems and other intelligenceassetsrequiring
cueing arefocused rapidly to achievethe necessary accuracy for |POE targeting objectives.

c. The JFACC normally isresponsible for airborne ISR for the JFC and the JAOC has an
ISR divison for planning and execution. Additionaly, the USSTRATCOM Joint Functional
Component Commander for Intelligence, Survelllance, and Reconnai ssance is the pathway for
support from DOD and nationa | SR assets.

Refer to JP 2-01, Joint and Nationa Intelligence Support to Military Operations, for moredetails
regarding surveillance and reconnaissance.

24. Air Refueling
a ARisanimportant forcemultiplier and enabling functionfor counterair andjoint air operations.

AR greetly increasestherange, endurance, and payloadsof aircraft conducting counterair and other
jointar operations.
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b. Duringacombat operation, thehighest priority for intratheater AR unitsisnormaly supporting
combat and combat support arcraft executingjoint ar operations. Thisisespecidly trueduring theinitid
phasesof aconflict. Theater AR assetsbolster the security of air assetsby alowing themto be based
beyond therangeof enemy threats. AR increasestheenduranceof air combat support assetssuchas
AWACStypearcraft, ISTARSa rcraft and areamong themany crucid airborneplatformsusedtohep
manage, direct, and conduct combat operations. Depending upon theoperation, extending rangeor
endurance could reduce the number of sortiesrequired, decrease ground support requirements at
forward | ocations, and may reducethe number of aircraft required to be deployedto athegter.

¢. ARnotonly dlowscombat arcraft to greetly extendtheir rangeof operation (whichmay dlow
themto operatefrom basesfurther away from the conflict that may bemore secureand haveexisting
infrastructureand | ogistic capabilitiesthat arecritica to military operations) and endurance (making
possiblelonger “on-gation” times, thereby decreasing thenumber of aircraft nesded to meet objectives),
but may aso dlow sometypesof arcraft tocarry alarger payload oninitid takeoff by decreasngthe
amount of onboard fud required. Fuel necessary for missionrangerequirementsison-loaded after
takeoff by eéther pre-grikeor pos-grikerefuding (or both). Theability toincreaseanarcraft’ swegpons
load multipliesthe combat force and combeat efficiency of that aircraft. A lack of air gpacefor AR
trackscan limit theamount of combat and combat support sortiesthe JFACC/AADC isable
toscheduleand execute. AR support isessential for both DCA and OCA.

Refer to JP 3-17, Joint Doctrine and Joint Tactics, Techniques, and Proceduresfor Air Mobility
Operations, for more details regarding AR operations.

T

Air refueling assets can greatly increase the range and endurance of aircraft
conducting offensive counterair missions deep into enemy territory.
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CHAPTER IV
OFFENSIVE COUNTERAIR PLANNING AND OPERATIONS

“After all, the great defense against aerial menace is to attack the enemy’s aircraft
as near as possible to their point of departure.”

Winston Churchill
Memo of 5 Sept 1914

1. Genera

OCA operations normally have ahigh-priority aslong asthe enemy hastheair and missile
capability to threaten friendly forces and the JFC does not have the degree of air superiority
desired to accomplish the objectives required for the end state. OCA operations reduce the risk
of air and missile attacks, alowing friendly forces to focus on their mission objectives. The
preferred method of countering air and missile threats is to destroy or disrupt them prior to
launch using OCA operations conducted over enemy territory.

SECTION A. OFFENSIVE COUNTERAIR PLANNING
2. General

a. OCA planning beginswith JPOE and IPOE and considers the JFC's assessment of the
overdl air and missile threst, target database, ROE, objectives, priorities, missions, available
friendly forces, and the weight of effort or force apportionment decision. |POE enhances the
commanders’ ability to find targets, task attack forces, and assess their effectiveness.
Congderationsinclude the enemy’sair and missile operating areas, signatures, capabilities, and
deployment and employment procedures. 1POE attemptsto provide acomprehensive picture of
the enemy activity, terrain, and weather within the theater/JOA and generaly requires planning
for surveillance and reconnai ssance in support of intelligence collection.

b. Through centralized planning and direction, the JFACC synchronizes/deconflicts OCA
operationswith DCA and other joint operationsand relieson robust C2 systemsfor decentralized
execution. Decentralized execution allows components and units to exercise initiative,
responsiveness, and flexibility within their command authorities to accomplish their tasks.
Operationsagaing fixed targetsrequire emphasison preplanning, accurateand timely intelligence,
target selection, time over target, and published ROE. OCA operations against mobiletargetsor
TSTs(e.g., SAMs, TBM or CM launchers) a so require preplanned procedures that can be used
quickly to assign the optimum weapon system relying on integrated C2 systems for as close to
real time control as possible. Thisemphasis on planning enhances mission effectiveness while
minimizing potentia for fratricide and interference with other operations.

c. Reiable and secure C2 systems are needed to ensure timely and accurate integration,
planning, responsiveness, and close coordination. Thesesystemsr epresent thecommon threads
that tieall joint operationstogether and they must be aggressively protected from enemy
interference.
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3. Offensive Counterair and the Joint Air Operations Plan

a The preponderance of OCA operations are conducted with joint air forces/capabilities
that areintegrated in action through the JAOP. OCA planning isan integral part of this overal
joint air operations planning. The air estimate process has six phases that result in the JAOPR.
While the phases are presented in sequentia order, they can be worked either concurrently or
sequentialy. The phasesareintegrated and the products of each phase are checked and verified
for coherence. Figure IV-1 illustrates the six phases. The following explains the process in
regardsto OCA planning, not each phase.

(1) The process begins with mission analysis (i.e., analyzing the JFC guidance, the
Stuation, resources, and risks involved). Mission analysis provides the data that is used to
answer the essentiad question about an operation. The JFACC uses the mission analysis to
produceair objectivesthat support the JFC'scampaign. Ingenera terms, thefocusof OCA isto
atain and maintain the JFC's desired degree of air superiority in the operationa area. This
requiresthat both an enemy’soffensive and defensive air and missile capability be made combat
ineffective to some degree. Specific OCA objectives and desirable effects must be clearly
defined and measurable so the JFACC can assess whether or not OCA operations are
achieving them while avoiding undesired effects.

(2) After establishing OCA objectives, the JFACC uses the data from the mission
analysisto examine resources and risks, aswell asenemy COA (both known and anticipated) to
arrive at the best option for integrating OCA into the JFACC's COA for joint air operations.

JOINT AIR ESTIMATE PROCESS

® MISSION ANALYSIS

Intelligence Preparation of the Operational Environment (IPOE) is initiated. Phase focuses on
analyzing the joint force commander’s guidance.

® SITUATION AND COURSE OF ACTION (COA) DEVELOPMENT

IPOE is refined to include adversary COAs. Adversary and friendly centers of gravity are
analyzed. Multiple air COAs or one air COA with significant branches and sequels are
developed.

® COA ANALYSIS

Friendly COAs are wargamed against adversary COAs.

® COA COMPARISON

Wargaming results are used to compare COAs against predetermined criteria.

® COA SELECTION

Decision brief to joint force air component commander (JFACC) with COA recommendation.
JFACC selects COA.

® JOINT AIR OPERATIONS PLAN (JAOP) DEVELOPMENT
Selected COA is developed into a JAOP.

Figure IV-1. Joint Air Estimate Process
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(3) TheJFACC'sCOA isapproved or amended by the JFC and getstrandated into the
final JAOP that includes details on the integration of OCA into the overal air operations plan.
The JAOP should identify objectives by priority order, describing in what order they should be
attacked or otherwise neutralized, the desired effects, and thewelght of effort required to achieve
them. For OCA operations, the JAOP should account for current and potentia offensive and
defensive threats and indicate the phasing of joint air operations. The results of the planning
process aso areincorporated into the daily master air attack plan (MAAP) (see Figure 1V-2 for
MAAP development).

(4) TheMAAPformsthebasisof thedailly ATO. During MAAP development OCA
resources are alocated to accomplish specific tasks. OCA planning considers the operational
context and environment and theresultsfrom current operations. Plannerswill work with specidty
teams, component liaisons, and unit representatives, incorporating and synchronizing OCA aspects
of theair operationsdirective, joint prioritized integrated target list, threat Stuation, joint prioritized
collection, forecast wesather, weaponssystem availability, air refueling, and weaponsemployment
options. The MAAP has sufficient flexibility to adapt to the changing situation throughout the
theater/JOA. Planners adjust to the changing availability of joint assets to ensure each task or
target is assigned the best available capability.

b. OCA planning includes targeting the enemy air and missile threats. Targeting is the
process of selecting targets and matching the appropriate response to them, accounting for
operational requirements and capabilities. The following seven criteria are normally used to
establish targets and their priorities.

(1) Objective - the degree to which targets contribute to the OCA objectives.

(2) Threat - determining the need and urgency to counter the threat posed by the
target.

(3) Expected Effect - the degree the enemy capability can reasonably be expected to
be affected by a successful action.

(4) Delay in Effect - the time between the initiadl engagement and the desired effect.
(5) Risk Calculation - the probablerisk to attacking forces.
(6) ForcesAvailable- the composition of forcesrequired to achievethedesired results.
(7) Assessment - the ability to determine the effect of an attack on enemy capability.
Refer to JP 3-60, Joint Targeting, for a detailed discussion of the targeting process.
c. OCA targetsshould be attacked onthe surface prior to launch and ascloseto their source

aspossible. However, based on the JFC's priorities and ROE, many mobile targets, especially
TSTs, may be sought and attacked wherever and whenever they arefound. Target identification
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MASTER AIR ATTACK PLAN DEVELOPMENT
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Figure IV-2. Master Air Attack Plan Development

and planning should start prior to hodlilities, but target detashould beascurrent asthelatest intelligence
informetion. Target defenses, toindudeactiveand passvesysems, dso shouldbeevauaed todetermine
vulnerahility. Commandersshould consider thefollowing target sysemsfor OCA operations.
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IRAQI INTEGRATED AIR DEFENSE SYSTEM DURING DESERT STORM

“The underlying principle of the suppression of enemy air defense (SEAD)
plan was to attack KARI [nickname for Iraqi integrated air defense system]
as a whole. It would not be necessary to kill all the surface-to-air missile
(SAM) sites; it would be enough, if the coalition SEAD assets intimidated
the Iraqis to the point that those running SAM sites would refrain from
turning radar on. Finally, the plan to suppress enemy air defenses aimed to
defeat the SAM threat, so that allied aircraft could operate at medium
altitudes which would minimize the threat posed by Iraqgi antiaircraft artillery.
In effect, planners looked to maximize the inherent inefficiencies and
frictions within KARI. They believed that the Iragis could not operate
effectively without centralized direction; once the system began to break
down at the center, it would no longer function at all.”

SOURCE: The Gulf War Air Power Survey, Volume I

(1) WMD. Not al WMD may be considered an OCA target, but the JFC must establish
priorities, the ROE, and clear guidancefor targeting WMD. Theremay be different targeting for
WMD that are not ready to be employed (i.e., in storage), areready to beemployed (i.e., onorin
the vicinity of aircraft or missile delivery systems), or are in areas requiring specia attention.
When planning OCA against WMD targets, risk assessments should consider the unique nature
of the collateral damage. Also, escalation concerns may place some enemy WMD and delivery
capabilities on the restricted target or no-strike ligts.

(2) Missilesand Support Infrastructure. OCA operationsaremost effective against
missiles prior to their launch. The preemptive destruction of missiles, launch facilities, storage
facilities, and other support infrastructure gresatly limits subsequent missile attacks. OCA assets
may also be rapidly retasked to destroy TSTs such as mobile launchers.

(3) Airfiedds and Operating Bases. Destruction of hangars, shelters, maintenance
facilities, and other storage areasaswell as petroleum, oils, and lubricantswill reducetheenemy’s
capability to generate aircraft sorties. Runway or taxiway closures often prevent use of the
airfield for short periods, thus preventing subsequent takeoffs and forcing returning aircraft to
morevulnerableor distant locations. Direct attackson crewsand maintenance personnd facilities
may reduce sortie generation rates longer than attacks on the infrastructure of airfields and
operating bases.

(4) Aircraft. Target aircraft include enemy fixed-wing and rotary-wing aircraft
(manned or unmanned), whether in flight or on the ground. Destruction of these targets will
limit enemy attacks, observation, and defensive capability.

(5 C2Sygems. C2sysemsarecriticd totheemployment of forcesand should begiven
ahigh priority during OCA operations. Remembering the desired effect may beto take away the
enemy’sC2 cgpability whileretaining theability to recondituteit after theconflict. C2 systemsindude
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Attacking offensive counterair targets as close to their source as possible
reduces the risk of air and missile attacks.

intelligencegathering, warning and control sysems(i.e,, GCI Stes, early warningand acquistionradars,
Space-based systems, and other sensors), aswell astheir supporting facilities. Fixed Site, hardened
fadlitiesareusudly eesertolocatethanmobilesysems Attacksagang fixed Stescanasobepreplanned
with appropriatewegponstoincreasethe probability of kill. Attacksshouldaso beconsdered against
arborne, maritime, and ground-based C2 platforms, aswell asagaingt systemssupporting space-based
platforms. 10 capabilitiesshould beemployed offensvely for thedesred effectswhenever possible.

(6) Naval Platforms. Enemy naval platforms capable of employing aircraft or TMs
are also important OCA targets. Destruction of these platforms limits the enemy’s ability to
conduct air and missile attacks in the littoral or possibly influence vital sea lines of
communications.

(7) Air Defense Systems and Enemy Forces. Disruption or destruction of enemy
ar defense systems and the personnel who control, maintain, and operate them significantly
limit enemy self-defense efforts.

4. Offensive Counterair Assets

a The effectiveness of OCA operations depends on the availability and capabilities of
friendly assets. The choice of a particular weapon system or capability may depend upon the
situation, target characteristics, desired effects, threats, weather, and available intelligence.
Whenever possible and within the ROE, commanders should employ weapon systems that

V-6 JP3-01



Offensive Counterair Planning and Operations

minimizetherisk tofriendly forcesand noncombatants. Primary offengveassstsareshowninFigure
V-3.

b. Aircraft. Offensveaircraft providethe advantages of air-refuel able manned systems
(flexibility of contral), night and al-weather capable, long-ranges, tailorable weapons loads,
precision weagpons, and some may be capable of self-defense. Offensive aircraft include
bombers, air-to-air fighters, fighter-attack, EW aircraft, and fighters especialy configured for
SEAD. Additiondly, there arethewarning and control, reconnaissance, aeria tankers, specid
operations, and arrlift aircraft that directly support the offensiveaircraft or other forces capable
of OCA operations.

c. Unmanned Aircraft Systems. UASs can be used for attacks, surveillance,
reconnaissance, deception, jamming, and decoy of enemy forces and air defense systems.
UASsarepreprogrammed or remotely pil oted and often provideintelligenceto friendly forces
while providing confusing and erroneous information to the enemy. Some UASs are night-
capableand carry precision guided weapons. UASsmay causethe enemy to expend weagpons
and other air defense resourcesto evaluate or attack them. Airspace control can be aproblem
when mixing unmanned aircraft (UA) and manned aircraft in close proximity.

d. Missles. Missilesthat may beused for OCA include surface-to-surface, air-to-surface,
and air-to-air guided missilesaswell asair-, land-, and sea-launched cruisemissles (SLCMs).
CMs provide the capability to attack very heavily defended targets when the risk to aircrews

IS not acceptable.

e Special OperationsForces. SOF conduct direct action, providetermina guidance, observe
attacks, and collect intelligencethrough specid reconnaissance. SOF may srikeenemy targetsthat
arenormdly beyondthecapability of other conventiond munitions. Examplesindudetargetsconceded

PRIMARY OFFENSIVE COUNTERAIR ASSETS

Aircraft Surface Fire Support

Unmanned Aircraft

Systems Armed Helicopters

Command and Control
Systems

Special Operations

Information Operations
Forces

Figure IV-3. Primary Offensive Counterair Assets

V-7



Chapter 1V

by difficult terrain, undergroundfacilities, or “ safehaven” targets. SOF may asobeusedtolocate,
positively identify, and designatetargetsfor other forces. Coordinationwiththe SOLE at theJAOCIs
critical to synchronize/decontflict operationsand avoidfratricidefor SOFworking behind thelinesand/
orintheland/maritimeAO.

f. Surface Fire Support. Artillery and naval surface fire support may be used during
OCA operations if enemy targets are within range. Surface fire may provide the safest and
fastest method of attacking targets.

g. Armed Helicopters. When apportioned by the JFC and made available for tasking,
these assets may be placed in direct support of the JFACC with mission-type orders for attack
operations. Army attack helicopters are considered maneuver units for the land forces.

h. C2 Systems. C2 support for OCA includes early warning and surveillance systems,
radars, ID/CID systems, communications systems, and other surface-, air-, and space-based
sensors. These systems provide indications and warning, intelligence, targeting data, and C2.
C2 sysems are vita to counterair.

i. Information Operations. 10 can also generate nonlethal effects that have proven
to be essential to OCA operations. The core capabilities of 10 can save vauable aircraft
sortiesduring ahigh tempo air war. Many OCA targets, such as C2 nodes, missiles, and support
infrastructure, and airfields/operating bases can be affected by various IO actions that include
computer network operationsand EW. Some 1O capabilities afford the JFACC accessto targets
that may be inaccessible by other means.

5. Enemy Air Defenses

a Enemy air defensesmay rangefrom simpleto themost advanced IADS. For the purpose
of thisdiscussion, consder anenemy |ADSthat could include detection, C2, and weapon systems
integrated aseffectively asaUSIADSto protect those assetscritical to achieving their strategic,
operationa, and tactical objectives. AnlADSattemptsto provide aseaml esscapability to destroy,
disrupt, or neutralize ISR and air and missile attacks. To degrade effectiveness of friendly OCA
operations, enemy defensive tactics may include jamming aircraft navigation, communications,
target acquisition systems, and precision weapons guidance systems. IADS have become
increasingly complex and can differ widely in terms of organization, sophistication, and
operational procedures. Asatarget system or number of target systems, theenemy |ADS needs
to be analyzed in depth to avoid its strengths and exploit its weaknesses.

b. Command and Control. Traditionaly, many potential adversaries exercise rigid
centraized control over air defense activities. Air defense commanders located in centralized
C2 posts provide warning and cueing, assign targets, and control weagpons readiness using
overlapping and redundant communication links. However, some potential adversaries may
employ a decentralized system where multiple nodes may have the redundancy to direct the
entire|ADS. Radio-based C2 isnow being supplemented by combinations of communications
over landline (cablef/fiber optics), microwave, cellular, satellite, and internet systems.
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c. Employment. Mobileair defensed ementsalowseche oning of forcesin depthandinclude
tactical and strategic SAM andAAA systems. Technologiesare now availablethat allow passive
detectionwithlittlewarning prior towegpon engagements. Known adversariesareadept at camouflage,
conceal ment, and deception, complicating thetargeting process. SAM forceshave becomemore
mobileandlethd, with some systemsdemondrating a“ shoot-and-move’ timein minutesrather than
hoursor days. Modern SAM systemshavebeen drameaticaly improvedin both rangeand capability
and someolder sysemshaverece ved substantia upgradesthat continueto makethem seriousthreats
toUSforces. Long-range SAMsareusudly located near high-va uetargetsand provideareaand point
defensecoverage. However, their rangeand mobility mean thesesystemscould provideair defense
coverageover theforward edgeof thebattlefield at various stagesof the conflict and thresten friendly
arbornewarningand control, surveillance, and reconnaissanceand targeting platformswaell intofriendly
argpace. Point defensesand maneuver unitsmay useshort-rangeair defenses(SHORADs) including
SAMs, multiplecdibersof AAA, and man-portableair defense system (MANPADS) that may be
guided by infrared or radio frequency methods. For enemy maneuver units, the SHORAD will probably
present aprimary threat againg air assaullt, air mobility, and dlosear support operations. Theproliferation
and lack of warning of some SHORA D systemsmakethem aseriousthreat todl fixed- and rotary-
wingaircraft operating a low and mediumaltitudes, especidly during takeoff andlanding. OCA planners
should expect MANPADS and AAA coveragewherever enemy forcesareencountered.

SECTION B. OFFENSIVE COUNTERAIR OPERATIONS
6. General

a Thepreferred counterair employment strategy isto execute OCA operationsprior to the
launch of air and missile threats and as close to their source as possible. Prior planning and
accurate and timely intelligence are keysto locating and attacking OCA targets as well astheir
supporting elements. Under decentraized execution, units tasked for OCA operations should
have the latitude to plan, coordinate, and execute their operations. OCA operations may be
conducted by any component of thejoint forcewith therequisite capability using aircraft, missles,
SOF, surfacefires, or ground forces.

b. Counterair operationscan bepreemptiveor reactive, but sustained effortsmay berequiredto
reduceor neutrdizehodtilear and missilecgpabilitiesuntil thedesred degreeof ar superiority isatained
for the JFC. OCA missionsmay be planned using deliberate or dynamictargeting. Missonsusing
ddiberaetargeting are scheduled or on-call targetsand included inthe ATO and rely on continuousand
accurateintdligencetoidentify themat particular locationsand times. Missonsusing dynamictargeting
areunanticipated/unplanned targets, such asmohbile TSTs, that fal outsdethe ATO cycleand require
immediateaction. Minutesoften definethetimdinewhenthesetargetsarevulnerableto atack. Those
targetsrequiringimmediate action cannot beeffectively attacked unlessrespondvenessandflexibility is
built into thetargeting processand the ATO. OCA may requireprovisonsfor ground/airbornedert
arcraft, on-cal surfacefire support, and diverting arcraft with suitableweaponsfor thetarget/target
sydem.

c. Toensureunity of effort, conservation of force, and fratricide prevention, attackswithina
desgnated surfaceA O requirescoordination with that supported component commander, asdesgnated
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by theJFC. For alandAO, theland forcecommander normaly etablishesafiresupport coordination
line (FSCL) asapermissive FSCM. Attacks short of the FSCL are controlled by theland force
commander. Beyond the FSCL, coordination and restrictivemessuresare used to avoid conflicting or
redundant operations. Forcesattacking targetsbeyond the FSCL must coordinatewith dl affected
commeanderstoalow necessary reectionand avoidfratricide, bathinthear and ontheground. Generdly,
theATO processprovides sufficient coordination for scheduled and on-cal targetsbeyond the FSCL.
If permitted by specific JFC guidance, ROE, and preplanned procedures, unantici pated/unplanned
targetsmay beattacked quickly using whatever information and coordination that can be provided
throughthe C2 system. Liaison elementscan bevery useful for coordination of operationsagainst
unantic pated/unplanned targets. Under exceptiond circumaances if gpproved by the JFC, theinability
to perform coordination may not preclude attacking thetarget, with the commander of theattacking
forceassuming theincreasedrisk of fratricide. Thereforethe component commandersmust planand
coordinate proceduresfor operationsagainst unanticipated/unplanned targets, especidly thoseinthe
land or maritime component AOs. OCA operationsincludeattack operations, SEAD, fighter escort,
andfighter sveep shownin Fgurel V-4 and discussed bel ow.

PRIMARY OFFENSIVE
COUNTERAIR MISSIONS

Attack Operations ‘ Fighter Escort ‘

Suppression of Enemy S

Figure IV-4. Primary Offensive Counterair Missions

DESERT STORM OCA

The Iraqgi Air Force posed both a defensive threat to Coalition air operations
and an offensive threat to Coalition forces in the region. In addition to a
defensive capability, the Iraqgi Air Force had a chemical weapons delivery
capability and had used precision-guided missiles.

Initial targeting of the Iraqgi Air Force during Operation DESERT STORM
emphasized the suppression of air operations at airfields by cratering and
mining runways, bombing aircraft, maintenance and storage facilities, and
attacking [command, control, and communications] facilities. Coalition
planners anticipated the Iraqis initially would attempt to fly large numbers
of defensive sorties, requiring an extensive counterair effort. Air

IV-10 JP3-01



Offensive Counterair Planning and Operations

commanders also expected the Iraqis to house and protect aircraft in
hardened shelters. An attempt to fly some aircraft to sanctuary in a
neighboring country also was expected, although the safe haven was
thought to be Jordan, rather than Iran.

SOURCE: Final Report to Congress
Conduct of the Persian Gulf War, April 1992

7. Attack Operations

a. OCA attack operationsare offensive actions against surface targetsthat contribute to the
enemy’s air power capabilities. All components normaly have forces capable of supporting
attack operations. Some Service componentsrefer to attack operationsas strikes. The objective
of attack operationsisto prevent the hostile use of enemy aircraft and missiles by attacking them
and their supporting elements and infrastructure with the fires necessary to create the desired
effects.

b. OCA Attack Operation Targets. Attack operations target the following components
of enemy air and missile capability (not in a prioritized order):

(1) Air and missile unit C2 nodes/centers.

(2) Aircraft onarfieldsand in shelters.

(3) CMsand BMs on fixed and mobile launchers.

(4) Airfield runways and taxiways.

(5) Magor IADSC2facilities.

(6) Operations and maintenance facilities, equipment, and personnel.

(7) Logistic support (e.g., fuel storage, munitions depots, eectrical power generation
and transmission).

(8) ISR and target acquisition systems.

(9) Transportation infrastructure serving garrisons/deployment sites for mobile/
moveable TMs (e.g., bridges, tunnd adits, rail choke points).

c. Resources
(1) Assetsusedtosupport attack operationsincludefixed- and rotary-wing aircraft, CMs,

SOF, other surface-to-surfacefires, ground maneuver forces, EW and other 10 capabilities, and ISR
sygems
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(2) Attack operationsare highly dependent upon predictiveand devel opedintelligence.
Becauseof thedifficulty indetecting highly mohbilelaunch sysems, aseamlessnetwork of C2 sysems
and sensors should beemployed to shareinformation and support near red timetargeting and attack.
Nationd sensor systemsnormally will berequired to augment theater air and surface based systems.
Space systemsprovidetactica information to assist in determining enemy missilelaunch pointsand
tracking. Additionally, intelligence coll ected by these systems can enabl ethegter forcesto anticipate
hodtilear and missileoperationsand determinether unit locations.

d. Execution. Inadditiontothe JFACC' sown Servicecomponent forces, the JFC may gpportion
additiona component force/capabilitiesto the JFACC to support thester-/ JOA-wideattack operations.
The JFACC'srecommendati on and the JFC’ sdeci s on on apportionment determine the amount of
effort madeavailablefor OCA attack operations. Attack operationsaregenerdly against scheduled
and on-cdl targets, but must be planned for potentid unanticipated/unplanned targets.

(1) Planned Attack Operations. Normally, OCA targetsare nominated and prioritized
through the joint targeting process. The JFC may have a list of approved TSTs that must be
attacked at the onset of hogtilities, or even prior to the onset of hogtilities. Typicaly, JFCs
organize ajoint targeting coordination board for determining apportionment of operational fires
and shaping the operationa environment inthetheater/JOA, including firessupporting OCA attack
operations. That board normaly smultaneoudy addressesat |east threeATO cyclesthat areeither
being planned, about to be executed, or inexecution.

(2 Immediate Attack Operations. The quicker the joint force can locate, identify,
and target the enemy air and missile threats, the quicker they can be attacked and defeated.
Immediate missions are conducted against emerging mobile targets and TSTs and require the
execution of mutually supporting tasks(e.g., detection, acquiSition, identification, tracking, attack,
and assessment). These operations rely on sensor systems, a responsive near real time sensor
management and communi cations network, and weapon systems capabl e of attacking targetsas
soon as adequate targeting information is available.

(3) Target Acquidtion. Acquisition and tracking systems may utilize cueing from
wide-areaandlocd survelllance systemsand receivewarning datafrom other intelligence sources.
Acquisition supportstarget identification, discrimination, and timely engagement by accurately
locating and monitoring targets and transmitting information relative to their movements.

(@) Target Detection. Inthecaseof BMsand CMs, detection can be accomplished
throughidentifying launch signatures or intelligence sources such as measurement and signature
intelligenceor signalsintelligence. To support attack operationsinall environments, joint forces
should minimizethe effectsof enemy countermeasureswhile capitalizing on distinctive equipment
sgnatures. Surveillance capabilities should integrate nationa level intelligence with theater
level capabilities. Space, seq, air, and ground-based areaand point surveillance sensors a so will
bekey to establishing acomprehengvesurvelllancenetwork. Detectioninvolvesasystemic search of
areasof interest identified during the | POE. After detection, warning or location datashould be passed
immediately tojoint and component intelligence and operations centers, executing units, and air and
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R

For offensive counterair attack operations, the joint force air component commander
makes an effective decision for employing the best capable attack asset.

surfacesearch equipment. Smultaneoudy, tactical warningsa soshould beprovided to potentid friendly-
targeted assets.

(b) Identification. ID of aircraft and TMs(or strategic BMs) and their supporting
nodes requires management of target movement data, determination of the type of system
employed, and discrimination of the launch and support systems from decoys. Target ID aso
requires the use of predictive intelligence, including the ID of potential future target locations,
arealimitation analysis, and automated cueing of sensorsto threatening targets.

(4) Attack. Observed enemy activity shouldtrigger timely counterair execution. Targets
identifiedinthel POE databaseareincduded inthe JFC' splanfor preemptivedrikesor operationsat the
onset of hodtilities. Tar getsacquired areattacked in accor dancewith JFC guidance. Thegoal
istoattack unanticipated/unplanned tar getsasthey present themselves.

(5) ATO. TheATO should beflexibleenoughto dea withimmediate attack operations.
The combat operations division of the JAOC is responsible for adjusting the ATO in order to
ded withred timedevd opmentsintheoperaiond area. Onemethodtopermitthisflexibility isdesignating
selected forcesinthe ATO aseither ground alert or airbornedert. Theseon-call assetscanthenbe
tasked red timeagaingimmediatecounterair targets.

(6) TSTs. Prior planning, delegating authority, and having thegppropriate C2 systemscan
greamlinedecison-cycdesfor atacking counterair TSTs.

Refer to JP 3-60, Joint Targeting, for a discussion of targeting and TSTs.
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8. Suppression of Enemy Air Defenses

a SEAD isactivity that neutralizes, destroys, or temporarily degrades surface-based enemy
air defenses by destructive or disruptive means. SEAD must be an integral part of all planning
and air operations, but the SEAD requirement will vary according to mission objectives, system
capabilities, and threat complexity. SEAD operations are based upon the JAOP and the
components suppression needs, target priorities, and availability of SEAD assets.

b. SEAD objectives are specified by the JFC, who will consider the unique capabilities of
each component to contribute to counterair operations. Traditiondly, there are three categories
of SEAD, each of which reduces attrition and creates more favorable conditionsfor friendly air
operations. AOR-/JOA-wide joint air defense system suppression, localized suppression, and
opportune suppression. For each category, there aretwo means of executing SEAD, destructive
and disruptive.

C. SEAD assets are often used in conjunction with other air operations/missions (i.e., air
interdiction, OCA attack, airborne operations) when surface air defenses are afactor. Specialy
trained arcrew and specialy equipped aircraft are designed for SEAD missions, especidly
aganganlADS. SEAD dedicated aircraft normally are equipped with specia e ectronic detection
and electronic countermeasures (ECM) equipment, deceptive expendables (chaff, flares, or
decoys), and antiradiation missiles (ARMS) for use against emitting radars. During magjor
operations, SEAD assets normally are too vauable to be used for missions without a SEAD
requirement. Other fighter-attack and multi-role fighter crews normaly are trained to support
the SEAD mission, especialy against the enemy air defense infrastructure.

d. Threat. Air defense threats can encompass many nationa or multinational systems
normaly integratedintoan |ADS. Potential adversaries | ADShave becomeincreasingly complex
and can differ widely from country to country in terms of organization, sophistication, and
operationa procedures. An adversary’s IADS needs to be anadyzed in depth with an eye to
potentid strengthsand weaknesses, especidly seamsin coverage. Thegoa istoidentify command
structure, air defensedoctrine, early warning and tracking capabilities, C2 reliability/redundancy,
and defensivewegponssystems. SEAD operationstarget thefollowing componentsof anlADS:

(1) IADS C2 nodes/centers.

(20 SAM dites.

(3) AAA.

(4) Early warning and fire control radars and GCl gites.

(5) SAM cariersand storagebunkers.

(6) Airdefenseoperdaionsand mantenancepersonnd.
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e. Resources. Each component has its own capabilities for SEAD. Most are normaly
oriented toward their mission areasand they assumetheimmediate responsibility for suppressing
enemy air defense threats expected against their forces. The components with dedicated,
specidized aircraft and aircrews have the best potential and options for SEAD. Some of these
optionsinclude aircraft with specia detectors, jammers and el ectronic countermeasures (ECM)
equipment, ARMs, and precision-guided munitions. Dedicated SEAD forces may be supported
by aircraft with precison or unguided air-to-surface munitions. Land forces may use EW
equipment, attack helicopters, and direct or indirect fires (including mortars, artillery, missiles,
or naval surfacefire support). SOF may be used for direct action (attack) or providing terminal
guidance for air attacks. Additionally, space assets may adso be used to facilitate emission
control and jamming/spoofing when conducting SEAD missions.

f. Meansof SEAD Execution. SEAD operations are accomplished through destructive
and disruptive means.

(1) Destructive Means. Destructive means seek the destruction of the target system
or operating personnel. However, this may place large demands on the available combat
capabilities/forces. Examples of destructive SEAD capabilities are bombs, air-to-surface and
SSMs, ARMS, air scatterable mines, cluster bomb units, and artillery.

(2) DisruptiveMeans. Disruptive meanstemporarily deny, degrade, deceive, delay,
or neutralize enemy surface air defense systems.  Disruptive means may be either active or
passive.

(8 Active means include electronic attack, directed energy, electromagnetic
jamming, electromagnetic deception, expendables (chaff, flares, and decoys) and tactics such as
deception, avoidance, or evasive flight profiles. In addition, UASs can be used to actively
employ disruptive means.

(b) Passive means include emission control, camouflage, infrared shielding,
warning recelvers, and material design features, to include stealth technol ogy.

g. Categoriesof SEAD Execution.

(1) AOR-/JOA-wide Air Defense System Suppression. AOR-/JOA-wide
suppression is conducted against specific enemy air defense systems throughout the AOR/JOA
to degrade or destroy their mgor capabilities/effectiveness. It targets high payoff air defense
assets that result in the greatest degradation of the enemy’stotal system. It normally isamajor
effort to destroy/disrupt the whole enemy IADS and therefore may have a higher priority than
localized suppression. Typically, destruction of key C2 nodeshasthe most disruptive effect
onanlADS. Inconjunctionwith SEAD, effortsarenormally madeto destroy/disrupt enemy equivaent
airbornewarning and control system aircraft. Theimmediate objectiveisto destroy or disrupt the
integration and synchronization of theenemy AMDs. Theduraionandleve of disruption dependsupon
the JFC' sobyjectivesand the sophistication of the | ADS.
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(2) Localized Suppression. Locaized suppression operationsnormaly are confined
to geographic areas associated with specific targets or trangit routes for a specific time. Under
localized suppression, SEAD aircraft normally escort other aircraft to protect them from asurface-
based air defense thresat in that sector. Localized suppression normally takes place in different
areas and times throughout the AOR/JOA. Although planned to protect specific operations or
missions, localized suppression may a so support AOR-/JOA-wide air defense suppression.

(@ Planned Localized Suppression. The SEAD process is based upon the
JFACC’'s JAOP and the determination of suppression needs, target priorities, and availability of
appropriate suppresson means. Localized SEAD coordinationoccursat al echelons. Localized
suppression requests are processed from the lowest echelon of command to the highest using the
appropriateair control system. Liaisoneementslocated inthe JAOC aid thiseffort. A requesting
echelon or component must first consider what organic SEAD systemsare available. When the
requirements exceed the capability or availability of organic systems, the requesting component
passes the requirements through its respective chain of command to the JFACC for resolution.
Unitsrequesting air support arerequired to identify known or suspected air defense systemsthat
couldthreatenthemission. SEAD requestsa sowill includethese defensive systemsand identify
other supporting targets that likewise cannot be engaged with organic capabilities/forces.

(b) Immediate Localized Suppression. Threat assessment and suppression
requirements, usualy destructivein nature, must be made quickly when processing arequest for
SEAD air support. Procedures for requesting immediate locaized suppression are smilar to
close air support. If a surface force cannot support the SEAD requirement, the component
control center passes the request to the JFACC through the appropriate air control system for
immediate SEAD support considerations.

(3) Opportune Suppression. Opportune suppression is unplanned and includes
arcrew self-defenseand attack againgt surface-air defensetargetsof opportunity. Theproliferation
of highly mobileair defense weapon systems, coupled with deception and defensivetactics, will
lead to an increase of opportune suppresson. Any movement by air defense systems from
targeted locations will change localized suppression into opportune suppression. The JFC will
establish ROE for opportune suppression because SEAD operationsrequire correct identification
of enemy systems to prevent fratricide, especialy when launching ARMs againgt sources of
unknown, spurious electronic signals. Realizing that the window to engage highly maobile
tar getsmay befleeting, concer n should begiven to establishing ROE and detailed planning
that will allow the rapid prosecution of threats before they have the opportunity to move
or conceal themselves again. Opportune suppression is a continuous operation involving
immediate responseto acquired targets of opportunity. Incaseswhereair assetsarenot available
or not required, the component commander establishes priorities for opportune suppression.
These priorities are forwarded from the designated fire support coordinator at component-level
headguarterstotheexecuting commands. Thefollowing arethedifferent typesof opportunesuppresson.

(@ Aircrew Sdf-defense. Anaircraft commander hastheinherent authority and
is obligated to use dl necessary means available and to take all appropriate actions in self-
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defenseof thearcraft and other USforcesinthevicinity. Nothinginthe SROE, theater-specific ROE,
or SPINSIimit thisinherent right and obligation. For further guidance, see CIJCSl 3121.01B, Sanding
Rules of Engagement/Sanding Rulesfor the Use of Force for USForces.

(b) Targetsof Opportunity. SEAD targets of opportunity are those enemy air
defense systems detected by surface or airborne sensors or observers within range of available
weapons and not yet targeted. Many SEAD efforts by surface forces may be against targets of
opportunity. Surface and air weapon systems may suppress air defense targets of opportunity
whenever capabilities, mission priorities, and ROE permit. Such suppression operations must
be in accordance with established rulesand FSCMs. The purpose of SEAD ROE isto enhance
effective SEAD while minimizing risksto friendly forces.

() Targets Acquired by Observers or Controllers. Combat eements may
often bein good position to acquire SEAD targetsof opportunity. Observers, spotters, controllers,
and liaison officers from the components have the authority to request suppression for SEAD
targets of opportunity. Such personnel may include joint terminal attack controllers, airborne
controllersand observers, TACPs, Marineassault support coordinators, artillery forward observers,
UASoperators Army firesupport teeamsand combat obsarvation/lasng teams and STRY KER plaioons
Theobsarversor controllerswill forward theserequeststhrough their respectivefiresupport channds.
Requirementsshoul dfirst be passed to suppress on systemsthat bel ong to or support theunit acquiring
thetarget becausethey canrespondimmediadly. If thesuppress onrequirement exceedsthecgpabilities
of thegroundforces, theimmediaterequest will besent viatheair request net to the component control
centers.

Component commanders will use their organic assets to locate, identify, and attack
suppression of enemy air defenses targets within their area of operations whenever possible.
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(d) TargetsAcquired by Aircrews. Whenaircrewshave acquired SEAD targetsof
opportunity but have not engaged them because of mission priorities, wegponslimitations, or SEAD
ROE, they passtheinformationtotheagency contrallingthar misson. Thisagency should immediatey
passthetar geting datathr ough theappr opriate C2 channelstothebattlemanager /oper ations
center of thefor cecomponent capableof targetingthethreat.

h. Surface Component SEAD Capabilities. Based on the JFC guidance, the land and
maritime surface components’ fire support e ements and fire support coordination centers will
determine the weagpon systems available to conduct SEAD. Examples of these capabilities/
forcesincludefield artillery, mortars, naval surfacefire, attack helicopters, EW, and SSMs. To
ensure unity of effort and conservation of force, components need to coordinate their SEAD
activitieswithin their AOswith the JFA CC to ensure they meet mission requirementsand do not
interfere with other planned operations. Component liaison e ements, such asthe BCD located
in the JAOC, can assist localized suppression operations by coordinating the means to request
surface fire support. A rapid and free exchange of SEAD target information between the
JFACC and other component commandersisrequired for effective surface suppression.

SEAD IN “THE STORM”

On the morning of 17 January [1991], an EA-6B from Marine Tactical
Electronic Warfare Squadron Two provided electronic warfare support for
Marine, Navy and Royal Air Force strike packages attacking strategic targets
at the Al-‘Amarah and Az-Zubayr command and control sites, as well as the
Az-Zubayr railroad yards and the Al-Basrah bridges across the Tigris River.
These targets were heavily defended by interlocking belts of surface-to-air
missiles (SAMs) and antiaircraft artillery (AAA). Iraqi fighters also were a
potential threat. This was a dangerous mission — among the first daylight
strikes of the war. Long before they approached the targets, the EA-6B
crew started to work. The first enemy radar that came up was quickly
jammed. Shortly after, however, additional radars were noted searching for
the strike groups. Jamming of Iraqi long-range early warning radars allowed
the strikers to approach undetected. However, Iragi ground control intercept
radars as well as target tracking radars simultaneously began probing the
Coalition strike package. The EA-6B crew quickly introduced intense
electronic jamming into all modes of the Iraqi air defense system, which
prevented the vectoring of enemy fighters. They also forced SAM and AAA
systems into autonomous operation, uncoordinated by the command and
control system which greatly reduced their ability to locate and track
Coalition aircraft. To accomplish this, the EA-6B crew did not attempt
evasive action but placed themselves into a predictable, wings-level orbit
which highlighted their position amidst the beaconing (sic) and jamming
strobes of the enemy radars. The severe degradation to radio transmissions
caused by jamming interference limited the EA-6Bs ability to receive threat
calls, making them vulnerable to enemy aircraft. Nonetheless, the crew
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remained on station, enabling all Coalition aircraft to strike the targets,
accomplish the missions, and return home without loss or damage.

SOURCE: 3rd Marine Aircraft Wing Award Citation
cited in DOD Final Report to Congress,
Conduct of the Persian Gulf War, April 1992

(1) Component commanderswill usetheir organic assetsto locate, identify and attack
SEAD targetswithin their AOsand areas of interest whenever possible. They continually update
lists of potential SEAD targets, including target location, desired effects, timing, and sequence
of attack. In many cases, however, only the JFACC has assetsto specificaly find and identify or
attack certain SEAD targets so the components must request SEAD support. Component liaison
elementsnormally are responsiblefor consolidating their component’s SEAD requirementsand
prioritiesfor action.

(2) A request for air support should identify known or suspected enemy air defense
threatsto, from, and around the target area. Within their capabilities, each echelon handling the
request refines and updates threat data. The request for air support contains this updated data,
along with the type of suppression desired by the requesting component. For example, during
the planning and execution of close air support, TACPs, and other fire support agenciesidentify
potentia local SEAD targets and request SEAD fire support.

Refer to FM 3-0L4/MCRP 3-22.2A/NTTP 3-0L.42/AFTTP(I) 3-2.28, Multi-Service Tactics,
Techniques, and Procedures for Suppression of Enemy Air Defenses, for additional detailed
information regarding SEAD.

9. Fighter Escort

a. Fighter escort missonsarecritical to offensiveair operationsand for protection of HVAAS.
As an OCA mission, fighter escort sorties are normally flown over enemy territory to protect
other primary mission aircraft from enemy fighters en route to and from a target area during
offensvemissions(i.e., for air interdiction, OCA attack, SEAD, an airborne operation). Fighter
escortsmay protect airlift, AR, EW, C2, search and rescue, and SOF aircraft from enemy fighters.
Fighter escorts also may be used asa DCA mission, asin the case of HVAA protection.

b. Offensive Fighter Escorts. Joint air operations may require air-to-air capable fighters
be used asescortsto protect friendly aircraft over enemy territory from attacksby enemy fighters.
After considering the mission requirements, the required capabilities of the fighter escorts(i.e.,
speed, sophistication of weaponry, data links, guns) are determined by the operational/tactical
commandersresponsiblefor air operations. Thoseair operationspackagesa so may be supported by
specidly equipped and trained SEAD assetswhen surfaceair defensethreatsarea so aconcern.
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Fighter escorts protect against hostile fighter aircraft and are normally
assigned to protect specific friendly aircratft.

c. DefensveFighter Escorts. Fighter escort missonsmay beplanned asDCA missionsto
protect HVAAs(i.e, AWACS, JSTARS, Rivet Joint, CompassCall, CobraBall, Globa Hawk, and
U-2) from potentia enemy fighter attack over neutrd or friendly territory.

d. ThreatsTargets. Theprimary threatsfor fighter escortsincludeany enemy aircraft witha
capability to atack and disrupt/destroy theprimary missonaircraft. Escort fighterstarget only those
arborneaircraft that threaten the primary mission. Fighter escortsin conjunctionwith their supported
arcraft must avoidthedirect threat of enemy surface-based air defenses (unlessthefightersareescorting
aSEAD package). If SAM/AAA threstscannot beavoided, thethreat and risk tothe primary misson
andfighter escortsrequires SEAD support.

e. Resources. Dedicated air-to-air or multi-rolefightersare best suited for theescort mission.
However, any fighter with air-to-air ordnance can conduct escort missions. Escort missonsare
more effective when ground and airborne early warning or GCI radar assets are available for
Stuationa awareness and threat warnings. Airborne C2 (battle management) assets normally
arerequired for rapidly synchronized/complex air operations. Theduration of theescort mission
may require aerial refueling support for the escorts, even if the primary mission or other support
aircraft do not. 10 support, apart from SEAD support, also may be required to disrupt the
effectivenessof enemy communicationsand information systemsthat support their acquigtion, tracking,
andinterception capabilities.

f. Execution. Air planners, dongwith JFACC/JAOC intelligence staff, must eval uatethethreat
posed by theadversary counterair forcesand determinethetypeand Szeof fighter escort forcerequired,
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becausethesameair assatsareusudly shared for DCA operations. Theplannersasomust coordinate
the support required by theescort force (i.e,, AR, EW, C2). Thespecificrespongbilitiesof thefighter
escort forcemust beclear todl participants. Indirect support, their missonisto protect the primary
missionforce, and not necessarily atriteenemy aircraft. |f theenemy choosesnot toattack because
afighter escort ispresent, then theobjectiveof fighter escort hasbeen met. Conversaly, escort
fightersmust exercise caution againg being drawn away from theescorted forceby diversonor decoys,
thereby leaving that forcevulnerableto other enemy aircreft.

10. Fighter Sweep

a Thefighter sweep isdefined as* an offensive mission by fighter aircraft to seek out and
destroy enemy aircraft or targets of opportunity in adesignated area.”

b. Fighter sweeps are conducted by fighter/fighter-attack/multi-role fighter aircraft.
Normally, fighter sweeps are conducted in order to achieve local or JOA air superiority. Based
on the targeting potential, AWACS and | SR assets should be used in support for more effective
acquisition of targets.

c. Theneedfor fighter sweep missons versus attack operationswill depend ontheair and
missilethreat and the objectives of the JAOR. Intelligence should help OCA plannersdetermine
the proper force mix (air-to-air and air-to-ground) for afighter sweep in a given sector.

d. ThreatgTargets. Thefighter sweepisaflexiblear misson becausethreatstargets can
beanywherein the dlotted sector. Fighter siweeps should normally be planned into areaswhere
the threat from surface-based air defenses are minimized, through tactics or attrition. This
enablesthe concentration of OCA assetson the destruction of enemy aircraft, missiles, and other
such soft targets of opportunity.

e. Resources. Package aircraft normally are those fighter/bomber aircraft used for OCA
attack, air interdiction, close air support, strategic attack, and fighter escort missions. Friendly
early warning and GCI radar sites, and AWA CS aircraft should be tasked to support the mission.
Thismay beespecialy important when aircraft with beyond visua range|D systemsand weapons
areused or when significant numbersof enemy aircraft may beencountered. SEAD requirements
will be determined by enemy surface-based air defense capabilities and the JFC's acceptable
level of risk. Based on mission duration and distances, aeria refueling also may be required.
EW may be used to enhance the e ement of surprise/disruption and give the attacking force a
tactical advantage.

f. Execution. Althoughaflexiblear misson, thefighter svegpinvolvesemployingfighter aircraft
over hodtileterritory. Fighter sivegp missonsnormally shouldfollow aseriesof OCA atack and SEAD
operationsamed a neutrdizing/destroying theenemy offensveand defendveararaft and misslesthreats
However, asweep may be synchronized with arapid seriesof OCA operations (including attack,
SEAD and escort missions), or into other offensvealr operations(i.e., air interdiction, Srategic atack).
Normaly, detail ed planning and coordination, good intelligence, and robust C2, including red time
threst warnings areessentid to prevent surpriseshy theenemy andto ensuresynchroni zati orn/deconfliction
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Fighter aircraft may perform a fighter sweep to seek out and destroy enemy aircraft
or targets of opportunity.

with other friendly operations. Ground or airborne warning and control assets enhance overall
effectiveness, but if thosesupporting resourcesarenct available, execution of autonomousfighter sveeps
withfightersusingonly their ownfirecontrol radar and 1D systemsarepossible. Hexibility being key,
somefighter swegpsmay bejust air-to-air capablefighterslooking for airbornetargets; otherscanbe
multi-rolefightershunting air and groundtargets.

58TFS FIGHTER SWEEP/ESCORT DURING DESERT STORM

“The plan’s essence — as far as the 58th was concerned — was that twenty
F15s, in line with strategically positioned four ships from several squadrons,
were going to be the first air-to-air fighters to sweep across the Iraqi border
after the STEALTHS, F-15E bombers, and TOMAHAWK missiles had made a
surprise attack mostly on Baghdad'’s vital command and communications
centers, hopefully knocking them out and, with them, the country’s air
defenses.

Then, as the bombers, done with their surprise missions, sped back to
safety south over the border, the EAGLES, including two four ships from
the 58th would charge in over their top, engaging any enemy fighters . . .
and clearing a path for the waves of conventional nonstealth bombers and
other warplanes that would be following.”

SOURCE: Wings of Fury by Robert Wilcox, 1996, pp 220-221
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CHAPTER V
DEFENSIVE COUNTERAIR PLANNING AND OPERATIONS

“Find the enemy and shoot him down, anything else is nonsense.”

Manfred Baron von Richtofen
1917

1. Genera

a DCA operations consist of active and passve AMD measures executed through ajoint
C2 infrastructure. The AADC normally is responsible for developing an IADS by integrating
the capabilities of different components with arobust C2 architecture. Because of their time-
sengtive nature, DCA operations require streamlined coor dination and decison-making
processes.

b. TheAADC usesassigned campaign plantasksto devel optheAADPwiththe coordination
of Serviceffunctiona component commanders, MNF partners, and the JFC sstaff. (SeeAppendix
B, “AreaAir Defense Plan Format”). The AADPistheintegration of active air defense design,
passive defense measures, and the C2 system to provide acomprehens ve approach to defending
againg the threat. The AADP builds upon the DCA Estimate (see Appendix C, “Defensive
Counterair Estimate Format”) and should address command relationships, the adversary and
friendly situations, theAADC'sintent, concept of operation, and logisticsand C2 requirements,
as well as detailed weapons control and engagement procedures. The AADP must be closely
integrated with the ACPand facilitate a streamlined decision and coordination processfor DCA
operations. Planners must understand they routinely will be required to modify the AADP due
to the dynamic nature of joint counterair operations. Idedlly, asthe JFC's operation/campaign
progressesand theAADPIisrefined, thecombination of DCA and OCA operationsshould diminish
theenemy’sability to conduct air and missileattacks, reducing therequirement for DCA operations
and the threat to the JFC's freedom of action.

C. This chapter discusses AMD from the perspective of an AADC being responsible for
DCA operations, whether or not a JFACC isaso designated asthe AADC and/or ACA.

SECTION A. DEFENSIVE COUNTERAIR PLANNING
2. General

Through promulgation of the AADP, the AADC implements theater-/JOA-wide DCA
priorities, authorities, procedures, tasks, and actions approved by the JFC. TheAADPIsdesigned
to be a plan of action for DCA operations, but it is a living document. RADCS/SADC:s, if
established, may berequired, or may wish to provide supplementsto the plan to reflect additional
guidance or intentions.
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3. Defensive Counterair Assets

a DCA operations employ a mix of weagpon, sensor, communications, and C2 systems
integrated from al componentsinto an |ADSto protect friendly forces, assets, population centers,
and interests from air and missile threets.

b. Theintegration of AMD systems providesefficient control and exchange of information
to al DCA forces. Assets used in conducting DCA operations normally include fixed-wing
aircraft, SAMs and AAA, and C2 systems, all networked into an IADS using a redundant and
flexible C2 architecture with interoperable data links, voice command circuits, and common
displays. Since DCA is by nature reactive, the first action belongs to the adversary and the
IADS must be flexible enough to respond to the most challenging thresats.

c. Surface forces possess the following type of SAM capabilities:

(1) Based onmisson, enemy, terrain and wesether, time, troopsand support available, and
civilian condgderations, ARFORAMD battalionsaretask organized under AMD brigadesto protect
JFC and/or ARFOR critical assets. AMD forceshave short-rangeand medium- to high-dtitudeAD
cgpabilities. They normaly areconfiguredwith 2-4 misslebeattaions(high-to-medium-dtitudear defense
[HIMAD]) and/or SHORAD. Inaddition, theeter-leve brigades, withHIMAD assstsnormaly will be
madeavailabletotheAADC for DAL protection, usudly under C2 of thecommander, AAMDC.

(2) Varying with the size of the MAGTF, MARFOR are equipped with long range
radars, SHORAD weapons, and extensive C2 facilities.

(3) NAVFOR have DCA capahilitiesin avariety of shipsincluding SAMsand the C2
potentid for regiona/sector AD commands. Aegis-equipped cruisersand destroyerswill provide
area(e.g., high-to-medium dtitude air defense) and point (e.g., SHORAD) AMDs. In addition
tothose DCA capableships, al surface combatantsare provided with some sl f-defense capability
(guns and/or missiles). Area defense capable ships normally will deploy as part of carrier or
expeditionary strikegroups. Some of theAegis-equipped/command shipsmay bemadeavailable
and assigned tasks in support of the AADC for C2 of air defensein amaritime or littoral area
while remaining under the OPCON/TACON of the appropriate NAVFOR commander.

d. Interceptor Aircraft. TheAFFOR, NAVFOR, and MARFOR possessfixed-wing aircraft
capable of an air defense role. However, both the multi-role and air-to-air capable aircraft
normally can be tasked against both DCA and OCA operations, dependent upon the JFC'sdaily
air gpportionment decision.

e. Other aircraft that are critical to DCA includethe airborne C2, AR, signalsintelligence,
and EW aircraft.

f. When operating with MNF, amultitude of AM D capabilities (aircraft, interceptors, sensors,
SAMs, ISR, and C2) are possible. Integration of those capabilities without creating a seam or
holeinthe air defense coverageisthe challenge.
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g. Inadditionto EW, 10 assetsand procedures can be essentia to DCA operations because
of the critical reliance on electronic and computer systems for sensing, passing, and displaying
ar and misslethreat and defenseinformation. Understanding that reliance, an enemy may attempt
offendvelOagaing DCA asts.

4. Integrated Air Defense Systems

a AnlADSisnot aforma systeminitsalf but the aggregate of Service/functiona component
air defense systems comprising sensors, weapons, C2, communications, intelligence systems,
and personndl, operating in atheater/JOA under the command of anAADC. BecausethelADS
is normally composed of different components, it requires significant integration and
interoperability of communications and TDL architectures to generate its expected synergistic
effectsfor the JFC. AnIADS requires previous planning from command relationships through
the communications networks for C2 of wegpon systemsintegrated for DCA operations.

b. AnlADS providesthe best capability for mutual support and economy of force for the
AMD of vita areas and protection of the joint force in general. Competing demandsfor DCA
resourcesrequiredetailed planning so that every assetisemployed to thefull extent of itscapability.
Developing an |ADS enables amore effective and efficient use of those resources and requires
adherence to the following essential principles:

(1) Centralized Planning and Direction. Centralized planning and direction is
essential for controlling and coordinating the efforts of the DCA forces. It maintains unity of
effort and optimizes the contributions of all forces.

(2) Decentralized Execution. Decentralized execution permitstimely, decisiveaction
by tactical commanders without compromising the ability of operationa-level commanders to
control DCA operations. Decentralized execution is essentia because no one commander can
control the detailed actions of alarge number of units or individuals.

(3) Planned Responses. Planned responses support prompt, decisive tactical action
by exploiting prior development, testing, and rehearsal of DCA operations.

(4) Effectiveand Efficient Communications. Not only interoperable and efficient
communications networks but also superior information management are required for timely
dataand information exchange. Optimized network effectiveness maintains operationa tempo
by avoiding unnecessary communications, and supportsdecisonmaking.

(5 Layered Defense Alayered defenseshould providemultipleengagement opportunities,
idedlly beginning at themaximumrangefromfriendly forcesand aress, beforeatacking arrcraft rlease
their wegponsand misslewarheadscanimpact. Thisincludesinterception of enemy survelllanceand
reconnassanceltargeting arcraft. Thelayered defensenormdly includesland- or sea-based aircraft for
extended intercepts, long- and medium-range SAMs, and SHORADs (includingAAA and close-in
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wegponssystems). Thelayered defensenormally includessupport by necessary surfaceandarborne
early detection and warning assetsand e ectronic decoysjammersand chaff.

(6) 360-DegreeCoverage. 360-degree coverage guardsagainst unpredictabletargets,
pop-uptargets, and multithreat/multiaxisatacks. Sncetheflight profilesof most BMsareveary predictable,
the specidized assetsused for BM defensenormally cover specificlaunch-space sectorsor ballistic
missileoperating areasrather than 360-degrees.

(7) Early detection, location, 1D, and tracking support prompt attack warnings and
timely cueing of AMDs and they also enable prompt, informed decision support for engaging
targets that may be TSTs.

(8) Design, administer, and implement aert and warning procedures and networks as
required.

¢. Toensurecounterair Stuationd awarenessand enabledecis onmeaking, plansforanlADSmust
includetherequirement for areliable, consstent COP/CTPavailablein al mgor and supporting C2
fadlities

d. Theheart of the IADSisthe integrated forces/capabilities of the components under the
AADC. Each Service/functiond or subordinate JFC (including RADCYSADCs) plans and
executes a portion of the total DCA effort by coordinating with the other components, and
conducting passive and active defense in accordance with weapon control procedures and
measures established by the AADC and approved by the JFC. Subject to the authority of the
JFC, each component commander within a joint force does the following in support of DCA
operations:

(1) Coordinates and prioritizes their DCA operations and needs with the JFC and
other component commanders through the AADC.

Note: The commander responsiblefor the JISAswithin the JOA will coordinate withtheAADC
to ensure those areas are covered by the AADP, and should ensure ajoint security coordinator
liaison officer is located at the JAOC or whichever facility is the prominent C2 node for the
IADS.

(2) EmploysAMD wespons in accordance with the ROE and the AADP,

(3) Coordinates and deconflicts the employment of forces with other subordinate
commands. Coordination for combat airspace control may be facilitated by collocating key
airgpace control facilities, AMD, and fire support coordination organizations.

(4) Coordinates/providesairgpacecontrol, asrequired, in designated areasin accordance
with the ACP. |s prepared to assume airspace control in other areas when combat or other
factors degrade the ACS.
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(5) Forwardsrequestsfor ACMsin accordancewiththeACP.

(6) Developsdetailed airgpacecontrol instructions, plans, and proceduresin accordance
withACPguidance. Keegpsthesedetailedinstructions, plans, and procedures cons stent with JFC-
approved ACP,

(7) Insupport of the IADS, provides necessary facilities and personnel for airspace
control functionsin assigned areas and identifies those facilities and personnel for inclusonin
the ACP.

e. It is the responsihility of the JFC's communications system officer, the J-6, to plan,
oversee, and maintainthel ADS C2 architecture. Thisincludesall voice communicationsnetworks
and the IDN.

(1) Joint DataNetwork. TheJDN isessential tothel ADS. TheJDNO isresponsible
to the JFC, through the J-3 with support from the J-6, for all JDN operations, including the
intelligence network, ground network, sensor network, and MTN. Each of those networks has
aresponsiblemanager. The IDNO ensuresinteroperability and integratesjoint forceinformation
systemsthat providetheinput to the CTPsand the COP. Although closaly associated with DCA
operations, the networks administrated by the JDNO are critical to tasks throughout the entire
operational areaand for every component. The JDNO may be located with the JFC or JFACC.

(2) Joint Interface Control Officer. Under an1ADS, the challenge of managing the
joint force MTN led to the requirement for aJICO. The JICO cell isresponsible for planning,
establishing, and maintaining the M TN and providesa CTPinput to the JDN for integrationinto
the CORP. The JFC, with recommendations from the JCO through the JFACC/AADC, may
requireaRICO/SICO for each RADC/SADC. TheRICO/SICO reportsto the RADC/SADC to
develop and maintain their portion of the CTPR, and ultimately for the COP. RICOs/SICOswill
coordinate with and answer to the JICO for planning and execution functionsthat crossregional
boundariesor impact thetheater-wide JDN. TheJCO may recommend resol ution of architectural
and data coordination issues between RICO/SICO cells. For more detailed information on the
JCO, see CICSM 3115.01A, Joint Data Networks (JDN) Operations.

ROYAL AIR FORCE FIGHTER COMMAND, BATTLE OF BRITAIN 1940

Fighter Command was the apex of a command and control network which
unified the different elements of fighter aircraft, radar and ground defences
into a complex system of defence which gave it aformidable striking power
and effective operational flexibility. Bentley Priory was the heart of this
system and it received information on incoming hostile aircraft, relayed on
secure landlines from the radar stations, to its Filter Room. Once the
direction of the plots was established, the relevant Group Operations Room
was alerted, where the Group commander would decide which of his sectors
would intercept.

SOURCE: British Imperial War Museum Internet Exhibit
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Refer to FM 3-01.15/MCRP 3-25E/NTTP 3-01.8/AFTTP(1) 3-2.31, Multi-Service Tactics,
Techniques, and Proceduresfor an Integrated Air Defense System, for adiscussionof IADS

5. Enemy Threats

a Enemy threats comprise two main eements: aircraft (manned and unmanned), and
missiles.

(1) Aircraft can include bombers, fighter-attack, fighter escorts, ISR, SEAD, EW,
airlift (for airborne attacks), helicopters, airborne early warning, and AR aircraft. It should be
noted that UA — UASs — are being developed with more technologically advanced systems
and capabilities. They can duplicate some of the capabilities of manned aircraft for both
surveillance/reconnai ssance and attack missions. They can besmall enough and/or dow enough
to elude detection by standard early warning sensor systems and could pose aformidable threat
to friendly forces.

(2) TMsincludeTBMs, CMs, and ASMs. Missilesposeasignificant chalengesince
they are often difficult to detect and destroy after launch. They can be employed from long
ranges and in al types of weather. BMs, whether employed in high or low dtitude trgectories,
also present unique problems, including high vel ocitiesand short reaction timesfor the defender.

b. C2facilities(likeother infrastructuretargets, e.g., ammunition storage) arevital linksin
theenemy’ssystem that enabl ethem to generate combat power and attack throughtheair domain.

c¢. Airand missilethreats vary in technological sophistication and capabilities; technology
transfers and weapons proliferation complicate the ability to assess all potentia threats with
certainty. Many countries possess and continually upgrade modern combat aircraft, but an air
force and its sustainment can be very expensive in comparison to a missile force. Based on
improved technologies and increasesin the number of available missile systems, the number of
countrieswith both TM and long-range missile capabilitiesislikely to increase. Also, amobile
missile force can be dispersed to complicate it being targeted and employed from remote sites
without the infrastructure, support, and manpower required for aircraft. The proliferation of
CMs, TBMs, and UASs complicates the tasks of providing force protection and attaining air
superiority.

d. The geographic CCDRs should specifically focus intelligence efforts on potential
adversariesandther air and misslethreatsinther theatersand adjacent areasof interest. Emphasis
should be placed on WMD capabilities and potential aircraft and missile ddivery systems.
I ntelligence devel oped during peacetime planning and col lected regularly, or asnecessary, should
prevent the strategic or tactica surprise of an unanticipated capability by apotentia adversary.
Intelligence can support ROE decision points for proactive force protection measures.
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6. Identificationand Tracking

a IDandtracking reliesonsurvelllanceand reporting. Execution of efficient DCA operations
reguiresacontinuous survelllance and reporting system capabl e of near real time production and
dissemination of thetracking datanecessary for effectivedecisonmaking. Target track productionisa
sequentia processthat beginswiththesurvelllancefunction. Near red timesurvelllanceand threat
andysisisdependent upontheability tofused|-source sensor datainto an accuratetheater/JOA attack
assessment, whether from ground-, seer, or air-based radars, or space-based sensors. Asatrack is
detected, itisidentified andlabe ed and thisinformationisdisseminated asrapidly aspossible. Thetrack
dataprovidedissufficiently detailed andtimely todlow decis onmakerstoeva uatethetrack, determine
thesgnificanceof thethreet, and either designate DCA forcesfor interception or engagement or advise
unitsof thepassageof friendly aircraft.

b. Surveillance Planning and Execution Considerations. Detection, tracking, and ID
are dependent upon the surveillance plan. The three most commonly accepted plans include
mutua support (preferred method), track/report by exception, and track production areas (or a
combination). Each hasadvantages, depending onthemix of surveillance sensorsand platforms
and their degree of interoperability.

(1) Detection. Tracking beginswith detection. Thetypesof sensorsand their placement
determine the detection capability of the IADS. Sensor placement is affected by the threet,
threat axis, terrain, weather, time-distance analysis, defended assets, desired engagement zone,
and surveillance requirements. Sensor placement al o must consider accessibility, connectivity,
force protection, mutua interference, and HN support.

(2) Tracking. Thesurveillance planwill contribute directly to the ability of theIADS
to continuoudy and efficiently track airborne objects. Regardlessof the survelllance plan adopted,
interoperability for effective tracking and reporting can be difficult because of a number of
anomaliesinthe systems. The surveillance and datalink (reporting) planners must consider the
following factors to minimize the effects of gaps in interoperability:

(& Track Deconfliction. More than one sensor may detect and track a target.
The assumption that al C2 participants will aways see the same tracks, with the same identity,
and in the same place, is not valid and leads to misunderstanding and mistakes. Robust voice
communication among C2 agencies (ID authorities) is critical to resolving track discrepancies.
Differencesin sensor platforms can aggravate preexisting problems of miscorrelation and dua
tracking. Thefollowing problems may result:

1. Tracksnot updating/tracking aircraft.
2. Tracks appear to betracking aircraft but are not.

3. Tracksthat “swap” or “jump” from one aircraft to another.
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4. |FFmodesand codesswapped among tracks, conflictingtheir IDs.

5. Dud Tracks “Duding’ istheoccurrenceof multipletracksononetarget resuiting
inanar picturewithmoretracksthanactud arcraft. Thisoccursfrequently withinthel ADS. Fallureof
somesurvelllancesysgemsto corrd aecontactswith preciseparticipant location and identification (PPLI)
data(symboals) canaso causedud tracking.

(b) Track Correlation Problems. Correation problemsinclude varying size of
correlation windows, auto-correl ation system differences (or lack thereof), radar-measured dtitude
differences between systems, IFF conflicts by systems, sensor registration/gridlock problems,
and lack of familiarization of the other Service system’s capabilities and operations. Track
correlation problems can create ID conflicts, which are dangerous and can result in loss of
Situationa awareness and contribute to therisk of fratricide. All combat systemsintroducea
certain amount of ambiguity into the “Link” and although TDL message standards are
common to all Services, the implementation of those sandards may be inconsstent and
sective. Combat system softwarebasdinesand | D doctrinealso can introduceuncer tainty
into shared data.

(3) ID. ID isused to support current ROE in light of weapon systems capabilities.
The AADC is responsible for developing IADS ID criteria (both procedura and positive) for
JFC approva inthe AADP, with specific instructionsin the ATO and/or SPINS. Not al IADS
participants may see the same ID-related information. This is dependent primarily on TDL
system implementation, J-series versus M-series message standards, and operator display
capabilities. Because of thedifferent implementation of TDL messages, plannersshould consider
limiting the number of track classfication symbols (ID symbols) to reduce confusion and the
potentid for fratricide. Postive ID (either on-board or off-board) or visud 1D nearly aways
will bepart of thelD process. TheAADC may usethefollowing cons derationswhen devel oping
ID criteriaconsistent with and in support of the current ROE:

(@) IFF Modes (1-4 per the ATO).
(b) PPLI.
(c) Procedura measures (e.g., MRRS).

(d) A radar contact correlated with avoice (position) report from an air or ground
control agency.

(e) Off-board/on-board CID systems.
(f) Visud ID.
(9) Point of origin.

(h) Track maneuvers (e.g., noncompliance with ACMs).
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(i) Vaidatedkineticsversusthresat (speed and altitudewith hostileintent/act).

() Formation assessment (“guilt by association”). Formation assessment is a
procedura 1D that can be used to identify al membersin agroup of targets. Thisgroup ID is
based onthelD of at |east one member of thegroup (using ID criterid). Factorssuch assmilarity
to knownthreat tactica formationsand relative spatid rel ationshi ps(distance, speed, and dtitude)
must contribute to the formation assessment | D of thegroup. Oncethe group hasbeen identified
and the group is observed to split, al contacts in each of the resulting groups maintain the 1D.
ThisID methodology requiresthat oneor moreradar systems(e.g., fighter or surface) continuoudy
monitor the group or groups during the split. The group isconsidered “ continuoudly tracked” if
not lost/faded for more than one radar sweep/cycle.

Note: Army AMD systems do not use group |Ds and each track is evaluated using current 1D
criteria

Note: Due to the recent National Security Agency decertification of the Mark XIlI Mode 4
system (Director, Nationa Security Agency [DIRNSA] message 0818117 Oct 03) ID planners
should refer to FM 3 01.61/Marine Corps Warfighting Publication (MCWP) 3-25.11/NTTP
6-02.4/AFTTP(I) 3-2.39, Multi-Service Tactics, Techniques, and Procedures for Mk XlI IFF
Mode 4 Security Issuesin a Joint Integrated Air Defense System.

c. Itisincumbent on the combat system making the ID (having ID authority) and the TDL
operator to ensure tracks are correctly identified. Every opportunity within tactical timelines
should be taken to resolve al track and ID ambiguities prior to engagement by firing units.
Evaluation reportswith detail sof tracking shortfalsmay beresearched at the Joint Firesntegration
and Interoperability Team (JFIIT), which absorbed the Joint Combat Identification Evaluation
Team. Seethe JFIIT website at https.//jfiit.eglin.af.mil.

d. During plans development, the parameters and detalls for positive and procedurd 1D,
auto-1D systems, formation assessment, and CID should be devel oped and approved by the JFC
along with the ROE and promulgated asdiscussed in Chapter 111, “ Counterair Planning,” Section
D.

Refer to FM 3-01.15/MCRP 3-25E/NTTP 3-01.8/AFTTP(l) 3-2.31, Multi-Service Tactics,
Techniques, and Procedures for an Integrated Air Defense System, for a detailed discussion of
the ID/CID processwithin an IADS

7. Air Defense Planning

a Planning Consderations. Development of the AADP and planning DCA operations
involvesintegrating friendly force capabilities and limitations against adversary vulnerabilities
to achieve optimum resultsin a dynamic tactical environment. The factors that must be taken
into consideration for planning are outlined bel ow:
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(1) MissonAnalysis. Themission statement istheAADC' sexpression of what DCA
forcesmust accomplishandwhy. Duringmissonandyss theAADC trand atesspecified andimplied
tasksinto missonsfor the component and subordinate commandswith DCA assts. Intent of the JFC,
the current Stuation, resourcesavailable and the desired end state contributeto the mission statement.

(2) DCA Estimate. Planners use the DCA estimate to evaluate how factors in each
field of interest will influence the potential COAS, to provide information regarding their
supportability, to recommend DCA priorities, and to form abasisfor the AADP. The estimate
provides the basis for planning current and future DCA operations and is developed in concert
with the JFC's gaff. See Appendix C, “Defensive Counterair Estimate Format.”

(3) Objectives. TheAADC developsan AADPto achieve DCA objectivesthat support
the counterair effort to gain and maintain the degree of air superiority required by the JFC to
satisfy overall campaign objectives.

(4) Force Requirements. The AADC determines the type and number of forces
needed to sustain the DCA effort until the objectives are accomplished, understanding that some
assets may be shared with and lost between OCA and DCA operations.

(5) Logistics. A comprehensiveanaysisof logistic capability isintegral to support of
DCA requirements. Planners must anticipate loses of critical items (e.g., fuel storage) and be
aware of any agreements or CCDR directivesthat significantly alter responsibilitiesfor logistic

support.

(6) Synchronization/Timing. Synchronizing/deconflicting employment of
capabilities/forces and matching appropriate weapons against enemy critical vulnerabilitiesare
essentia functionsfor the AADC.

(7) Weapons Availability and Pairing. Airborne targets may seem vulnerable to
attack but may be imperviousto certain weapons or electronic warfare systems. Planners must
have adetailed understanding of enemy capabilitiesand friendly force DCA weaponsand systems
capabilities. They must analyzethethreat from the perspectiveof correctly paired target-shooter
adequacy of the DCA force. Thiswill feed into logistic planning, CAL/DAL force allocation,
and forces requests.

(8) ForceAvailability. Careful planningisrequiredto ensuretimely arrival and quick
integration of DCA forces, and to synchronize use of assetsfor both DCA and OCA operations.

(9) Economy of Force. In conjunction with planned responses, proper sizing and
composition of responsesto enemy attacks/penetrationsof friendly airspaceisessential. Economy
of forceincludesanaysisof the probability of destruction/disruption, distances, weather, wegpon
system reliability, etc.

(10) Operational Assessment. A comprehensive, continuousoperationa assessmentis
anessentid part of DCA planning. TheAADC' sstaff must determinehow to evaduatetheresultsof
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OCA and DCA operationsto assst inidentification of the decision points(e.g., pointsof attrition of
enemy misslesor arcraft) regarding achievement of theoperationd objectives.

b. Weapon Engagement Zones. WEZsareacritical part of DCA planning because they
represent part of the current defense posture against the air and missle threats. WEZs are
established through theAADPand ACMsand can be changed asnecessary. WEZsa so represent
the integration of airspace control with AMDs.

(1) A WEZ is defined as follows: “In air defense, airspace of defined dimensions
within which the responsibility for engagement of air threats normally rests with a particular

weagpon system.”

(& Fighter engagement zone. “Inair defense, that airgpace of defined dimensions
withinwhich theresponsibility for engagement of air threatsnormally restswith fighter aircraft.”

(b) High-altitude missile engagement zone. “In air defense, that airspace of
defined dimens ons within which the responsibility for engagement of air threats normally rests
with high-atitude surface-to-air missiles.”

(0 Low-altitude missile engagement zone. “In air defense, that airspace of
defined dimens ons within which the responsibility for engagement of air threats normally rests
with low- to medium-altitude surface-to-air missiles.”

(d) Short-rangeair defense engagement zone. “Inair defense, that airspace of
defined dimens ons within which the responsibility for engagement of air threats normally rests
with short-range air defense weapons. It may be established within a low- or high-altitude
missile engagement zone.”

(e) Joint engagement zone. “Inair defense, that airspace of defined dimensions
withinwhich multipleair defense systems (surface-to-air missilesand aircraft) aresmultaneoudy
employed to engage air threats.”

(2) A MEZ caninclude one or more HIMEZs, LOMEZs, and/or SHORADEZs.

Note: By definition, a SHORADEZ may be established within aLOMEZ or HIMEZ because
the SHORADEZ has short rangeair defense wegpons (e.g., short-range SAMs, AAA, and small
arms).

c. ActiveAir DefenseDesgn. DCA operationsrequirenct only theintegration of al gppropriate
DCA forces/capabilitieswithin atheater/JOA, but al so their efficient and successful employment to
protect sel ected assetsand forcesfrom attack. These operationsare subject to theweaponscontrol
proceduresestablished by theAADC. Defenseagainst BMs, CMss, and aircraft each haveunique
requirementsfor activedefenses. Plannersmust anticipatethat therewill not be enough resourcesto
defend al assetsand devel op multiple optionsthat may use acombination of wegpon systemsand
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WEZs. Whenpossble, theAADC should designalayered defense planto dlow multipleengagement
opportunitiesfor friendly forces.

(1) Anactivear defenseindudethefollowingtypesof defensvecoverage:

(& Area Defense. Area defense uses a combination of weapon systems (e.g.,
aircraft and SAMSs) to defend broad areas.

(b) Point Defense. Point defense protects limited areas, normally in defense of
vital elementsof forcesor ingtalations. For example, aSAM or AAA unit positioned to protect
an arfied is considered point defense.

(c) Self-Defense. Self-defense operations allow friendly units to defend
themselves against direct attacks or threats of attack through the use of organic weapons and
systems. Theright of self-defenseisinherent to all ROE and weapons control procedures.

(d) HVAA Protection. HVAA protection defends airborne assets that are so
important that the loss of even one could serioudy impact US warfighting capabilities. HVAA
arcraft include AWACS, Rivet Joint, JISTARS, Compass Call, CobraBall, Global Hawk, U-2,
and others the JFC may deem appropriate. HVAA protection is performed by fighter aircraft
using various CAP or escort tactics.

(2) Thefollowing tasksaso should be considered when planning active air defenses:

(8) DetermineSurveillance CoverageAreas. Defended airspace must be under
continuous surveillanceto facilitate early warning. The DCA planner should use acombination
of air-, surface-, and space-based detection assets provided by the components to achieve this
requirement. Adequate early warning of air and missile attacks provides the reaction time
necessary for friendly forcesto seek shelter or take appropriate action. Early warning of hostile
air and missile attacksis vital for alayered defense.

(b) DeveloptheActiveDefenseFirePlan. Theobjectiveisto providetherequired
level of protection specified in the CAL. Defense resources involve applying a mix of the
following six employment guidelines, because not all may be required or possible to defend
dependent upon the threat and DCA assets available:

1. Mutual Support. Weaponsare positioned so that thefires of oneweapon
can engage targets within the dead zone of the adjacent weapon systems. For gun systems, this
dead zoneisusually small. For missile systems, the dead zone may belarge and mutual support
isacritical element. Mutua support can aso cover non-operationa unitsor unitsat lower states
of readiness.

2. Overlapping Fires. Wespons are positioned so that their engagement
envelopesoverlap. Because of the many dtitudes from which the enemy can attack or conduct
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survelllanceoperations, defense plannersmust goply mutud supporting and overlgpping firesverticaly
andhorizontdly.

3. Balanced Fires. Wegponsarepositioned to ddiver anequd volumeof firesin
dl directions. Thisisnecessary for air defenseinan areawheretheterrain doesnot candizetheenemy
or whentheavenueof gpproachisunpredictable.

4. Weighted Cover age. Weaponsare positioned to concentratefirestoward
the most likely threat direction of attack. Based on thetactical situation, acommander may risk
leaving one direction of attack unprotected or lightly protected to weight coverage in a more
likely direction.

5. Early Engagement. Sensors and weapons are positioned to maximize
early warning and to engage and destroy aircraft and missiles before they acquire and fire on or
damage the defended asset.

6. Defense in Depth. Sensors and weapons are positioned to deliver an
increasing volumeof fireasan enemy air or missilethreat approachesthe protected asset. Defense
in depth reduces the probability that “leakers” will reach the defended asset or force.

(c) PlanaMEZ. Proper sequencing in the establishment of WEZs s criticd to
an effective IADS and DCA operations. MEZs established for surface defense are based on
specific boundaries and wegpons system capabilities. For the organic SAM capability of a
surface force, the MEZ boundaries should be within the component AO, and for direct support
the MEZ should cover the defended asset. The MEZ area must be large enough to alow early
engagement of threats before they reach their firing range. ASM launchers should be “killed”
beforethey can launch standoff munitions, UA Ssbefore they reach their sensors'weaponsrange
of friendly targets, and CM smust have multi ple engagement opportunitiesfor an effective defense.
Specify in the AADP, ACMs, SPINS, etc., what targets can be engaged in the MEZ and the
weapons to be used.

(d) Consder the fact that maritime forces (e.g., carrier and expeditionary battle
groups) are not “static” and they usualy employ a“moving MEZ” with separate operational
areas for ar operations. In alittora environment, amphibious operations may encompass a
portion of the land AO and function as a MEZ. In this case, maritime combatants may be
restricted by geography when defending selected coastdl assets. Linking land-based SAM systems
with maritime force generated search and fire control data can result in improved ability to
defend the littoral areas of atheater/JOA.

(e) DetermineSurface-Based DefensesC2 Coverageand FireControl. DCA
operations depend upon effective and redundant C2 planning. The IADS must integrate the
ground-based C2 nodes, airborne C2 platforms, and the surface force air defense fire direction
centers. Asaminimum, the following isrequired:
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1. Designate RADC/SADC:s as required and incorporate into the IADS
architecture

2. Specify required data links between C2 nodes and forces.

3. Desgnaeprimary and secondary C2 centersfor al activear andmissledefense
forces.

4. Align control centers with their operationa forces whenever possible;
(e.g., the JFMCC air operations center or the MARFOR TAOC should control all airspace over
the MARFOR in thelittora areq).

5. Edtablish an intelligence and warning architecture; ensure remote units
and separate forces are addressed.

6. Deegate necessary authorities and establish conditions for automatic
permissions, transfers of function, or other means to ensure defenses remain responsive.

7. Determineleve of control (engagement authority). Thisdescribesthear defense
echelonat which postive control of theair battleisbeing conducted. It canbetheAADC, RADC,
SADC,ADA battdionfiredirection center, or theindividud fireunit. Engagement authority, originating
withthe JFC and normaly delegated totheAADC, may beddegated totheRADC/SADCtodlow for
decentraized execution. Further del egation of engagement authority dependson operationd necessity
and ROE for DCA operations. TheAD dement with engagement authority possessespositivecontrol.
Engagement authority may beestablished a different level sfor fixed-wing aircraft, rotary-wing arcraft,
UASsand TMs, andtheleve sof control may change over the course of an operation. Engagement
authority isddegated tothelowest level SHORAD fireunits. High+to-mediumaatitude SAM fireunits

normdly haveengagement authority for TBM engagements. Engagement authority for enemy arcraft
normally isat SADC or higher.

8. Determinemodesof control. For surface-based air defensethetwo modes
of control arecentralized or decentralized. Themodeof control will depend upon the capabilities
of the C2 systems being employed and both the friendly and enemy air situations. Centralized
control iswhen ahigher echelon must authorize target engagementsby fireunits. Permissonto
engage each track must be requested by the fire unit from that higher echelon. Centralized
control is used to minimize the likelihood of engaging friendly aircraft while permitting
engagements of hogtile aircraft and missiles only when specific orders are issued to initiate the
engagement. Normally, centralized control isused for engaging aircraft. Decentr alized control
is the mode of control used when a higher echelon monitors unit actions, making direct target
assignments on amanagement by exception basisto units only when necessary to ensure proper
fire distribution, to prevent engagement of friendly air platforms, and to prevent smultaneous
engagements of hostile air targets. Decentraized control is used to increase the likelihood that
ahogtileaircraft or missilewill be engaged as soon as it comes within range of a given weapon.
Normally, engagementsare decentralized only withinaSHORADEZ. Surface-based air defense
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forces (including SHORAD units) will comply with established ROE and WCS asdirected by the
desgnated AD commander for their operationd area.

9. Specify trigger events, when they should be changed, and who has the
authority to change them, such as autonomous oper ations when a firing unit has lost both
voiceanddatalink (i.e., dl communications) to higher tactical headquarters. Thefiring unit commander
assumesfull respongibility for control of wegponsand engagement of hostiletargetsin accordancewith
exigingROE, WCS, and previoudy recaived directives.

(f) Establish CAP Sations. One method of employing fighters is the CAP.
Fighter aircraft normally perform CAPsduring DCA operations. CAP stations usually contain
two to four fighter aircraft armed for air-to-air engagements. The following considerations
apply when planning a CAP:

1. Asdsign barrier CAPs for the defense of a broad area when protecting
multiple assets.

2. Assign a CAP to a specific asset (e.g., high value surface or airborne
asset).

3. Assign CAPsto specia missions, as appropriate. For example, abarrier
CAP may be tasked to inspect or “sanitize’ returning strike packages to ensure enemy aircraft
do not shadow friendly aircraft back to friendly areas/bases.

4. If made available for tasking for DCA, consider NAVFOR CAPs as not
only defending carrier and amphibious groups, but aso for collatera defense of land-based
assets by postioning them over land during littoral operations.

5. Consider employing a CAPif defenseis still required and combat losses
result in gapsin SAM coveragein MEZs.

(g) EstablishaFEZ. EstablishaFEZ to support CAP operationsafter thesurface
MEZs are established.

1. The FEZ normally extends above the coordinating dtitude to the upper
limit of either the assigned DCA or primary threat aircraft operating envelope.

2. Where a MEZ and FEZ overlap horizontaly, they may be separated
vertically.

3. Fighters are normdly given a larger WEZ to perform an area defense
mission and to accommodate their longer-ranged weapons system capabilities.

(h) Postion Airborne C2 Stations
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1. Sationasstswithinrangesto performtheir C2 function but wherethregtsare
minima and assatscannot beeasily engaged and destroyed.

2. Planto dedicate fighter escort or CAP protection.

(i) DetermineAirborneC2Coverageand FireControl. When planning coverage
andfirecontrol, consder thefollowing:

1. DCA fighter aircraft are normally under positive control of aC2 element.
Fighters may conduct intercepts autonomously when authorized.

2. Withalack of C2 aircraft or the distance of operations precludes positive
tactical control, C2 agencies may provide broadcast information of target data.

3. USfighter aircraft usualy operate with enhanced fire control radar and
beyond visua range weapons that allow simultaneous engagements of multiple targets.

4. Fighters normally are in communication with a C2 element that vectors
themtoward airbornetargets. The C2 e ement also providesacommunicationslink between the
JAOC combat operations division and the airbornefighters. Thiscommunication link provides
aflexible and reactive C2 arrangement.

5. Dependent upon the situation and ROE, airborne C2 elements may have
the capability to retask fighters to meet protection requirements.

() Establish a JEZ. The JEZ only is appropriate or possible when the JFC/
JFACC/AADC has ahigh leve of confidence in the CTP and positive control and separation
that will prevent SAMs from targeting friendly fighters before and after launch. Dependent
upon the operationa situation and ROE, a JEZ may be employed when one or more of the
following factors exist:

1. Theenemy’semployment of low atitude CMsdictatesthe need to ensure
the ability to engage with al available forces throughout the zone, accepting risk to friendly
arcraft.

2. There are sgnificantly more assets that require defense than there are
forces to defend them.

3. Theoperationa characterigticsof friendly arcraft and surface-based missile
systems and the nature of the operation do not lend themsel ves to establishing a separate MEZ/
FEZ.

4. The AADC and subordinate commanders (e.g., RADC/SADC) are
confident that there is sufficient Situationa awareness and established CID proceduresto reduce
the possibility of fratricide.
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8. Missile Defense Planning

a Thegeographic CCDRsshould locate, identify, and assess potential TM and long-range
BM threats. To facilitate JFC operation/campaign planning, and specificaly missile defense
planning, those CCDRs should produce target foldersfor potential missilethreats. Thosetarget
foldersshould beavailablefor asubordinate JFC to complete and usewhen necessary, including for
preemptivestrikes. For thejoint force, the Commander, AAMDC, and saff areacknowledged subject
meatter expertsregarding the TM threat. They can support OCA plannersto help diminatethethreat
and DCA plannersto defend againgt it. For planning to counter theemerginglong-rangemissiethrest
across-AORs(eg., intercontinenta balisticmissiles) USSTRATCOM JFCC-IMD hasthesubject
meatter expertise.

b. General Planning Condderations. Missle defense planning adds a unique aspect to
the devel opment of the AADP and to planning DCA operations. While plans for both air and
missile defenses are integrated in the AADP, the missile threat normally is more difficult to
counter. Generaly, TMsdo not require as much infrastructure and support asan air force; thus,
they have a reduced footprint and signature for being targeted. Mobility, dispersal, and
conceal ment further complicatethe offensivetargeting processagainst enemy TMssothe primary
tactic of destroying/negating the missile threats prior to their launch can be difficult. Once
launched, some TMs often are difficult to detect and track for the purpose of engagement. The
same 10 planning factors listed for air defense planning must also be considered for missile
defense planning (see paragraph 7a).

c. Active Missile Defense Design. Missile defense forces are integrated into the joint
force as DCA assets against both air and missilethreats. Based on an expected TBM thredt, the
challenge for the AADC could be an economy of force issue: use premier ARFOR SAMs that
are capable of active missile and air defense only for missile defense, while using purely air
defense assets for defending against enemy aircraft and air-breathing missiles (i.e., CMs). For
example, against aformidable TBM threat that could not be eliminated by OCA operations, the
AADC may use the premier SAMs only against TBMs, not againgt air threats, and increase
reliance on fighter escorts and CAPs in a layered defense againgt air threats. A significant
missilethreat will have great impact onthe AADP(i.e., the DAL, placement of WEZsand types
of defensive coverages). Flexibility will be required because DCA planners should anticipate
therewill not be enough resourcesto defend all assets. Optionsthat providerisk anaysiswill be
required.

(1) Thetasksof determining the surveillance coverage areas and planning the MEZs,
FEZs, and JEZs, etc., would all be accomplished based on ba ancing the threat against the active
AMDs.

(2 TMsareasgnificant, but somewhat different threat for theNAV FOR thanfor theARFOR/
MARFOR/AFFOR. BMsare more of athreat to land-based forces (ARFOR, MARFOR, and
AFFOR) than to the sea-based forces because the NAV FOR generdlly isa*® continuously moving
MEZ.” Themorelikely and significant threatsto the NAV FOR areantiship-CMsfrom sea-based
launchersor land-based arcraft and ASMsfromaircraft. TheNAVFOR, withboth organicfixed-wing
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and Aegis-equipped assets, aretrainedin operating theequivaent of aJEZ, with alayered defensein
depth. TheAADC should ensurethe AADP provides necessary AMD coverage between adjacent
land and maritimeA D regiong/sectorsand ensuresrobust coordination between land- and sea-based
RADCYSADCstoensuretheenemy doesn'tfindaseaminthear and missledefenses TheNAVFOR
may haveto providemissledefensefor theMARFOR/ARFOR for anamphibiousoperation. Typicaly
theARFOR providesactivemissledefensefor al land-based forces, particularly againg TBMs,

SECTION B. DEFENSIVE COUNTERAIR OPERATIONS

“All warfare is based on deception.”

Sun Tzu, The Art of War
c. 500 BC

TheAADC developstheAADPIn coordination with thejoint force components, integrating
DCA operations throughout the theater/JOA (see Figure V-1). The AADP reflects the JFC's
objectives, priorities, and theneed for air superiority, and the appropri ate component commanders
providethesurface-, air-, and sea-based forces/capabilitiesfor those DCA operationsrequired to
executethat plan.

DEFENSIVE COUNTERAIR OPERATIONS

Passive Air and Missile Active Air and Missile
Defense Defense

- Detection and warning Air Defense Targets
systems -- Fixed- and rotary-wing
aircraft

- Camouflage and concealment : :
-- Unmanned aerial vehicles

- Deception -- Missiles (air-breathing)

- Hardening Missile Defense Targets

- Reconstitution -- Theater missiles

- Nuclear, biological, and
chemical defensive
equipment and facilities

Active Air Defense
Operations

-- Area defense
- Redundancy -- Point defense
-- Self-defense

-- High value airborne asset
- Mobility protection

- Dispersal

Figure V-1. Defensive Counterair Operations
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9. PassiveAir Defense

a Passvear defenseprovidesindividud and collectiveprotectionfor friendly forcesand criticd
astsandistheresponghbility of every commander inthejoint force. Itincludesmeasures, other than
activear defense, takentominimizetheeffectivenessof atackingarrcraft andmissiles.

(1) TheAADC isresponsblefor timely warning of attack, which initiatessomeof the
passivedefense measures. Warningsmay beeither generd or specific. General warningsindicate
that attacks are imminent or have occurred, while specific warnings signify that only certain
unitsor areas are in danger of attack.

(2) Passivemeasuresdo not involvethe employment of weapons, but they doimprove
survivability. Depending on the situation and timeavailable, avariety of measures may betaken
toimprovethedefensive posture of friendly forcesand assets. Some measures should be planned
and practiced during peacetime. Those assets not assgned adequate active defense assets
must rely on passive defense measuresfor protection.

(3) Thelikelihood and timing of an attack may be estimated by analyzing the expected
enemy COA, targeting process, and offensive air and missile capabilities (including munitions
characteristics and quantities).

b. Consderationsand Measures. When planning passive air defense, the following are
four principa considerations and the passive air defense measures they incorporate:

(1) Detection and War ning Systemsand Procedures. Timely detection and warning
of air and missilethreats providereactiontimefor friendly forcesto seek shelter or take appropriate
action. Reliable and redundant connectivity for communications and sensor systemsisvital for
accurate and timely warning. A combination of air-, space-, and surface-based detection and
communication assets should be established to maximize detection and warning. War ning
methods and procedures must be established, disseminated, and rehearsed down to the
unit level to be effective. “All clear” procedures should aso be established to notify forces
when awarning isfase or the threat no longer exists.

(2) Reduction of Enemy Tar geting Effectiveness. Certain measures may be taken
to reduce the effectiveness of enemy targeting and attacks, to include mobility, deception, and
OPSEC.

(& Mohbility. Mobility reduces vulnerability and increases survivability by
complicating enemy surveillance and reconnaissance efforts to pinpoint locations of targets.
Mobility may be coupled with concealment to “hide” assets.

(b) Deception. Deceptionmideadsadversariesby manipulaing, disorting, or falsfying
friendly actions. Deception may beused to causean enemy towastemunitionsonfd setargets, decaeive
their combat assessment process, and fa sely influencetheir decis onmakershby feeding their intelligence
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collectorswhat gppearsto be credibleinformation. Deception may deny theenemy theability togain
correct tectica, operationd, and Srategicinformationwhen using their reconnai ssasnceand survelllance
sydems.

(c) OPSEC

1. Emisson Control/Communications Security. Communicationssecurity
and an emission control program for infrared, electromagnetic, and acoustic sSignature reduction
can deny the enemy sensor and reconnai ssance assets timely acquisition and identification of
friendly target systems (e.g., C2 nodes).

2. Unit Security/Counter-Surveillance. Loca unit security isanimportant
element in denying accurate targeting datato enemy SOF or other enemy agents. Patrolling and
ground forces support isimportant to keep enemy threat forces of Level | (agents, saboteursand
terrorists) and 11 (small tactica units) from conducting harassment or interdiction attacks against
DCA assts.

3. NighttimeSupport Operations. Consider nighttimefor conducting time-
consuming resupply or other operations that could highlight units visibility and increase their
vulnerability.

4. Camouflage and Concealment. Practice visual signature reduction
measures that can “hide” or deny accuracy in locating friendly targets/target systems. These
measuresmay be conducted continuoudy or inresponseto specificwarnings. Timely intelligence
concerning the over flight by enemy satellite and aircraft collection systemsisimportant to the
effort. Those measures aso may be coupled with deception measures to further complicate
chances of effective enemy attacks. The deployment of obscurants can negate the effectiveness
and accuracy of attack threats during defensive counterair operations.

Refer to JP 3-13.3, Operations Security, for additional discussion regarding OPSEC.
Refer to JP 3-13.4, Military Deception, for more details regarding deception operations.

(3) Reducing Vulnerability. Therearefour measuresthat may enablefriendly assets
to survive enemy attacks by reducing their vulnerability.

(& Hardening. Vauableassetsand their sheltersare hardened to protect against
physica attack, electromagnetic pulse (EMP), and transient radiation. Hardening measures
should be accomplished during peacetime whenever possible. Hardening reduces the effect of
attack on systemsand facilities (i.e., aircraft, missiles, air base support equipment and facilities,
nuclear delivery systems, nuclear storage areas, C2 facilities, communicationsnodes, and logistic
facilities). When EMP hardeningisnot feasble, and EM Pvulnerability assessment should bemedeto
identify suitable preparatory and defensgvemeasures.
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(b) Redundancy. A principa meansof preserving combat power isduplication of
critical nodes, capabilities, and sysemsthat are particularly vulnerableto air and missleattack and for
which other passive measuresmay belessgppropriate. Redundancy includesdual, contingency, or
backup capabilitiesthat can assume primary mission functions (inwholeor in part) uponfailureor
degradation of theprimary system. Of primary concernare* soft” targetssuch asC2 nodesand sensors
(antenna) and fixed Stessuch asarfid dsand ground stationsfor arbornesensors.

(c) Dispersal. Dispersal reducestarget vulnerability by decreasing concentration
and making a target system less lucrative. Combined with mobility and deception, dispersal
increases enemy uncertainty asto whether aparticular location isoccupied and, if so, whether it
will be occupied when the attack is executed.

(d) Chemical, Biological, Radiological, and Nuclear (CBRN) Defense
Equipment and Facilities. CBRN defensive equi pment and facilities protect against the effects
of WMD by providing contamination detection, shelter, and decontamination. Individual
protective equipment alowsvital functionsto continueinthe CBRN environment andto minimize
effects of WMD attacks.

See JP 3-11, Joint Doctrine for Operations in Nuclear, Biological, and Chemical (NBC)
Environments, for further detailsregarding protection and operationsin a CBRN environment.

(4) Recovery and Reconstitution. Following anair or missileattack, unitsshould be
restored to a desired level of combat effectiveness commensurate with mission requirements
and availableresources. Resources should be madeavailableto restore capabilitiesin accordance
with JFC established priorities. Recovery and recongtitution after aWMD attack will require
speciad emphasis asimproper handling of CBRN casudties may hamper other activities.

c. Resources for Passive Defense. The components of the joint force bring unique
capabilities to the different aspects of passive air defense. Engineers, chemical defense and
decontamination experts, explosve ordnancedisposal personnel, and medica unitsmay contribute
significantly to passive air defense efforts. A threat-based risk analysis, distributing area
responsibilities, and establishing support tasks ensuresthat critica assets have adequate passive
ar defenses. Some MNF members may specidize in passive defense capabilities for CBRN
defense and recovery. HN support and civilian infrastructure may augment or enhance joint
forcerecovery efforts, either through government coordinated action or contracted support. Itis
essentid that these capabilities, when available, are planned and integrated into the total passive
air defense response capability.

d. Execution of Passve Defenses
(1) Responghilities TheAADC and chainof commandisrespongblefor timely warning

of attacks. Component commandersand their forceshave dd egated responsbilitiesto ensurepassve
defensemeasuresare planned and executedinatimely manner downtotheunitleve.
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(@ Asaminimum, theAADC must beableto passwarningsdirectly tothejoint force
Searviceand functiona component commands, and if gpplicable, establish proceduresto passwarnings
toandfromHN authorities. BM warningsgenerdly will originatefromthetheater event systemvjoint
tactical ground gtation detachment. Airbornethreet warningsgenerdly areissued throughthe C2 system
(eg.,RADC/SADC). Locd commandersmay declareloca ADW based onthelocal threst.

(b) Component commanders must ensure communications links are established
down to the lowest unit level.

(¢) Cross-component support isaunit and component commanders responsbility.
Cross-component support may establish connectivity to geographicaly isolated units of other
Services or MNF units that are unable to link within their parent organizations.

(2) DefenseClustering. Tofacilitatethe span of control for local commanders, support
activities may be grouped into clusters. Grouping defended assets with active DCA units or
locating critical force el ements near declared assets enables economy of forcefor protection and
may enhance localized defense in depth.  Clustering also may enhance the availability and
contributions of HN assets. In the early stages of force projection, grouping alows any one
location to draw upon the resources of the group.

10. Passive Missile Defense

The considerations and measures for passive missile defense are the same as they are for
passive air defense with one exception.  Within the theater/JOA, the detection of enemy air
threatsand warning/cueing for air defense measures are provided by the JFC'sDCA assets. The
JFC/AADC controls the surface- and air-based radars/sensors that detect and track the enemy
air threats and the C2 systems that disseminate those warnings. For passive missile defense,
national assets under the control of CDRUSSTRATCOM normally detect the launches of BMs,
predict the impact points, and communicate warnings to the applicable JFC in the theater/JOA.
The JFC, in turn, ensures that the tactical warnings are disseminated throughout the theater/
JOA. The AADC normally does not have tracking data on a BM warning until the missile
comes within range of the missile defense radars.

11. ActiveAir Defense

a Active air defense involves direct defensive action taken to destroy, nullify, or reduce
the effectiveness of hodtile air and missile threats against friendly forces and assets. DCA
operations are conducted in accordance with the AADP (integrated with the ACP), including
those authorities for decisions based on the current ROE. Rapid, reliable, and secure means of
ID and CID withinthearspace control areafacilitatestheengagement decisonsthat may becriticd to
thesurvivd of friendly forces. Integration of airspace control and air-to-air and surface-to-air wegpons
for engagementsisfacilitated by establishing WEZs(HIMEZs, LOMEZs, SHORADEZS, FEZs, or
JEZ9).

V-22 JP3-01



Defensive Counterair Planning and Operations

\

f!* gi‘

—

Active air defense assets include f|xed and rotary wing alrcraft

b. Executionof DCA operationsrequirescontinuoussurvelllanceof thetheater/JOA. Integration
and connectivity of sensorsshould provideacomplete, rdiable, and timely COPfor decisonmaking.
Thetrack production (including D) followsasequentia processwith dissemination of track dataas
rapidly aspossible. That detailed track datapermits C2 nodesto evad uatetracksand determinethelr
ggnificance. Tacticd warningstrigger somepassvedefensemeasuresand cueactivedefenseassetsfor
action. Activedefenseforcesthen engagehostiletracksor alow passageof friendly tracks. Through
effectivebattlemanagement thepostivey identified threatisareengaged by theoptimum sysemavailadle

c. The AADC controls the battle using approved authorities (e.g., engagement) and the
flexibility of thelADS. To decentralize execution, theAADC normally will delegate someor al
AADC authorities down to the RADC/SADC levd (if established). The AADC must specify
the conditions and limits within which engagement authority is decentralized. Based upon the
threat level and the complexity of engagements, acontrol node should retain engagement authority
if it can adequately perform battle management. For air battle management, the AADC or a
RADC/SADC uses three tools for which the authorities may be delegated further down to the
tactica level: ADW, WCS, and fire control orders.

(1) Air DefenseWarning Conditions(ADWCs). Anair defensewarningisissued asan
ADWC. TheADWCisadegreeof air atack probability based onthethreat assessment. TheAADC
establishesthebasdineADWCfor thejoint force, which may bedifferent for air-breathing threststhan
forBMs Subordinatear defensecommandersmay issuehigher but not lower ADWCsfor their aress.
ADW aredisseminated though joint and components C2 channdstoal AMD dementsandfireunits.

(8 ADWC White - An attack by hostile aircraft or missileisimprobable.
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(b) ADWC Ydlow - An attack by hostile aircraft or missileis probable.
(c) ADWCRed-Anattack by hogtilearcraft or missleisimminent or in progress.

(2) WeaponsControl Satus. WCSisacontrol measuredesigned to establishthefreedom
for fightersand surfacear defensewegpons(ind uding smal armswiegpons) toengagethreets. Normally,
any unitdirectly threetened by amissileof any type, friend or foe, may engageit. TheAADC establishes
theWCSfor thejoint forceand the WCSmay bedifferent for air-breathing threatsthanfor BMs. This
authority originateswith theAADC and can be del egated to subordinate commanders. Different
WCSsmay beapplied smultaneoudy to different weaponssystemsand in different air pace
areas. USforcesusethree standard WCSsthat may be declared for aparticular areaandtime. US
forcesdo not disseminatethese WCSordersviaTDL. TheWCSsare*free, tight, and hold.”

(8) Weapons Free - The least redtrictive status, when any target not positively
identified in accordance with current ROE as friendly may be engaged.

(b) WegponsTight - The norma status. Unitsmay only fire on targetsidentified
as hostile in accordance with current ROE.

Note: Weaponsfree and weaponstight control ordersimpose astatus or condition applicableto
weapons systems within a defined volume of airspace.

(©) Weapons Hold - The most restrictive status.  Units may only fire in sdlf-
defense or when ordered by proper higher authority.

(3) FireControl Orders. Fire control orders are established to standardize tactical
firing instructions issued during the conduct of an air battle. They are given to direct or inhibit
firing by surface-to-air weapons units based on the ROE and rapidly changing tactical situations.
Based on the ROE, the JFC-approved AADP should establish how fire control orders will be
communicated. There arethree primary fire control orders.

(8 “Engage’ directsor authorizesunitsand weapon systemsto fireon adesignated
target.

(b) “Ceaseengagement” or “ceasefire’ directsunitsto sop thefiring ssquenceaganst
adesgnated target; however, unitsmay continueto track and missilesaready inflight arepermittedto
continuetointercept.

(©) “Haddfire’ isanemergency order usedtostopfiring. If technicaly possble missles
dready inflight must beprevented fromintercepting.

d. Weapon Systems Employment. Although DCA operations are defensive in nature,
they should be conducted as far from friendly areas asfeasble. Advanced warnings of hostile
air and missile actions is vita for a layered defense. Intercepts as early as possible facilitate
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necessary multipleengagements. To ensureattrition of enemy air and misslethrests, theengagement
process must continuethroughout thegpproach, entry, and departurefromthefriendly operationd area
Thestrength of an | ADSisthesynchronization of theintegr ated surface-to-air and air-to-air
systemsin mutual support of defensive cover agefor theoper ational ar ea.

(1) Surface-to-Air Weapon Systems. These weaponsinclude SAMsand AAA and
are employed in both area and point defenses — often in self-defense. Their effectiveness
requires reliable ID/CID processes, C2 connectivity, and interfaces with airborne systems to
preclude engagement of friendly aircraft and unnecessary expenditure of weagponsagainst enemy
threats. Surface weagpon systems have optimal capabilities againg targets at different ranges
and dtitudes as reflected in their WEZs. In extremely dynamic air defense situations with a
multitude of targets, some systems are capabl e of automatic detection and engagement. Surface-
to-alr systems operate under fire control orders based on the ROE.

(2) Air-to-Air Fighter Interception. Fighter aircraft performing DCA or OCA
missions may be tasked to respond to the detection of hostile, potentially hostile, or unknown
airborne targets. Aircraft normaly operate under positive control of a C2 eement but may
initiate and conduct intercepts autonomousy when authorized (e.g., self-defense or depth of the
operation precludespodtivecontrol). When closeor positive control isnot possible, thecontrolling
element may provide general broadcast information on targetsto al affected fighters. Air-to-air
fighters operating with enhanced fire control radars can engage multiple targets with beyond
visua range weapons to defend against hostile targets before they are within threatening range
of friendly assets. However, the ROE must alow use of beyond visua range weapons.

(& Air defense fighter aircraft normally perform CAPs, DCA fighter escort, or
respond to airbornethreatsfrom ground dert locations. Fightersnormally will beunder positive
control for vectors toward their airborne targets. CAPsinclude barrier CAPs for area defense
and CAPSfor basedefenseor local asset defense. Some CAPsaso may haveadditional missions
such as using barrier CAPs to inspect or “sanitize” returning strike packages to ensure enemy
aircraft do not shadow “friendlies’ back to base. Additionally, DCA fighters may be dedicated
to protect HVAAs from airborne threats.

(b) C2dementsdsoprovidealink betweenthe JAOC combeat operationsdivisonand
thefighters. Thiscommunicationlink providesaflexibleand reactive C2 arrangement for retasking
flightsto meet dynamic DCA operationa requirementsor to support OCA operations.

(c) NAVFOR CAPsdefending carrier, amphibious, and expeditionary battlegroups
may bepositioned over land during littord operationsand can providecollaterd defenseof theland AO.

e. Other Employment Considerations
(1) Movement and Mobility. USsurface-based air defensesare moveable or mobile.

When operations require ARFOR and MARFOR firing units to change location, displacement
times must be considered. Dependent upon the weapon system and Situation, these surface unit
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displacements may takehoursor days. Extensve coordination may berequiredfor convoy plans,
permissons protection, redignment of logistics, trave time, and shifting of beckfill forcesmay benecessary.
NAV FOR surfaceforcesare capableof full operationswhilerepostioning.

(2) Cross-boundary Operations. Boundaries between sectors and between forces
and unitsare areas of risk. Procedures for distribution and control of fires between sectors and
units should be addressed during planning. To minimize therisk of fratricide while providing a
seamless defense, coordination must be rehearsed, not just planned. When engagementscrossa
unit boundary or arein a buffer zone, priority of fires normally will be given to the threatened
unit.

(3) Alert Posture. Levels of readiness should be tailored to the leve of threat and
warning. Crews and systems cannot be maintained at high levels of dert status indefinitely.
Unless forces are actively conducting engagements or redeploying, some portion should be
engaged in crew rest and/or maintenance. “All clear” procedures should be established when a
threat no longer exists.

(4) Transfer of Authority and Trangtionsin DCA Operations

(@) Transfers of C2 functions such as airspace control, battle management
authorities, etc., from one level of command or controlling element to another, must be
accomplished smoothly, with the succeeding element not assuming C2 functions until the
appropriateleve of capability isactually in place— and rehearsed, if possible. Prior to hogtilities,
if possible, redundant or secondary C2 nodes should rehearse primary C2 functions.

(b) Temporary transfers of authority (e.g., ID or engagement authority) must be
acknowledged by establishing and receiving e ements and acknowledged by their subordinates.
For example, if an AWACS is given a SADC function from a CRC, their subordinate air and
surface fire control units, as well as the AWACS, must acknowledge the transfer. When the
CRC regainsthat function, the AWACS and subordinates must again acknowledge the transfer.
Indl casesthenext higher C2 noded so must benatified and acknowledgethechanges. Experience
showsthishasbeenaproblem.

(c) Detection of enemy offensive preparations may be an indication or warning
of animpending hostile act and signal adecision for transition from peace to combat operations.
Detection of these preparationsallowsfor thetransmission of tactical warningsthat dert commanders,
automated weapon systems, sensors, fuson centers, C2 nodes, and, in somecasescivil authorities, to
anticipatetheattack.

12. Active Missile Defense
a Under the counterair framework, active missile defense is integrated with active air

defenseasa DCA operation. Generadly, the same weapons used for missile defense are capable
of ar defense. Certain ARFOR and NAVFOR SAM systems are specifically capable against
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TBMsaswell asair-breathing threats (aircraft and CMs). Theimportant factor saretheenemy
threat and the conser vation of missiledefensefor cesto ensur ethat unique capability isnot
exhausted when alter nativeair defensedrategiesand tacticscould beused againg air-breathing
threats. Insomesituations, thear-breathing threet toahigh priority asset onthe DAL may requirethe
battlemanager to useamissledefensecapable SAM.

b. Thesater active missile defense systemsare primarily SAM systemsand their supporting
infrastructure. Although TBM launches are detected and warnings are sent to the JFC with the
predicted impact point, engagements are only possible once missile defense radars detect them.
Other TMs such as CMs and ASMs present the same problem—they must be detected to be
engaged. Toconsarvemissledefense SAMSs, ar defense assets should be used to counter theenemy
arcraftthat normaly carry ASMsbeforethey areinthreateningrange. CMs air-bresthing threatsbut
oftendifficult to detect, must be detected and tracked for interception.

(1) Missledefensesareincluded inthe WEZs (e.g., HIMEZs and LOMEZS).

(2) MissleattacksareincludedintheADW and separate ADWCsmay beestablished for
both TBMsand air-bregthing thrests.

(3) WCSs are established and may be separate for responding to both air-breathing
and TBM targets.

(4) Firecontrol ordersinclude both AMDs.

Successful active air and missile defenses require integration of all appropriate
defensive forces and weapon systems within the theater/joint operations area.
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¢. OnceCMsand TMsaredetected, JFC ROE normally should dlow engagement of CMsand
TBMsbased ontheir uniquetarget profiles, their potentid warheadsandtheir thregt tofriendly assets,
and the quick reaction necessary for success. Whento use missiledefenseassetsisan essentid battle
management employment decision.

d. Thebest missledefensestrategy continuesto bethesuccessof offensiveoperations
in countering air and missilethreats.
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APPENDIX A
COMBAT IDENTIFICATION

1. General

CID is defined as the process of attaining an accurate characterization of detected
objects in the operational environment sufficient to support an engagement decision. In
counterair operations, CID should be accomplished with near real time or better exchange of
information between airspace control/air defense units and airspace users to meet the time and
accuracy demands of combat operations. CID is essential to prevent fratricide in dynamic
counterair operations and to ensure economy of force. Effective CID enhances joint force
capabilities by providing confidence in the accuracy of counterair engagement decisions
throughout the force. While CID is a process for all joint forces in both defensive and
offensive operations, the focus in this appendix is on application of CID in counterair.

2. Objective

The objective of CID for AMD is to maximize effectiveness by providing high confidence
ID (friend or foe) of a potential target so an engagement decision can be made in accordance
with the ROE. The CID process complements the ID process, which is used for air defense
tracking and airspace control.

3. Considerations for Conducting Combat Identification

a. CID provides a process that allows an engagement decision based on the JFC’s chosen
balance between the confidence level of ID and the risk of fratricide or mistaking an enemy as
friendly, all framed within the operational situation and supported by the ROE.

b. While the CID process uses some of the same systems and information used for the
basic ID process, there are ID systems specifically designed for the higher confidence, positive
ID that is more suitable for the purpose of CID. Some ID systems have an autonomous
identification capability, with data links and digital information exchanges (including real time
imagery of targets/target areas) that greatly enhance their ability to perform more effective CID
(e.g., blue force tracker).

c. ID information may be obtained from onboard or external surface-, air-, and space-
based systems (e.g., radars, IFF systems, and selective ID features) and through established
processes and procedures approved by the JFC. An effective C2 system (including reliable
voice and data networks) is required to gather, assimilate, assess, and distribute this information
from a myriad of sources and nodes.

d. Planning and executing the CID process requires thorough knowledge of the joint force
scheme of maneuver, OPLANs, and ACMs documented in the ACP, AADP, and ACO. To avoid
a single point of failure, normally no one C2 node acts as an exclusive conduit of all CID
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information. Optimally, all C2 nodes would have all CID information applicable to their
operational area.

e. Electronic methods provide the earliest and most reliable means of positive ID. Positive visual
ID may be required by the ROE in some scenarios, but may not be practical in others due to time and
distances or consideration of an enemy’s beyond-visual-range weapons capabilities. For example, due
to their unique flight profiles, ROE normally allow TBMs and CMs to be engaged immediately — the
approved ROE being the controlling factor. It is important that ROE allow for the most advantageous
means of ID. While airspace control can function with an effective combination of different methods of
ID, air defense engagements (with few exceptions) require positive ID (e.g., visual observation or
electronic ID). For example, for SEAD operations, correct identification of all friendly electromagnetic
signal emitters is important to prevent erroneous suppression (destruction or disruption) of friendly force
electronic systems. Experience has shown that some friendly forces’ electronic emitters are not properly
identified to the SEAD forces. Those spurious emitters may be read as “‘unknown” or “hostile” by a
SEAD aircrew, and dependent upon the ROE and intensity of the situation, that emitter may be engaged,
perhaps in self-defense, unless positive ID is accomplished. Ifthat friendly force with a spurious emitter
could be positively identified by secure electronic means (i.e., CID), it would probably not be engaged
inthat context.

f. In the absence of positive ID, procedural ID may be used based on ROE and the
commander’s decision to accept the potential increased risks of fratricide or misidentification of
enemy as friend. For example, when a surface air defense unit becomes autonomous and
procedurally reverts to a self-defense mode, the threat of fratricide may increase because that
unit would be more likely to engage friendly aircraft that fly toward the unit. Procedural ID
methods using airspeed, altitude, and planned flight corridors as parameters may mitigate the
perceived threat to the AD unit. ROE and WCS may also be so restrictive that to fire in self-
defense would be prohibited without an unknown first firing on the defending unit. The latter, of
course, increases the risk for the AD unit.

g. ROE are critical to both the ID and CID processes. ROE directly supports the CID
process and should allow for the most advantageous means of identifying a detected object: the
CID process identifies friend or foe and ROE determines response. A good example is the ID
criteria for TMs, which normally should be different than that for aircraft. Because TBMs have
a distinct flight profile, with little warning, and a very short opportunity for intercept, the ROE
should allow for advantageous ID and immediate engagement. Experience has shown the ROE
for incoming enemy CMs, once detected, also should allow immediate engagement because
they are difficult to continuously track.

4. Identification Matrix

a. The AADC should develop a ID matrix to complement the ID process normally used for
tracking and to facilitate engagement decisions. Often, track ID on the TDL may be from procedural
methods that will not support the ROE criteria for engagement. The TDL will carry that track ID
classification (e.g., a hostile ID track) but the engagement authority may require either positive ID, a
determination of hostile act/intent, or violation of a procedural ID restriction before an engagement
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decisionis made. To that end, CID criteria contained in the matrix and in all plans must be coordinated
to ensure no conflicts arise during execution of counterair operations.

(1) ID Matrix Use Versus Implementation of TDL Track ID/Classification. Track
ID/classification data shared over a TDL may not support the CID process. Planners must
consider how the IDs are determined and entered into the track ID/classification system (e.g., a
TDL) that portray a particular track throughout the C2 systems. The JICO cell planners should
provide a list of ID classifications (e.g., unknown, friendly, hostile, neutral) to be used on the
TDL.

(2) TheID matrix must take into consideration the limitations inherent in the employed
systems that will implement the ID procedures. Once the set of track symbols is determined, the use of
terminology for these symbols must be aligned. Each JFC should have ID criteria that includes brevity
code terms. For example, pay particular attention to the “bandit” codeword versus the system track
symbol for “hostile.” An enemy aircraft with a TDL tracking symbol for hostile could be called a
“bandit” (ID as enemy not authorized to engage) or called a “hostile”” (ID as enemy with authority to
engage). The AADC should ensure only those specific voice brevity terms approved by the JFC for
authority to engage are used throughout the CID process.

(b) Build the ID matrix to the lowest common denominator, that is, what
everyone can classify/transmit/receive/forward to support the shooter. This will reduce
the risk of missed targets and fratricide.

(2) ID Criteria. ID criteria are used for application of ROE. The ROE supports CID
criteria for an engagement decision dependent upon weapon systems capabilities. The AADC is
responsible for recommending DCA ROE and developing ID and engagement criteria for JEC approval
in the AADP, with specific instructions in the ATO and/or SPINS.

(3) Positive ID methods.

(a) IFF Modes (1 — 5 per the ATO/SPINS).

(b) PPLI.

(c) Aradar contact correlated with an authenticated/secure voice (position) report
from an air or ground control agency.

(d) External/onboard CID systems (e.g., blue force tracker or noncooperative
target recognition).

(e) Visual ID.

(4) Positive ID considerations.
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(a) Positive ID is an ID derived from visual observation and/or electronic systems,
possibly combined with other factors (e.g., point of origin), with a higher confidence of accuracy
than a simple lack of friend or lack of enemy. When available, positive ID is used because it
provides the most rapid, reliable, and transferable means of identification. Most enemy positive
hostile IDs are derived from technology-based ID systems that exploit the physical or electronic
characteristics of a target (e.g., noncooperative target recognition, signals intelligence, or electronic
support measures).

(b) Not all CID participants may see the same ID-related information. This is
dependent primarily on system implementation, J-series versus M-series message standards,
and operator display capabilities. Because of the different implementation of TDL messages,
planners should consider limiting the number of track classification symbols to reduce confusion
and the potential for fratricide.

Note: Due to the recent NSA decertification of the Mark XII Mode 4 system [DIRNSA message
081811Z Oct 03] ID planners should refer to FM 3 01.61/MCWP 3-25.11/NTTP 6- 02.4/AFTTP(I)
3-2.39, Multi-Service Tactics, Techniques, and Procedures for Mk XII IFF Mode 4 Security
Issues in a Joint Integrated Air Defense System.

(5) Figure A-1 provides a sample ID matrix for tracks.
For a detailed discussion of CID in an IADS refer to FM 3-01.15/MCRP 3-25E/NTTP 3-01.8/

AFTTP(I) 3-2.31, Multi-Service Tactics, Techniques, and Procedures for an Integrated Air Defense
System.
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IDENTIFICATION PROCESS SAMPLE MATRIX
(1)

h 4

®

Neutral

®

Friend

©)

Unknown

airspace control order . Update IDs at any level in the ID matrix;
air tasking order IDBO or POO considerations
combat identification system (e.g., Blue . ID Friend by voice/data link verification
Force Tracker) . In accordance with daily ATO/SPINS
identification by origin . RTF/MRR and civilian air routes listed in
instrumentation route ACOs and Airspace Annex and does not
minimum risk route include military VR and IR training routes
point of origin . In accordance with track classification
precise participant location and identification guide.
return to force
standards use Army aircraft flight routes * Red/Green Crown is a US Navy Weapons
special instructions Controller
visual identification * * High fast fliers will not be considered on
visual route an MRR, and are a step in the procedural
ID towards hostile.

Figure A-1. Identification Process Sample Matrix
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APPENDIX B
AREA AIR DEFENSE PLAN FORMAT

Copy No.

Issuing Headquarters

Place of Issue

Date/Time Group of Signature

AREA AIR DEFENSE PLAN: Operation/Exercise NUMBER OR CODE NAME
References. Maps, charts, and other relevant documents.
TABLE OF CONTENTS

1. Situation. Briefly describethe situation the plan addresses. Therelated OPLAN or concept
plan, as well as any other applicable OPLAN/AADP that may apply, should be identified as
appropriate. Include adescription of the conditions under which the guidance and proceduresin
the AADP are applicable (e.g., the exercise, OPLAN, operation order, military operation,
coordination between air and ground defense forces).

a Guidance. Provideasummary of directives, |ettersof ingtructions, memorandums, treaties,
and strategic plans, including any campai gn/OPL ANsreceived from higher authority, that apply
to the plan.

b. Enemy Order of Battle. Provide areference to theintelligence annex of the governing
plan and/or a top-level summary of pertinent intelligence data, including information on the
following:

(1) Composition, location, disposition, movements, and strengths of mgjor enemy
forces that can influence action in the operationa area.

(2) Definition of threat axes, DCA operations, known WMD, and estimated enemy
COAs.

(3) Known IPOE for the operational area.
(4) Enemy vulnerabilities, COGs, and decisive points.

c. Friendly Order of Battle. State information on friendly forces assigned.

(1) Describefriendly air defense forces, including C2, aircraft (including counterair,
reconnaissance, surveillance and support), location of SAM units, and support forces.

(2) Describe missile defense forces, including those with both AMD capabilities.
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(3) Describe BM defense system capabilitiesif any arelocated within the JOA or can
support the JFC.

d. Non-Allied Forces

(1) Describeneutral forcesand air defense capabilitiesin or near thetheater that could
impact operations. Include genera statement and any specific information about COAs and
WMD capahilities. Include air and searoutes, shipping lanes, location of SAM units, and ATC
information.

(2) Describenoncombatantsinor near thetheater that could impact operations. Include
information on shipping lanes and internationd air traffic, if known.

2. Misson. Statethejoint air defense tasks and the purposes and relationships to achieving
the AADC's objectives.

3.  Air Defense Operdtions

a Intent

b. Concept of Operations. Describe the concept of operations, including the mission
assumptions, maintenance policies, and JOA within which the AADP applies.

(1) Airdefenseorganization—air defensearea, regions, and sectorsidentified, including
boundaries. Air and surface sensors, shooters, and C2.

(2) Provideor referencethelist of critical assetsto be defended (with asset criticality)
with respect to campaign phase and timing within the campaign phase.

(3) Designation of prioritized defended assetswith their associated level sof protection
as approved by the JFC. May include specific responsbilities of defending commander and
allocation of forces.

(4) AMD forces deployed locations overview.

(5) Phasesof air defensive operationsin relation to the plan.

(6) Timing and duration of phases.

¢. Coordinating Instructions

(1) Describe the integrating policy, including the philosophy of the weapons control
plan and interfaces between commanders at various levels. Include plans and procedures for
employing air control units and missile control units. Also include list of vital areas and target
priorities policy and guidance, aswell asreturn to ship/base procedures. Generally describethe
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passive air and missile defense warning responsbilities, including MNF and HN notifications,
with reference to Appendixes 1 and 3, in Annex C (Operations) of the AADP.

(2) Describe Weapons Coordination Policy and Code Words. Describe preplanned
responses to tactical situations, including lost communications, approach of hostile aircraft or
low/dow fliers, antiship CM/land attack CM launch/detection, transporter/erector/launcher
detection or BM launch, reconnaissance aircraft detection, adverse weather, and detection of
TSTs.

(3) ROE

(@ IncludelD and CID proceduresand requirementsand deconfliction procedures.

(b) Describe the ROE's impact and constraints on joint air and missile defense
operations.

(4) Describereporting requirements, includingtheATO, SPINS, ACO, tacticd operationd
data(TACOPDAT), dally intentionsmessages, OPTASKLINK, and Statusreports.

(5) Describe/discuss interaction between AMD operations and procedures and the
ACP.

4. Logidics. Give referencesto where thisinformation is maintained.

5. Command, Control, and Communications

a Command Relationships. State the planned C2 structure for the entire joint air and
missiledefense operation. Indicateany transfer of forces contemplated during theair and missile
defense operations, including the time of expected transfer. Give locations of al pertinent C2
agency locations and command posts for various commanders.

b. Communications. State where to find the communications plan(s).

c. Command Designators. If certaintermsor codewordsare an integral part of aService's
DCA lexicon, be sure to define or explain them; for example, the Navy uses “Red Crown” for
their airspace control center.

6. AADP Guidance. The AADP is developed in collaboration with the JFC, component
commanders, and MNF partners. Although the AADP is designed to be the AADC's plan of
action, itisa“living” document. RADC/SADC may wishto provide supplementsto the planto
reflect additional guidance or intentions. Whilethe AADPincludestopicsfor discussion, it may
bewritten to reflect greater or lesser detail and may serve asareference document to point users
to other more detailed messages like the TACOPDAT, OPTASKLINK, SPINS, ATO/ACO, etc.

(Signed) (Commander — AADC)
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ANNEXES: (List of notional AADPannexes, appendices, andtabs)
Annex A: Air Defense Task Organization
Annex B: Intelligence
Annex C: Operations
Appendix 1: Launch Warning Reports
Tab A: Theater Voice Warning Report Format
Tab B: JFACC Tier |1 Voice Early Warning
Tab C: JFLCC Tier Il Voice Early Warning
Tab D: FMCC Tier Il Voice Early Warning
Appendix 2: Combat Air Patrol Management and Control
Appendix 3: Air Defense Warning Conditions
Appendix 4: Critical Asset List/Defended Asset List
Tab A: Critical Asset List
Tab B: Phase | Defended Asset List
Tab C: Phase Il Defended Asset List
Tab D: Phaselll Defended Asset List
Tab E: Phase 1V Defended Asset List
Appendix 5: Air Defense Procedures
Tab A: Low Missile Procedures
Tab B: Fire Control Orders
Tab C: SAM SHORAD Tactica Order Format
Tab D: Alert States
Tab E: Weapons Control Status
Tab F: Air Breathing Threat Engagement Reports
Tab G: TBM Engagement Reports
Tab H: SAM Status Report Format
Tab |: Self-Defense Criteria
Tab J Theater Air and Missile Defense Airspace Control Order Form
Appendix 6: Flush Procedures
Appendix 7: Kill Box Grid System
Appendix 8 Commander’s Critical Information Requirements
Appendix 9: OPTASKLINK
Appendix 10: RADC/SADC/Operations Centers Reports
Appendix 11: Operations Security
Annex D through Annex |: Not used.
Annex J. Air Defense Command Relationships.
Appendix 1: Air Defense Area, Region, and Sector Boundaries
Annex K: Command, Control, Communications, and Computer Systems
Appendix 1: JRE and C2 Voice Connectivity
Appendix 2: TDL Network
Appendix 3: JICO Cel Communications
Appendix 4: Sensor Network
Appendix 5: ADA Brigade Network 1
Appendix 6: ADA Brigade Network 2
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Appendix 7: ADA Battalion Network
Appendix 8: Link 16 Network
Annex L: Coalition Forces
Appendix 1: Theater Ballistic Missile Shared Early Warning to Codition Forces
Annex M through Annex Y: Not used.
Annex Z: Digtribution
Enclosure 1: References
Enclosure 2: Terms and Definitions
Enclosure 3: Acronyms

SECURITY CLASSIFICATION
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APPENDIX C
DEFENSIVE COUNTERAIR ESTIMATE FORMAT

DCA ESTIMATE OF THE SITUATION
(Classification)

Headquarters

Place

Date, time, and zone
Message reference number

DCA ESTIMATE NUMBER
References: Maps, charts, or other documents.
Time Zone Used Through the Estimate:

1. MISSION

Clearly state the task given to the AADC by the JFC and the purpose for the task. The task
should describe what friendly DCA forces will do to the enemy. The purpose describes the
reason for the task and should remain effective even after the task becomes outdated due to a
change in the situation.

2. SITUATION AND CONSIDERATIONS

This paragraph describes the conditions under which the unit will perform its mission and
the possible COAs of the supported force.

a. Characteristics of the operational area. For this paragraph, determine those factors that
influence friendly and enemy actions and that may influence the choice of a COA. In the
absence of facts, use logical assumptions that might directly affect the mission. Include an
analysis of the effects of conducting DCA operations.

(1) Weather. Put the analysis of data from predicted weather, atmospheric conditions,
and solar/lunar data for the period in this paragraph. Climatological data also should be
investigated when completing this paragraph. Assess how the weather influences friendly and
enemy operations. For enemy operations include an evaluation of how current and forecast
weather and solar/lunar data impacts enemy use of UASs; missiles; aircraft (fixed- and rotary-
wing); and airborne or air assault operations. Try to determine or predict when the enemy is
most likely to use those assets due to the weather.

(2) Terrain. Analyze the effects of terrain, including effects on observation and fire;
cover and concealment; movement (surface and air); employment of friendly and enemy WMD;
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communications, EW, and combat surveillance; unconventional warfare; psychological
operations; and other aspects of military operations. Determine key terrain and air avenues of
approach. Also discuss terrain features that limit air vehicle detection or target acquisition and
terrain that might canalize or force air targets to fly a particular profile. Try to determine where
the enemy will most probably use air assets.

(3) Other pertinent factors. List analysis of political, economic, sociological,
psychological, and other factors (such as hydrographics, environment, communications, science,
technology, materiel, transportations, safety and accident prevention, and manpower). Include
deduction about their effects on friendly and enemy operations.

b. Enemy Air and Missile Forces

(1) Disposition. List locations of enemy air and missile forces that could participate
in operations. Determine combinations of air platforms that the enemy may use when conducting
a particular type of operation.

(2) Composition. How the enemy organizes for combat. Includes identity of units,
types of air platforms and missiles, and armament. Also address the expected number of sorties
and missiles flown per day and possible composition of those sorties.

(3) Strength. Numbers and sizes of committed and reinforcing units. Consider the
enemy’s location, doctrine, and mission. Identify air and missile assets and air support units that
could or may affect the operations. When, where, and how many air platforms will the enemy
fly during this operation?

(4) Other considerations. Enemy forces not discussed above.

(5) Recent and present significant activities. Summarize recent enemy activities that
were both successful and unsuccessful. Highlight any enemy air activity, to include number,
type of air platforms, and locations.

(6) Peculiarities and weaknesses. Indicate enemy peculiarities and weaknesses that
might influence combat effectiveness, including vulnerability to deception.

(7) Courses of Action. Identify available information from which to determine possible
enemy COAs and their relation to the enemy’s joint COA.

c. Friendly Forces. Identify disposition, composition, and strength. Highlight the
vulnerability of the joint force to enemy air and missile attacks and surveillance.

(1) Friendly COAs. State the JFC’s COA. Include any guidance that affects DCA
operations. Include description of any phasing of operations in the COA and the impact of those
operations on support relationships or requirements.
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(2) Current status of resources within theater/JOA. Identify the status of personnel
and logistics in the unit. Identify civil-military operations requirements. Identify limitations
that affect or may affect the conduct of DCA operations. Can the mission be accomplished?

(3) Current status of other DCA resources that affect theater/JOA.

(4) Comparison of DCA requirements versus capabilities and recommended solutions.

(5) Key considerations (evaluation criteria) for COA supportability.

d. Assumptions. State the assumptions relevant to the situation, mission, forces, capabilities,
threat, etc., that will affect the commanders’ decisions.

3. ANALYSIS

Analyze each COA using evaluation criteria. Identify those aspects in the JFC’s plan that
create difficulty in providing DCA coverage and affect the ability of the force to accomplish its
mission.

4. COMPARISON

a. Compare COAs using evaluation criteria. Rank order COAs for each key consideration.
A decision matrix should visually support comparison. Presenta DCA COA for each JFC COA.

b. Each COA should include the following aspects:

(1) DCA mission.
(2) DCA priorities.
(3) DCA fires.
(4) DCA scheme of maneuver.
(5) Task organization.
(6) Command and support relationships.
(7) Key passive defense measures.

5.  RECOMMENDATIONS AND CONCLUSIONS

a. Recommended COA based on the comparison.
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(1) Indicate which joint COA(s) DCA can best support (using the elements of who,
what, where, when, how, and why).

(2) Recommend list of DCA priorities.

(3) State the recommended DCA organization for combat, and employment of other
active DCA assets.

(4) Possible OCA targets.

(5) Passive and active DCA measures that will be most effective.

(6) Issues, deficiencies, and risks with recommendations to reduce their impacts.
b. Conclusions.

ANNEXES: (as required)
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APPENDIX D
THEATER MISSILE SYSTEMS

1. Background

a. TMs are defined as TBMs, CMs, and ASMs (not including short-range, nonnuclear,
direct fire missiles, bombs or rockets such as Maverick or wire-guided missiles). Their targets
are within a given theater of operations. TMs have unique capabilities that must be considered
when planning countermeasures. For example, no other target system can put a warhead into
the theater JSA or threaten friendly population centers and neutral countries in a matter of minutes.
Other target systems do not create public panic and a political situation each time a launch is
broadcasted on television worldwide by reporters wearing gas masks. To effectively counter the
threat, these unique traits, coupled with the somewhat elusive nature of some TM target systems,
require the dedicated attention of determined, knowledgeable professionals.

b. Modern. Modern TMs have very long ranges and can deliver a variety of warheads,
including high explosives and WMD. They are also currently difficult to counter. Because they
are relatively cost-effective weapons, TBMs are weapons of choice for many developing nations.
Such weapons provide an offensive capability and, when mated with a WMD, give a nation the
ability to deter a potential adversary by holding population centers and/or military forces at risk.
Rogue nations believe TMs provide them with a counter to sophisticated land, air, and naval
forces. As aresult, nations around the world are actively pursuing missile capabilities.

c. TMs may be used alone or in conjunction with other weapon systems. Their targets can
vary from political to military, such as population centers, ports, airfields, headquarters, air
defense sites, C2 elements, communications nodes, and logistic centers. They can quickly put
key civilian facilities at risk, such as power and water stations, petroleum pumping and storage
sites, and industrial complexes. TBMs and CMs also present a serious threat to merchant shipping,
critical sea-lanes, and maritime operations in joint littoral warfare, as well as key offensive and
defensive forces/complexes and support organizations. ASMs also have proven to be effective
weapons against point targets, and they are difficult to defend against.

2. Generic Architecture

Although there are many variables between the different types of TMs, they generally share
a common architecture. Countries possessing TMs either import them, reverse-engineer them,
and/or develop their own technology. TM programs may have one or more of the following
aspects.

a. Research and Development (R&D). Ifa country is developing its own missile system
or adapting a system purchased from another country, there will be a center, institution, and
personnel responsible for the R&D effort. However, if a country purchases the complete TM
system, there may be no R&D effort unless they attempt to improve the design. R&D efforts
should provide some signatures for intelligence sources.
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b. Manufacturing. Countries that develop their own systems or adapt those produced by
other nations require dedicated manufacturing and testing facilities. They also may have to
develop or refine the fuel for the missile systems. Although the fuels are of a specific type, they
are commonly available on the international market from several sources. The manufacturing
process should produce signatures and products (the missiles) that intelligence sources should
recognize.

c. Purchase and Import. Countries that purchase systems from other nations will have
prepared sites for receipt of missile system components and fuels. These ports of entry may be
air-, land- (road or rail), or sea-based. These locations must have receipt, inspection, and storage
capabilities. Ifthe equipment requires assembly, there may be facilities created nearby to support
these activities.

d. Transportation. TM components must move from their manufacturing or importing
site by rail, road, air, and/or sea to permanent storage sites. In some cases, the missiles may be
carried by their transporter-erector-launcher unit (TEL). The combination of purchasing and
transportation should provide signatures or some trail or recognition for intelligence sources.

e. Missile Storage. Missile storage locations are required at the point of manufacture, at
the point of receipt, in TM unit base locations, and at training installations. Missile storage sites
are likely to be constructed and developed within projected operational areas as well. If not
mounted on a TEL, storage may include innocuous containers or special canisters that house the
missiles until they are launched.

f. Warhead Storage. Warhead storage sites are usually located in ammunition areas and
may not be easily discernible from bunkers holding other munitions. However, WMD warheads
require specialized storage, handling, and, most notably, higher security. WMD generally have
telltale signs for not only storage but for movement as well.

g. Basing. TM units are usually located at military bases for OPSEC and safety purposes.
Most training and equipment maintenance occurs at these locations. Land-based units likely
will move from their garrisons to conduct combat operations. Air units with CMs and ASMs
conduct training and wartime operations directly from their home air bases or from dispersal
fields. TBM units are likely to utilize passive defense measures such as mobility, dispersal, and
concealment to complicate their being targeted. Naval units generally have their TMs aboard
ships for added mobility and movement to potential firing locations. Normally, intelligence
sources should be able to identify adversaries with TM-capable aircraft and ships.

h. Assembly Areas. In cases where TBMs and warheads are shipped and stored separately,
one of the final stages of preparing the weapon for operations is mating the warhead to the
missile body. This may be a training event so it can be efficiently done for combat operations.
For aircraft, the loading process could be an indication and warning for intelligence sources, as
would the assembly of TBMs.
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i. Launch Areas. TM attacks normally take place from planned launch areas. The
characteristics of the launch areas are dependent on missile-type. Historically, TBMs usually
start from a hide-position then move to the launch point. ASMs must be flown to a launch point
within range of the target.

j. Launch Preparation. After arrival at a launch area, most TBMs require some prelaunch
preparation. These activities may involve fueling and testing the missile and warhead components
along with some assembly operations. Launch preparations for liquid-fueled TMs generally
require longer setup/checkout time than do solid fuel missiles. For CMs and ASMs, these
activities likely will occur at an airfield or port and may involve simply moving the missile from
a storage area to the delivery platform (aircraft or ship).

k. C2. Planning TM operations is normally a highly centralized process with tight control
over the employment and selection of targets. Execution of TM operations may be either
centralized or decentralized. The degree of centralization is generally determined by the degree
of control desired by senior civilian or military leaders, the capability for secure communications,
the ability of the opposing forces to detect or locate transmitters, and the tactics employed.
WMD-armed missiles will be tightly controlled because of their political sensitivity and the
possibility of retaliation. Thus, WMD-associated TM units normally will require robust
communication links or constant communication with national leadership for launch authorization.

l. Support Units. Most TM systems require a support system. Support units provide a
variety of functions to include maintenance, rearming and refueling, personnel replacement, etc.
They also deliver replacement warheads and missiles and conduct all the electronic testing and
repair. During peacetime, these units probably will be collocated with the TM firing units in
garrison. For employment, they may move to FOBs or dispersal/staging airfields. For naval
units the support is likely organic to the ship.

3. Theater Ballistic Missiles

a. Definition. TBMs (or SSMs) are characterized by their trajectory, having one or more
boosters and an initial steering vector. They have a range of less than 5500 kilometers and can
travel this distance in 5 to 20 minutes.

b. Threat Employment Concepts

(1) Prime targets for TBMs are large, soft, heavily defended, and deep rear area facilities
that are critical to a nation’s warfighting ability. Examples include airfields, air defense sites,
transportation centers (ports and airfields), logistic hubs, and major C2 nodes. Additionally, key
population centers are prime targets whose attack might create panic among the populace and
foster a political crisis. TBMs also may be used in a tactical sense to affect battlefield logistics
and operations, although this is less likely given the strategic importance of such weapons to
smaller or less developed nations.
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(2) TBMs normally are carried on a TEL so mobility enhances TBM survivability
and, conversely, complicates their being targeted. Their long range affords the enemy increased
options in selecting operating areas and determining potential targets. For example, TBMs have
been exported by many nations, the Scud and its derivatives being the most common. The Scud
employs the full spectrum of warheads. The Scud, as well as the Soviet designed SS-21 Scarab,
can be set up and fired in less than 45 minutes and relocated within minutes. Missiles often
present multiple tracks, either from staging or from their tendency to break up during terminal
phase descent, thereby further complicating defensive efforts.

(3) SAM systems have been modified into SSMs in some countries and this trend
likely will spread to other nations. As missile systems and missile technology proliferate, nations
will acquire or be able to produce missile systems using solid fuels. This will significantly
reduce the dwell time required for system checks and fueling during launch preparation. This
reduced dwell time will significantly reduce the TMs signature and the time available for
preemptive attack operations.

c. Threat Employment Operations. TBM operations generally are broken down into
five major phases. These include readiness, deployment, employment, sustainment, and
reconstitution.

(1) Readiness Phase. The readiness phase encompasses normal day-to-day peacetime
operations. During this phase, TBM forces train on wartime tasks and practice doctrinal
employment in the local training areas or in garrison. This normally entails TEL operation,
missile erection, site preparation, and missile maintenance. Support units will perform
maintenance on firing units and conduct resupply operations.

(2) Deployment Phase. The deployment phase may include initial movement from
the garrison location(s) to the initial war fighting positions to support subsequent launch operations.
TBM force deployment will depend on the range to the target, missile capability, terrain, and
survivability considerations. Firing units will move to either hide positions or directly into
launch positions. Support units likely will move to a forward base and conduct support to
include reloading operations. Deployments may or may not convey hostile intent, depending
upon the circumstances.

(3) Employment Phase. The employment phase encompasses initial combat
operations. During this phase, TELs move missiles to their initial firing positions from a hide
site and then, after launch, move to another hide site or directly to reload operations. The
support unit will establish that location based upon doctrine, terrain, the TBM force commander’s
firing schedule, and the threat.

(4) Sustainment Phase. During the sustainment phase, support units likely will use
a forward base/location to conduct the necessary repair/replacement operations to sustain the
TBM force. Sustainment operations require support units to use lines of communications from
garrison locations, field storage areas, and/or the manufacturing infrastructure/import facilities
to the forward bases and onward.
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(5) Reconstitution Phase. The reconstitution phase encompasses continuous
operations between firing units, support units, and higher echelon logistic locations to regenerate
TBM forces.

d. Threat Employment — Tactics, Techniques, and Procedures

(1) TEL Operations. TELSs serve as the transporter and launch platform for missiles.
One very common TEL is the Soviet-era MAZ-543. TELs present a small, extremely mobile
target with very short dwell time. The MAZ-543 has tremendous off-road mobility and can
easily hide. TELs generally travel only short distances between hide sites, launch sites, and
transload sites, unless required to return to a forward base for additional maintenance. A TEL
will be in launch configuration for a very short period of time and can displace to a new hide site
in a matter of minutes.

(2) Transload Site. The transload site is where fueled, ready missiles are loaded onto
TELs. Support unit personnel, vehicles, and equipment from the forward base or location will
rendezvous at this site with firing unit TELs. At this site there generally are a number of vehicles:
missile resupply vehicles (with one to three missiles), a crane (possibly attached to the resupply
vehicle), and other ground support equipment as required by the missile type. The transload site
usually is an open area large enough to allow the crane to lift/pivot the missile onto the TEL,
approximately 50 by 50 meters. This operation can occur in large buildings or underground
facilities with sufficient height, approximately 20 meters. When detected, this site will remain
vulnerable throughout its established dwell time.

(3) FOL. An FOL is typically where warheads and missiles are mated, missiles are
fueled, and missiles are loaded onto the resupply vehicle. A FOL remains in place from half-a
day to 3 days. The FOL usually contains warheads and missile airframes, transporters, cranes,
checkout vehicles, fuel trucks (vehicle and missile fuel), and resupply and other support vehicles.
FOLSs can be located in rural or urban settings and may be hidden in a building complex or
underground facility. The FOL has a larger footprint than TEL or transload operations, but is
still difficult to locate. Some countries may not employ FOLs, preferring to conduct these
operations out of the FOB.

(4) FOB. The FOB is the main TM unit supply and storage activity and will be spread
out over a large geographic area for survivability. The number of FOBs will depend on the size
of the missile force (targets selected and acceptable travel distances for support units). In situations
where a country’s geographic area is small, it is possible that operations typically associated
with the FOB could be conducted from garrison.

(a) A typical FOB contains warhead, missile, and propellant storage sites;
transporters and cranes; checkout vehicles; fuel trucks (vehicle and missile fuel); and resupply
and other support vehicles. An FOB can be established in an urban environment hidden in large
buildings, in underground facilities, or in the field. The FOB normally will deploy support
equipment to FOLs and/or transload sites as needed to sustain launch operations. FOBs require
robust lines of communications (primarily roads and rail lines) to support continuous operations.
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(b) The FOB cannot be easily hidden but may be difficult to distinguish from
other logistic facilities. Once established, the FOB probably will not be moved in total, but
certain components may be moved to complicate detection, create a deception, or facilitate
launch operations.

4. Cruise Missiles

a. Definition. CMs are defined as a guided missile, the major portion of whose flight path
to its target is conducted at approximately constant velocity, and depends on the dynamic reaction
of air for lift and upon propulsion forces to balance drag. CMs are unmanned, self-propelled
vehicles that sustain flight through the use of aerodynamic lift over most of their flight. CMs
usually navigate autonomously to targets and, depending on their sophistication can position
themselves through a number of update methods along extended flight routes. CMs are capable
of delivering the full complement of warheads from conventional to WMD.

b. Threat CMs

(1) Very few nations currently possess sophisticated CMs such as the Navy Tomahawk
land attack missile or the Air Force conventional air launched cruise missile (ALCM).
Employment by developed nations has been limited. The majority of CMs in potential threat
nations are short-range anti-ship/coastal defense CMs with ranges up to 100 nautical miles such
as China’s Silkworm. Some countries are modifying anti-ship CMs for a land attack role.

(2) Future CM technology will build on existing low observable, sensor defeating
designs using radar absorbing materials and composite materials such as Kevlar or carbon fiber
to further reduce their radar cross-sections and render them more difficult to detect. CMs generally
possess some of the following features:

(a) Radar cross-section under 1 square meter (-10 decibel and lower).
(b) Low infrared signature (varies by type of CM).
(c) Acoustic signature (varies by type of CM).

(d) Cruise altitude of 100 feet to 2000 feet above ground level or 50,000 feet
above mean sea level.

(e) Range of 100 to 1000 nautical miles.
(f) Payload of 200 to 1000 pounds.
(g) Speed range of high subsonic (low altitude) or supersonic (high altitude).

(h) Air-, land-, or sea-launched.

D-6 JP 3-01



Theater Missile Systems

c. Threat CM Employment

(1) CMs put stress on air defense systems because they are difficult for theater sensors
and weapons systems to detect, identify, track, acquire, and destroy. CMs are more difficult to
detect than the larger TBMs because they do not give off as large a heat signature at launch, fly
at very low altitudes during their attack legs, and normally have a smaller radar cross-section.
Ground-based surveillance radars have a difficult time detecting CMs when in low level flight
(following terrain contours) because of line-of-sight restrictions created by radar horizon and
terrain masking. Similarly, airborne radar systems may have a difficult time isolating CMs from
ground clutter. These traits, when combined with radar evasion techniques and low observable
construction methods, cause delays in detection and engagement decisions by engagement
authorities and shooters per the ROE. However, once detected in flight, CMs can be engaged by
fighters, AAA, and SAMs. The best tactic is to shoot down the aircraft carrying the CMs.

(2) SLCMs and ground-launched CMs (GLCMs) present opportunities for detection
as well as challenges for surveillance systems. Surface launch systems normally must be boosted
to “cruise” altitude. The boosted phase often uses a rocket motor that will produce an infrared
signature that could potentially be exploited by space-based or properly positioned theater assets.
ALCMs do not have a boost plume since aircraft or UASs deliver them above the cruise altitude.
Although the ALCM has a small radar cross-section, it is vulnerable to radar detection during
descent to its low-level altitude. Once near the surface and in a terrain following mode, sensors
have to filter radar ground clutter to extract a radar signature from these low-altitude profile
missiles.

(3) High-altitude, high-mach profiles rely on altitude and speed to overcome defenses.
Because the CM is high, ground-based radars will not be obstructed by the curvature of the earth
and airborne radars can discriminate them from ground clutter. As a result, when using the high-
altitude profile, CMs are more likely to be detected earlier in flight than when using a low-level
profile.

(4) CMs provide a significant standoff range for the aircraft or launch platform and
remove the “manned” component of the weapons system from the immediate target area. The
release range of CMs from aircraft and other platforms can easily be beyond a defender’s radar
and sensor range. The long distance release or launch of CMs and their smaller radar signature
increase the possibility that surveillance assets will not detect them. Battle managers require
cues to focus their search in detecting CMs in any surveillance area. Combining hostile aircraft
attacks with CM and ASM attacks may allow “leakers” to get through. Indeed, CMs may
resemble and be misidentified as manned aircraft.

(5) Rapid CID is critical for CM defense. CM defense is complicated by the use of
low observable technology and the potential of SOF or other friendly aircraft without IFF
transponders operating in the same airspace, thus requiring ID verification prior to engagement.
CMs make surveillance and detection difficult because their flight profiles are specifically designed
to defeat or confuse radar tracking. As with TBMs, the objective is to eliminate as many CMs as
possible before launch. CMs in flight may be part of TST target sets designated by the JFC. The
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challenge for defending against CMs is to find them early, before launch if possible, and engage
them before they can navigate to their targets.

(6) Training patterns or identifiable launch sequence events for GLCMs are rarely
observed or practiced in an overt environment. Consequently, the probability is small for
conclusively identifying a GLCM TEL using current sensor data. Attackinga CM TEL requires
the earliest possible detection of the target and the ability of sensors to discriminate between
TELs and other targets. Successfully targeting CMs before launch will depend in great part on
pre-hostility IPOE efforts. Targeteers will require information on infrastructure, logistic support
patterns, movement discipline, and signatures of typical storage and assembly facilities.
Identification by signature is key to finding CMs before launch, since detecting the launch itself
or tracing the flight path back to the launch site may be extremely difficult when they are launched
from maximum range.

d. CM Target Development

(1) Procedures for finding and targeting CMs on the ground are no different than for
finding other targets using a variety of theater and national sensors. Space-based and theater
reconnaissance, surveillance, and target acquisition assets normally will collect intelligence data
on these targets prior to armed conflict as part of [POE. Sensors on JSTARS and UASs and SOF
pass CM target information to analysts and battle managers by data link or voice. Data collected
and fused from multiple sensors will provide the necessary confirmation of the target. Immediate
threat data will be broadcast over intelligence processing and transmissions systems such as
tactical related applications and tactical data dissemination systems.

(2) When conflict begins, sensors must be used to validate known target information.
With proper ISR, aircraft and naval launch platforms for ALCMs and SLCMs provide identifiable
signatures and will yield opportunities to detect, ID, track, and attack those platforms. GLCMs
will present a more difficult target set. The following is a discussion of targeting methods
against each category:

(a) ALCM. Destroying ALCM-capable aircraft on the ground or neutralizing
their supporting airstrips/bases is the best means to prevent ALCM employment. In this context,
missions against this target system do not differ from other OCA missions in terms of tactics or
weapons. The IPOE process must focus on providing the intelligence that targeteers need to
determine which aircraft and air bases support ALCM activity and task missions against them
accordingly.

(b) SLCM. Destroying the launch platform in port is the best means to prevent
SLCM launch. The IPOE process will provide the naval order of battle information to identify
specific SLCM carriers and support bases for targeteers and battle managers to task missions
against them. Signatures of naval vessels and their substantial support base infrastructure will
facilitate finding SLCM targets by satellite, UAS, and other surveillance platforms.
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(c) GLCM. GLCM platforms normally are an adaptation of any available vehicle
chassis capable of supporting one to two tons. Any medium-to-large size truck or tracked vehicle
could be developed into a CM TEL. These TELSs likely will be considerably smaller and less
distinct than heavier TBM TELs; however, a robust IPOE effort can catalog such known and
suspected vehicles for exploitation by surveillance sensors. GLCM deployment and training in
suspect nations must be collected against and studied for behavioral cues to detection. Long-
range GLCM permit the enemy to establish a large number of well-dispersed, fixed-launch
locations (both actual and decoys) deep within their own territory. The enemy can be expected
to employ camouflage, concealment, and deception for fixed and mobile TELs to reduce
probability of detection. Detecting and targeting mobile GLCM platforms or newly built fixed
launch sites will depend on a robust IPOE, dynamic management of ISR assets, dedicated and
trained analysts aided by technology improvements such as automatic target recognition systems,
and a responsive C2 architecture.

5. Air-to-Surface Missiles

ASMs employment can be expected on all battlefields. Like TBMs and CMs, ASMs are
capable of delivering a complete range of warheads and can be carried by a variety of rotary-
and fixed-wing platforms. Flight profiles, short flight times, and reduced radar cross-section
make these missiles difficult to detect, track, and engage. Additionally, their speed and relatively
short flight times leave a small window for interception. ASMs increase the survivability of the
delivery platform through standoff capability, usually beyond the range of some point defenses.
Many of the North Atlantic Treaty Organization and former Warsaw Pact nations are equipped
with US and Russian manufactured systems and have exported them throughout the world. The
best method for countering ASMs is to target the delivery platforms and related bases and facilities.

6. Conclusion

While each TM system is unique, each category (TBM, CM, and ASM) exhibits similar
characteristics and functional operations. This appendix provides the essential framework for
each in a generic fashion and serves as a foundation for an initial understanding of how TMs are
employed. Specific analysis is required to apply this information to a particular missile system
and country. The following vignette is a reminder that some “facts” should be verified, not
simply accepted.

THE LURE OF THE UNEXPECTED
Deception is a key part of any combat operations. The examples below
illustrate what happens when analysts stop analyzing events and begin to
believe what they think they are seeing.

World War Il

Prior to the beginning of the V-1 attacks against London on June 12, 1944,
the Allied attack operations concentrated on an elaborate system of “sites”
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which were believed to be Nazi V-1 launch locations. The locations were
dubbed “ski sites” because of the shape of several long, curved buildings
that were characteristic in the aerial photographs of each location. These
sites were targeted and heavily bombed from December 1943 through May
1944. Although the “ski sites” were largely destroyed, not one of the real V-
1 sites was attacked during this period. Once Hitler unleashed his missile
force on England in June, the volume of V-1 launches provided
incontrovertible evidence that a second set of launch sites was actually
being used. Not until then did the weight of the Allied bombing effort finally
begin to shift to the correct targets. Even so, the real sites were so hard to
find due to Nazi camouflage and concealment measures that attacks were
still being made on nearby decoy “ski sites” until the end of June.

SOURCE: Based on Operation CROSSBOW
Volume of the US Strategic Bombing Survey

Gulf War

The initial hope of the planners in Riyadh that heavy attacks on the fixed
Scud sites during the opening hours of the air campaign would largely
eliminate Iraq’s capability to launch TBMs against Israel or regional members
of the US-led Coalition proved to be illusory. On the night of 16-17 January
1991, the fixed Scud launchers in western Iraq functioned as “decoys” that
diverted attention away from the mobile launchers that had already deployed
to their wartime “hide” sites, and the first of Iraq’s extended-range Scuds
were fired at Israel the following night. Once Scuds started falling, first on
Israel and then on Saudi Arabia two days later, the next best military option
would have been to locate and attack mobile launchers before they had
time to fire. Soviet exercise patterns in central Europe with Scud-B’s and
Iraqi practice during the Iran-lraq War, indicated that if the Iraqis followed
prior practices, there might be enough pre-launch signatures and time to
give patrolling aircraft some chance of attacking mobile launchers before
they fired. However, the Iraqgis dramatically cut their pre-launch set-up times,
avoided any pre-launch electromagnetic emissions that might give away
their locations before launch, and seeded the launch areas with decoys
(some of which were very high in fidelity). . . . most (and possibly all) of the
roughly 100 mobile launchers reported destroyed by Coalition aircraft and
special operation forces now appear to have been either decoys, other
vehicles such as tanker trucks, or other objects unfortunate enough to
provide “Scud-like” signatures.

SOURCE: Gulf War Air Power Survey, 1993
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AAA
AADC
AADP
AAGS
AAMDC
AAW
ACA
ACCE
ACE
ACM
ACO
ACP
ACS
AD
ADA
ADAFCO
ADC
ADW
ADWC
AFFOR
AFTTP()
ALCM
AMD
AO
AOR
AR
ARFOR
ARM
ASM
ASOC
ATC
ATO
AWACS

BCA
BCD
BM

C2
CAL
CAP
CBRN

GLOSSARY

PART | —ABBREVIATIONSAND ACRONYMS

antiaircraft artillery

area air defense commander

areaar defense plan

Army air-ground system

ArmyAirand Missle Defense Command
antiair warfare

airspace control authority

air component coordination element
aviation combat element

airspace coordinating measure
airsgpace control order

airspace control plan

airgpace control system

ar defense

air defense artillery

air defense artillery fire control officer
ar defensecommander

air defense warnings

air defense warning condition

Air Forceforces

Air Force tactics, techniques, and procedures (instruction)
air launched cruise missile

ar and missile defense

areaof operations

areaof responsbility

air refueling

Army forces

antiradiation missile

ar-to-surface missile

air support operations center

air traffic control

air tasking order

Airborne Warning and Control System

border crossing authority
battlefield coordination detachment
ballistic missile

command and control

critical asset list

combat air patrol

chemicd, biological, radiological, and nuclear
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CCDR combatant commeander

CDRNORAD Commander, North American Aerospace Defense Command
CDRUSIFCOM Commander, United States Joint Forces Command
CDRUSNORTHCOM Commander, United States Northern Command
CDRUSPACOM Commander, United States Pacific Command
CDRUSSOUTHCOM Commander, United States Southern Command
CDRUSSTRATCOM Commander, United States Strategic Command
CID combat identification

CJCSl Chairman of the Joint Chiefs of Staff instruction
CcJCsv Chairman of the Joint Chiefs of Staff manual
CM cruise missile

COA course of action

COG center of gravity

COMAFFOR commander, Air Force forces

COMMARFOR commander, Marine Corps forces

COP common operationd picture

CRC control and reporting center

CTP common tactical picture

CVvT criticality-vulnerability-threat

DAADC(AMD) deputy areaar defense commander for air and missile defense
DAL defended asset list

DCA defensive counterair

DIRNSA Director of National Security Agency

ECM €electronic countermeasures

EMP electromagnetic pulse

EW electronic warfare

EWCC electronic warfare coordination cell

FEZ fighter engagement zone

FM field manual

FOB forward operating base

FOL forward operating location

FSCL fire support coordination line

FSCM fire support coordination measure

GCl ground control intercept

GLCM groundlaunched cruisemissile

GMD globd missledefense

HIMAD high-to-medium-dtitudear defense

HIMEZ high-dtitudemissleengagement zone

HN hogt nation

HVAA highvauearborneasset
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IADS
ID
|FF
10
|POE
ISR

J2

J3

J6
JAOC
JAOP
JDN
JDNO
JEZ
JFACC
JFC
JFCC-IMD

JFIT
JFLCC
JFMCC
JFMO
JFSOCC
JCC
JCO
JPOE
JOA

JP

JRFL
JSA
JSOTF
JSTARS
JTF

LOMEZ

MAAP
MACCS
MAGTF
MANPADS
MARFOR
MARLO
MCRP

integrated air defensesystem

identification

identification, friend or foe

information operations

intelligence preparation of the operationa environment
intelligence, surveillance, and reconnaissance

intelligence directorate of ajoint staff

operations directorate of ajoint staff

communications system directorate of ajoint staff

joint air operations center

joint air operations plan

joint data network

joint data network operations officer

joint engagement zone

joint force air component commander

joint force commander

Joint Functional Component Command for Integrated Missile
Defense

Joint Fires Integration and Interoperability Team

joint force land component commander

joint force maritime component commander

joint frequency management office

joint force specia operations component commander

joint interface control cell

joint interface control officer

joint intelligence preparation of the operationa environment

joint operations area

joint publication

joint restricted frequency list

joint security area

joint specia operations task force

Joint Surveillance Target Attack Radar System

joint task force

low-dltitude missile engagement zone

master air attack plan

Marine air command and control system
Marine air-ground task force
man-portable air defense system
MarineCorpsforces

Marineliasonofficer
MarineCorpsreferencepublication
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MCWP
MEZ
MNF
MNFC
MRR
MTN

NALE
NAVFOR
NORAD
NTACS
NTTP

OCA

OPCON
OPLAN
OPSEC
OPTASKLINK

PPLI

R&D
RADC
RICO
ROE

SADC
SAM
SCA
SEAD
SHORAD
SHORADEZ
SICO
SIA
SLCM
SOF
SOLE
SPINS
SROE
SRUF
SSM

TAAMDCOORD

TACC

MarineCorpswarfighting publication
missleengagement zone
multinational force

multinationa force commander
minimum-risk route

multi-tactica datalink network

naval and amphibious liaison element

Navy forces

North American Aerospace Defense Command
Navy tacticd air control system

navd tactics, techniques, and procedures

offensive counterair
operational control
operation plan
operations security
operationstask link

precise participant location and identification

research and devel opment
regiond air defense commander
regiona interface control officer
rules of engagement

sector air defense commander
surface-to-air missile

space coordinating authority
suppression of enemy air defenses
short-range air defense
short-range air defense engagement zone
sector interface control officer
staff judge advocate

sea-launched cruise missile
Special operations forces

specia operations liaison eement
special instructions

standing rules of engagement
standing rules for the use of force
surface-to-surface missile

theater Army air and missiledefense coordinator
tactical air command center (USMC); tactical air control center
(USN)
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TACON
TACOPDAT
TACP
TACS
TAGS
TAOC
TBM
TDL
TEL
™
TST

UA

UAS

UCP
USSTRATCOM

WCS
WEZ
WMD

tecticd control

tacticd operationd data
tactical air control party
theater air control system
theeter ar ground system
tactical air operations center (USMC)
theater ballistic missile
tactical datalink
transporter-erector-launcher
theater missle
time-sengtive target

unmanned aircraft

unmanned aircraft system
Unified Command Plan

United States Strategic Command

weapons control status
weapon engagement zone
weapons of mass destruction
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PART Il — TERMSAND DEFINITIONS

activeair defense. Direct defendve action taken to destroy, nullify, or reducethe effectivenessof
hodtileair and misslethreatsagaing friendly forcesand assets. Itincludestheuseof arcraft, air
defenseweapons, e ectronic warfare, and other availableweapons. (JP1-02)

air defense. Defensive measures designed to destroy attacking enemy aircraft or missilesinthe
amosphere, or to nullify or reduce the effectiveness of such attack. AlsocaledAD. (This
term and its definition modify the existing term and its definition and are approved for
inclusion in the next edition of JP 1-02.)

air defense action area. None. (Approved for remova from the next edition of JP 1-02.)

air defensearea. 1. overseas— A specificaly defined airgpace for which air defense must be
planned and provided. 2. United States — Airspace of defined dimensions designated by
the appropriate agency within which the ready control of airborne vehiclesisrequired in
the interest of national security during an air defense emergency. (JP 1-02)

air defense battle zone. None. (Approved for removal from the next edition of JP 1-02.)

air defense control center. The principa information, communications, and operations center
fromwhich al aircraft, antiaircraft operations, air defense artillery, guided missiles, and air
warning functions of a specific area of air defense responsibility are supervised and
coordinated. Also called air defense operations center. (JP 1-02)

air defensedirection center. Aningtallation having the capability of performing air survelllance,
interception, control, and direction of alocated air defense weapons within an assigned
sector of responsibility. 1t may aso have an identification capability. (JP 1-02)

air defensedivison. None. (Approved for remova from the next edition of JP 1-02.)

air defenseregion. A geographical subdivison of an air defensearea. (JP 1-02)

air defense sector. A geographical subdivision of an air defenseregion. (JP1-02)

air defense suppression. None. (Approved for remova from the next edition of JP 1-02.)

air defensewar ning conditions. A degreeof air raid probability accordingtothefollowing code. The
termair defenseregion/sector referred to herein may ind udeforcesand unitsafl oat and/or deployed
toforward areas, asgpplicable. Air defensewarning yellow — attack by hostileaircraft and/or
missilesisprobable. Thismeansthat hostileaircraft and/or missilesareenroutetoward anair
defenseregion/sector, or unknown aircraft and/or missilessuspected to behostileareenroute
toward or arewithinan air defenseregion/sector. Air defensewarning red— attack by hostile
arcraft and/or misslesisimminent or isin progress. Thismeansthat hodtileaircraft and/or missles
arewithinan air defenseregion/sector or areintheimmediatevicinity of anar defenseregion/
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sector with high probability of entering theregiorn/sector. Air defensewarning white— attack by
hogtileaircraft and/or missilesisimprobable. May becalled either before or after air defense
warningydlow or red. Theinitid declaration of air defenseemergency will automaticaly establish
acondition of ar defensewarning other than whitefor purposesof security control of air treffic.
(Thistermanditsdefinitionmodify theexisingterm anditsdefinitionand aregpprovedfor indusion
inthenext editionof JP1-02.)

air interception. Toeffect visud or éectronic contact by afriendly aircraft with another aircraft.
Normally, theair intercept isconducted inthefollowing five phases: a. climb phase- Airborne
to cruising atitude. b. maneuver phase - Receipt of initia vector to target until beginning
trangition to attack speed and dtitude. c. transition phase - Increase or decrease of speed
and dtitude required for the attack. d. attack phase - Turn to attack heading, acquire target,
complete attack, and turn to breakaway heading. e. recovery phase- Breakaway to landing.
(JP1-02)

air intercept zone. None. (Approved for remova from the next edition of JP1-02.)

airgpace control area. Airgpacethat islateraly defined by the boundaries of the operationa
area, and may be subdivided into airspace control sectors. (This term and its definition
modify the existing term and itsdefinition and are approved for inclusionin thenext edition
of JP1-02.)

airspace control authority. The commander designated to assume overal responsbility for
the operation of the airspace control system in the airspace control area. Also caled ACA.
(JP1-02)

airspace control in the combat zone. A process used to increase combat effectiveness by
promoting the safe, efficient, and flexible use of airspace. Airspace control is provided in
order to reducetherisk of friendly fire, enhance air defense operations, and permit greater
flexibility of operations. Airspace control does not infringe on the authority vested in
commandersto gpprove, disgpprove, or deny combat operations. Also called airgpacecontrol;
combat airspace control. (JP 1-02)

airspace control order. An order implementing the airspace control plan that provides the
details of the approved requests for airgpace coordinating measures. It is published either
as part of the air tasking order or as a separate document. Also called ACO. (JP1-02)

airspace control plan. The document approved by the joint force commander that provides
specific planning guidance and procedures for the airgpace control system for the joint
force operationa area. Also called ACP. (JP1-02)

air space coor dinating measur es. Measuresemployed to facilitate the efficient use of airspaceto
accomplishmissonsand smultaneoudy providesafeguardsfor friendly forces. AlsocdledACMs
Seed s airgpace control area; wegpon engagement zone. (JP1-02)
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air superiority. That degreeof dominanceintheair battle of oneforce over another that permitsthe
conduct of operationsby theformer anditsrelated land, sea, and air forcesat agiventimeand
placewithout prohibitiveinterferenceby theopposngforce. (JP1-02)

air supremacy. That degree of air superiority wherein the opposing air force is incapable of
effective interference. (JP 1-02)

air tasking order. A method used to task and disseminate to components, subordinate units,
and command and control agencies projected sorties, capabilities and/or forces to targets
and specific missions. Normaly provides specific instructionsto include call signs, targets,
controlling agencies, etc., aswell as generd ingtructions. Also caled ATO. (JP1-02)

allocation (air). Thetrandation of the air apportionment decision into total numbers of sorties
by aircraft type available for each operation or task. (JP 1-02)

apportionment (air). Thedeterminationand assgnment of thetotal expected effort by percentage
and/or by priority that should be devoted to the various air operations for agiven period of
time. Also caled air apportionment. (JP 1-02)

area air defense commander. Within a unified command, subordinate unified command, or
joint task force, the commander will assign overall responsibility for air defenseto asingle
commander. Normally, thiswill be the component commander with the preponderance of
air defense capability and the command, control, and communications capability to plan
and execute integrated air defense operations. Representation from the other components
involved will be provided, asappropriate, to the areaair defense commander’sheadquarters.
Also called AADC. (JP1-02)

area of operations. An operational area defined by the joint force commander for land and
maritime forces. Areas of operation do not typically encompass the entire operationa area
of the joint force commander, but should be large enough for component commanders to
accomplish their missions and protect their forces. Also caled AO. (JP1-02)

ballistic missile. Any missile which does not rely upon aerodynamic surfaces to produce lift
and consequently follows a ballistic trgjectory when thrust isterminated. (JP 1-02)

barrier combat air patrol. One or more divisons or elements of fighter aircraft employed
between aforce and an objective area as a barrier across the probable direction of enemy
attack. Itisused asfar fromtheforceascontrol conditions permit, giving added protection
against raids that use the most direct routes of approach. See also combat air patrol. (JP
1-02)

basedefensezone. Anair defensezoneestablished around anair baseand limited to theengagement
envelopeof short-rangeair defensewegponssystemsdefending that base. Base defensezones
havegpecificentry, exit, andidentification, friend or foe proceduresestablished. AlsocdledBDZ.
(JP1-02)
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battlemanagement. Themanagement of activitieswithintheoperationa environment based onthe
commeands, direction, and guidancegiven by gppropriateauthority. (Approvedforincdusoninthe
next edition of JP1-02.)

boogt phase. Thet portion of theflight of aballistic missileor spacevehicleduring whichthebooster
and sustainer enginesoperate. Seeaso midcoursephase; terminal phase. (Thistermandits
definition modify theexisting term and itsdefinition and areapproved for inclusonin the next
editionof JP1-02.)

center of gravity. The source of power that provides mora or physica strength, freedom of
action, or will to act. Also caled COG (JP 1-02)

centralized contral. 1. Inair defense, the control mode whereby a higher echelon makesdirect
target assgnments to fire units. 2. In joint air operations, placing within one commander
theresponsibility and authority for planning, directing, and coordinating amilitary operation
or group/category of operations. (JP 1-02)

combat air patrol. Anaircraft patrol provided over an objective area, the force protected, the
critical areaof acombat zone, or in an air defense area, for the purpose of intercepting and
destroying hostile aircraft before they reach their targets. Also called CAP. (JP1-02)

combat identification. The processof attaining an accurate characterization of detected objects
in the operationa environment sufficient to support an engagement decison. Also called
CID. (JP1-02)

command and control. The exercise of authority and direction by a properly designated
commander over assigned and attached forces in the accomplishment of the mission.
Command and control functions are performed through an arrangement of personne,
equipment, communications, facilities, and procedures employed by a commander in
planning, directing, coordinating, and controlling forces and operations in the
accomplishment of the mission. Also caled C2. (JP1-02)

command relationships. Theinterrelated respons bilities between commanders, aswell asthe
operational authority exercised by commanders in the chain of command; defined further
ascombatant command (command authority), operationa control, tactica control, or support.
(JP1-02)

common oper ational picture. Asngleidentica display of relevant information shared by morethan
onecommand. A commonoperaiond picturefadlitatescollaborativeplanningandassgsdl echdons
toachievestuationa avareness Alsocaled COPR. (JP1-02)

common tactical picture. Anaccurateand completedisplay of relevant tactica datathat integrates
tecticd informationfromthemulti-tactical datalink network, ground network, intelligencenetwork,
and sensor networks. Alsocadled CTP. (Approved for inclusoninthenext edition of JP1-02.)
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coordinating altitude. A procedura airspace control method to separate fixed- and rotary-wing
arcraft by determining andtitudebe ow which fixed-wing arrcraft normaly will not fly and above
whichrotary-wingaircraft normally will not fly. Thecoordinatingdtitudeisnormally specifiedinthe
argpacecontrol plan and may includeabuffer zonefor amdl dtitudedeviations. (JP1-02)

counterair. A misson that integrates offensive and defensive operations to attain and maintain
adesired degree of air superiority. Counterair missions are designed to destroy or negate
enemy aircraft and missiles, both before and after launch. (JP 1-02)

course of action. 1. Any sequence of activities that an individua or unit may follow. 2. A
possible plan open to an individua or commander that would accomplish, or isrelated to
the accomplishment of the mission. 3. The scheme adopted to accomplish ajob or mission.
4. A line of conduct in an engagement. 5. A product of the Joint Operation Planning and
Execution System concept devel opment phase and the course-of -action determination steps
of thejoint operation planning process. Also caled COA. (JP1-02)

critical asset list. A prioritized list of assets, normally identified by phase of the operation and
approved by the joint force commander, that should be defended against air and missile
threats. Also caled the CAL. (Approved for inclusion in the next edition of JP 1-02.)

cruisemissile. Guided missile, the maor portion of whose flight path to itstarget is conducted
at approximately constant vel ocity, depends on the dynamic reaction of air for lift and upon
propulsion forcesto baance drag. (JP 1-02)

decentralized control. Inair defense, the norma mode whereby ahigher echelon monitorsunit
actions, making direct target assgnmentsto unitsonly when necessary to ensure proper fire
distribution or to prevent engagement of friendly aircraft. See also centralized control. (JP
1-02)

decentralized execution. Delegation of execution authority to subordinate commanders. (JP
1-02)

defended asset ligt. Indefensvecounterair operations, alisting of thoseassetsfromthecritical asset
list prioritized by thejoint force commander to be defended with theresourcesavailable. Also
cdledDAL. (Approvedforinclusoninthenext edition of J?1-02.)

defensvecounterair. All defensvemeasuresdesigned to detect, identify, intercept, and destroy or
negate enemy forces attempting to penetrate or attack through friendly airspace. Alsocalled
DCA. (Thistermanditsdefinition modify theexistingterm and itsdefinition and areapproved for
inclusoninthenext edition of JP1-02.)

direct support. A missionrequiring aforceto support another specific forceand authorizing it to
answer directly tothesupported force srequest for assstance. Alsocaled DS. (JP1-02)
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eectronicwarfare Military actioninvolving theuseof e ectromagneticand directed energy to control
thed ectromagnetic spectrum or to attack theenemy. Electronicwarfarecongstsof threedivisons
electronic attack, € ectronic protection, and € ectronicwarfaresupport. Alsocaled EW. (JP1-02)

fighter escort. An offensive counterair operation providing dedicated protection sorties by air-
to-air capablefightersin support of other offensiveair and air support missionsover enemy
territory, or in adefensive counterair role to protect high value airborne assets. (Approved
for inclusion in the next edition of JP 1-02.)

fighter sweep. An offensivemission by fighter aircraft to seek out and destroy enemy aircraft or
targetsof opportunity inadesignated area. (Thisterm and itsdefinition modify theexisting
term and its definition and are approved for inclusion in the next edition of JP 1-02.)

fires. The use of weapon systemsto create a specific letha or nonletha effect on atarget. (JP
1-02)

functional component command. A command normaly, but not necessarily, composed of
forces of two or more Military Departments which may be established across the range of
military operationsto perform particular operational missionsthat may be of short duration
or may extend over aperiod of time. (JP 1-02)

high value airborne asset protection. A defensive counterair mission that defends airborne
nationa assets which are so important that the loss of even one could seriously impact US
warfighting capabilitiesor providethe enemy with significant propagandavalue. Examples
of high vaue airborne assets are Airborne Warning and Control System, Rivet Joint, Joint
Surveillance and Target Attack Radar System, and Compass Cdl. Also caled HVAA
protection. (JP 1-02)

homeland defense. The protection of United States sovereignty, territory, domestic population,
and critical defenseinfrastructure against externa threats and aggression or other threatsas
directed by the President. Also caled HD. (Thisterm and its definition are provided for
information and are proposed for inclusion in the next edition of JP 1-02 by JP 3-27.)

identification. 1. The process of determining the friendly or hostile character of an unknown
detected contact. 2. Inarmscontrol, the process of determining which nationisresponsible
for the detected violations of any arms control measure. 3. In ground combat operations,
discrimination between recogni zable objectsasbea ng friendly or enemy, or thenamethat belongs
totheobject asamember of aclass. Alsocdled ID. (JP1-02)

information operations. Theintegrated employment of the core capabilitiesof eectronicwarfare,
computer network operations, psychologica operations military deception, and operationssecurity,
inconcert with gpecified supporting and rel ated capabilities, toinfluence, disrupt, corrupt or usurp
adversarid human and automated deci S on making whileprotecting our own. Alsocdled1O. (JP
1-02)
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intelligence, surveillance, and reconnaissance. An activity that synchronizesand integratesthe
planning and operation of sensors, assets, and processing, exploitation, and disseminaion systems
indirect support of current and futureoperations. Thisisanintegrated intelligenceand operations
function. Alsocdled ISR. (JP1-02)

joint air operations. Air operations performed with air capabilities/forces made available by
componentsin support of thejoint force commander’s operation or campai gn objectives, or
in support of other components of thejoint force. (JP 1-02)

joint air operationsplan. A plan for a connected series of joint air operations to achieve the
joint force commander’s objectives within a given time and joint operationa area. Also
caled JAOP. (JP1-02)

joint force. A genera term agpplied to aforce composed of significant elements, assigned or
attached, of two or more Military Departments operating under a single joint force
commander. (JP1-02)

joint forceair component commander. Thecommander within aunified command, subordinate
unified command, or joint task force respons bleto the establishing commander for making
recommendations on the proper employment of assigned, attached, and/or made available
for tasking air forces, planning and coordinating air operations; or accomplishing such
operational missons as may be assgned. The joint force air component commander is
giventheauthority necessary to accomplish missionsand tasks assigned by the establishing
commander. Also caled JFACC. (JP1-02)

joint force commander. A genera term applied to a combatant commander, subunified
commander, or joint task force commander authorized to exercise combatant command
(command authority) or operationa control over ajoint force. Also called JFC. (JP1-02)

joint interface control officer. The senior interface control officer for multi-tactical datalink
networksin thejoint force. Responsiblefor development and validation of the architecture
and the joint interoperability and management of the multi-tactical data link networks.
Overseesoperaionsof ajointinterfacecontrol call. Alsocaled JCO. (Approvedforincusonin
thenext edition of JP1-02.)

joint suppression of enemy air defenses. A broad term that includesall suppression of enemy air
defenseactivitiesprovided by onecomponent of thejoint forcein support of another. Alsocdled
JSEAD. (JP1-02)

joint theater missiledefense. None (Approved for removal fromthenext edition of JP1-02.)

magter air attack plan. A planthat containskey information that formsthefoundation of thejoint air
tasking order. Sometimesreferred to astheair employment plan or joint air tasking order shell.
I nformation that may befoundintheplanindudesjoint forcecommander guidance, joint forcear
component commander guidance, support plans, component requests, target update requests,

GL-12 JP3-01



Glossary

availability of capabilitiesand forces, targetinformationfromtarget lists, aircraft dlocation, etc.
Alsocaled MAAP. (JP1-02)

midcour se phase. That portion of the flight of a ballistic missile between the boost phase and
the terminal phase. See also boost phase; termind phase. (This term and its definition
modify the existing term and itsdefinition and are approved for inclusonin the next edition
of JP1-02)

missiledefense. Defensive measuresdesigned to destroy attacking enemy missiles, or to nullify
or reduce the effectiveness of such attack. (Approved for inclusionin the next edition of JP
1-02)

offengvecounterair. Offendveoperationsto destroy, disrupt, or neutraizeenemy arcraft, missiles,
launch platforms, and their supporting structuresand systemshboth beforeand after launch, but as
closetothelr sourceaspossible. Offengvecounterair operationsrangethroughout enemy territory
and aregeneraly conducted at theinitiative of friendly forces. Theseoperationsincludeattack
operations, suppression of enemy air defenses, fighter escort, and fighter sweep. Also called
OCA. (Thistermanditsdefinition modify theexigting term and itsdefinition and aregpproved for
inclusoninthenext edition of JP1-02.)

offensivecounterair attack oper ations. Offensiveactionin support of the offensive counterair
mission against surface targets which contributeto the enemy’sair power capabilities. Any
part of the joint force may be tasked to conduct or support offensive counterair attack
operations. Also caled OCA attack ops. See dso counterair; offensive counterair. (This
term and its definition modify the existing term and its definition and are approved for
inclusion in the next edition of JP 1-02.)

operational control. Command authority that may beexercised by commandersat any echelona or
bel ow theleve of combatant command. Operationa control isinherent in combatant command
(command authority) and may be del egated within thecommand. Whenforcesaretransferred
between combatant commands, the command rel ati onship the gaining commander will exercise
(andthelosing commander will rdinquish) over theseforcesmust bespecified by the Secretary of
Defense. Operdiond contral istheauthority to performthosefunctionsof command over subordinate
forcesinvolving organizing and employing commandsand forces, assgning tasks, designating
objectives, and giving authoritative direction necessary to accomplishthemisson. Operationa
control includesauthoritativedirection over al aspectsof military operationsandjoint training
necessary toaccomplishmissonsassgned tothecommeand. Operationa control shouldbeexercised
throughthecommeandersof subordinateorganizations. Normdly thisauthority isexercised through
subordinatejoint force commandersand Serviceand/or functional component commanders.
Operationa control normally providesfull authority to organize commandsand forcesandto
employ thoseforcesasthe commander in operationa control cons dersnecessary to accomplish
assgnedmissions itdoesnat, inand of itsdf, includeauthoritativedirection for logigicsor metters
of adminigration, discipline, interna organization, or unittraining. Alsocaled OPCON. Seedso
combatant command (command authority); tactical control. (JP1-02)
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passveair defense. All measures, other thanactivear defense, takentominimizetheeffectivenessof
hodtilear andmisslethrestsagaing friendly forcesand assats. Thesemeasuresindudecamouflage,
conced ment, deception, dispersion, recondtitution, redundancy, detection and warning systems,
andtheuseof protectivecongruction. (JP1-02)

positivecontrol. A method of airspace control that relieson positiveidentification, tracking, and
direction of aircraft within an argpace, conducted with e ectronic meansby anagency havingthe
authority and respongbility therein. (JP1-02)

procedural control. A method of airspace control which relies on acombination of previoudy
agreed and promulgated orders and procedures. (JP 1-02)

regional air defensecommander. Commander subordinateto the areaair defense commander
and responsiblefor air and missile defensesin the assigned region. Exercisesauthoritiesas
delegated by the areaair defense commander. Also caled RADC. (Approved forincluson
in the next edition of JP 1-02.)

rentry phase. None. (Approved for remova fromthenext edition of JP1-02.)

rulesof engagement. Directivesissued by competent military authority thet ddineatethedrcumstances
andlimitationsunder which United Statesforceswill initiateand/or continue combat engagement
with other forcesencountered. Alsocaled ROE. (JP1-02)

scheduled tar gets. Target uponwhichfiresor other actionsare scheduled at aspecifiedtimeaspart
of deliberatetargeting. (JP1-02)

sector air defensecommander. Commander subordinateto anarealregiond ar defensecommander
andrespongblefor air and missledefensesintheassgned sector. Exercisesauthoritiesdd egated
by thearealregiond ar defensecommander. Alsocdled SADC. (Approvedforinclusoninthe
next edition of JP1-02.)

supported commander. 1. Thecommander having primary responsibility for al aspectsof atask
assigned by the Joint Strategic CapabilitiesPlan or other joint operation planning authority. Inthe
context of joint operation planning, thisterm refersto the commander who preparesoperation
plansor operation ordersinresponseto requirementsof the Chairman of the Joint Chiefsof Staff.
2. Inthecontext of asupport command rel aionship, thecommander who receivesass sancefrom
another commander’sforceor capatiilities, and whoisresponsblefor ensuring that thesupporting
commander understandstheass stancerequired. Seea so supporting commander. (JP1-02)

supporting commander. 1. A commander who provides augmentation forces or other support
to asupported commander or who devel opsasupporting plan. Thisincludesthedesignated
combatant commands and Department of Defense agenciesasappropriate. 2. Inthe context
of asupport commeand rdationship, thecommander who ads, protects, complements, or sustains
another commander’sforce, and whoisresponsiblefor providing the ass stancerequired by the
supported commander. Seed so supported commander. (JP1-02)
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suppression of enemy air defenses. Activity that neutralizes, destroys, or temporarily degrades
surface-based enemy air defensesby destructive and/or disruptivemeans. Alsocaled SEAD.
(Thistermanditsdefinitionmodify theexising term anditsdefinitionand aregpprovedfor indusion
inthenext editionof JP1-02.)

tactical control. Command authority over assigned or attached forces or commands, or military
capability or forces made available for tasking, that islimited to the detailed direction and
control of movements or maneuvers within the operationa area necessary to accomplish
missions or tasks assigned. Tactical control is inherent in operational control. Tactical
control may be delegated to, and exercised at any level at or below the level of combatant
command. When forces are transferred between combatant commands, the command
relationship the gaining commander will exercise (and thelosing commander will relinquish)
over these forces must be specified by the Secretary of Defense. Tactica control provides
sufficient authority for controlling and directing the application of force or tactical use of
combat support assets within the assigned mission or task. Also called TACON. Seedso
combatant command (command authority); operational control. (JP 1-02)

target of opportunity. A target visble to a surface or air sensor or observer, which iswithin
range of available weaponsand against which fire has not been scheduled or requested. (JP
1-02)

target system. 1. All thetargetsStuatedin aparticular geographic areaand functionally related. 2.
(DOD only) A groupof targetsthat areso relaed thet their destructionwill producesomeparticular
effect desired by theattacker. (JP1-02)

terminal phase. That portion of theflight of aballistic misslethat beginswhen thewarhead or payload
reenters the atmosphere and ends when the warhead or payload detonates or impacts. For
ballistic missilesthat do not exit the atmosphere, termina phase beginswhen thewarhead or
payload reaches gpogee and endswhen thewarhead or payl oad detonatesor impacts. Seedso
boost phase; midooursephase. (Thistermanditsdefinitionmodify theexidingtermanditsdefinition
andaregpproved for inclusoninthenext edition of JP1-02.)

theater missle. Amissle, whichmay beabdlisticmissle, acruisemissle, or anair-to-surfacemissle
(notincluding short-range, non-nuclear, direct firemissles bombs, or rocketssuchasMaverick or
wire-guided missiles), whosetarget iswithinagiventhester of operation. Alsocdled TM. (JP1-
02)

time-sengtivetargets. A joint forcecommander designated target requiring immediate response
becauseitisahighly lucrative, flegting target of opportunity or it poses(or will soon pose) adanger
tofriendly forces. Alsocadled TST. (JP1-02)

unmanned air cr aft. Anarcraft or balloon that doesnot carry ahuman operator andiscgpableof flight
under remotecontrol or autonomousprogramming. AlsocdledUA. (Thistermanditsdefinition
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areprovidedfor information and areproposed for inclusoninthenext edition of JP1-02 by JP3-
03)

unmanned air cr aft sysem. That system, whosecomponentsind udethenecessary equipment, network,
and personne to control anunmanned aircraft. Alsocaled UAS. (Thistermanditsdefinitionare
provided for information and areproposed for inclusoninthenext edition of JP1-02 by JP3-03.)

weapon engagement zone. In air defense, airspace of defined dimensions within which the
responsibility for engagement of air threats normally restswith aparticular weapon system.
Also caled WEZ. a fighter engagement zone. In air defense, that airspace of defined
dimensions within which the responsbility for engagement of ar threats normally rests
with fighter aircraft. Also called FEZ. b. high-dtitude missile engagement zone. In air
defense, that airgpace of defined dimens onswithinwhichtheresponsibility for engagement
of air threats normally restswith high-altitude surface-to-air missiles. Also caled HIMEZ.
c. low-dtitude missile engagement zone. In air defense, that airspace of defined dimensions
within which the responsibility for engagement of air threats normally rests with low- to
medium-altitude surface-to-air missiles. Also caled LOMEZ. d. short-range air defense
engagement zone. In air defense, that airspace of defined dimensions within which the
responsibility for engagement of air threats normally rests with short-range air defense
weapons. It may be established within a low- or high-atitude missile engagement zone.
Alsocaled SHORADEZ. e. joint engagement zone. In air defense, that airspace of defined
dimensionswithin which multiple air defense systems (surface-to-air missilesand aircraft)
are smultaneously employed to engage air threats. Also called JEZ. (JP1-02)
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